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ScanFront 400

INSTRUCTIONS

Please read this manual before using the scanner.
After you finish reading this manual, keep itin a safe place
for future reference.




ENERGY STAR® Office Equipment Program

This program is for U.S.A and Canada. As an h
ENERGY STAR® Partner, Canon Electronics
Inc. has determined that this machine meets the Ot fin
ENERGY STAR® Program guidelines for ENERGY STAR
energy efficiency.

The ENERGY STAR® Office Equipment Program is an
international program that promotes energy saving through
the use of computers and other office equipment.

The program backs the development and dissemination of
products with functions that effectively reduce energy
consumption. It is an open system in which business
proprietors can participate voluntarily. The targeted products
are office equipment, such as computers, monitors, printers,
fax, machine, copiers, and scanners. The standards and logos
are uniform among participating nations.

Under factory default settings, the scanner will enter Low
Power mode after 12 minutes of inactivity. Although you can
change the period of time before the scanner enters Low
Power mode to up to 120 minutes, we recommend using the
default setting.

FCC REGULATIONS (For 120 V model)

Network Scanner, Model M111271

This device complies with Part 15 of the FCC Rules.
Operation is subject to the following two conditions: (1) This
device may not cause harmful interference, and (2) this device
must accept any interference received, including interference
that may cause undesired operation.

Note: This equipment has been tested and found to comply

with the limits for a Class B digital device, pursuant to Part 15

of the FCC Rules. These limits are designed to provide

reasonable protection against harmful interference in a

residential installation. This equipment generates, uses, and

can radiate radio frequency energy and, if not installed and

used in accordance with the instructions, may cause harmful

interference to radio communications. However, there is no

guarantee that interference will not occur in a particular

installation. If this equipment does cause harmful interference

to radio or television reception, which can be determined by

turning the equipment off and on, the user is encouraged to try

to correct the interference by one or more of the following

measures:

— Reorient or relocate the receiving antenna.

— Increase the separation between the equipment and
receiver.

— Connect the equipment into an outlet on a circuit different
from that to which the receiver is connected.

— Consult the dealer or an experienced radio/TV technician
for help.

Use of shielded cable is required to comply with class B limits

in Subpart B of Part 15 of FCC Rules.

Do not make any changes or modifications to the equipment

unless otherwise specified in the manual. If such changes or

modifications should be made, you could be required to stop

operation of the equipment.

Canon U.S.A. Inc.

One Canon Park, Melville, NY 11747, U.S.A.

Tel. No. (800)652-2666




RADIO INTERFERENCE REGULATIONS (For 120 V
models)

This digital apparatus does not exceed the Class B limits for
radio noise emissions from digital apparatus as set out in the
Interference-causing equipment standard entitled “Digital
Apparatus”, ICES-003 of the Industry Canada.

REGLE!\IIENT SUR LE BROUILLAGE
RADIOELECTRIQUE (For 120 V models)

Cet appareil numérique respecte les limites de bruits
radioélectriques applicables aux appareils numériques de
Classe B prescrites dans la norme sur le matériel brouilleur:
“Appareils Numériques”, NMB-003 édictée par 1’Industrie
Canada.

For CA, USA Only

Included battery contains Perchlorate Material - special
handling may apply.

See http://www.dtsc.ca.gov/hazardouswaste/perchlorate/ for
detail.

European Union (and EEA) only

This symbol indicates that this product is not to be

disposed of with your household waste, according

to the WEEE Directive (2002/96/EC) and your
national law. This product should be handed over
to a designated collection point, e.g., on an
authorized one-for-one basis when you buy a new similar
product or to an authorized collection site for recycling waste
electrical and electronic equipment (EEE). Improper handling
of this type of waste could have a possible negative impact on
the environment and human health due to potentially
hazardous substances that are generally associated with EEE.
At the same time, your cooperation in the correct disposal of
this product will contribute to the effective usage of natural
resources. For more information about where you can drop off
your waste equipment for recycling, please contact your local
city office, waste authority, approved WEEE scheme or your
household waste disposal service. For more information
regarding return and recycling of WEEE products, please visit
WWW.canon-europe.com/environment.
(EEA: Norway, Iceland and Liechtenstein)

Model Names

The following names may be provided for the safety
regulations in each sales region of the Network Scanner.
ScanFront 400: Model M111271




Trademarks

» Canon and the Canon logo are registered trademarks of
Canon Inc. in the United States and may also be trademarks
or registered trademarks in other countries.

* imageFORMULA is a trademark of Canon Electronics Inc.

* Microsoft, Windows, Internet Explorer, and Active
Directory are registered trademarks or trademarks of
Microsoft Corporation in the United States and other
countries.

* Adobe, Acrobat, and Adobe Reader are registered
trademarks or trademarks of Adobe Systems Incorporated in
the United States and other countries.

¢ Other product and company names herein may be the
trademarks of their respective owners.

Reproduction Warning

This device is designed to be used in a legal manner, in

accordance with all applicable laws, including, but not limited

to, counterfeit and copyright laws, as well as laws pertaining

to national security.

Any person(s) found to have reproduced any of the following

materials (regardless of whether such reproduction was

intentional or not) for the purpose of misrepresenting such

material as the original may be prosecuted in accordance with

the applicable laws and regulations.

* Paper money or bank notes (domestic and foreign)

* Postage stamps, revenue stamps, or other similar stamps

« Stock certificates, bond certificates, promissory notes,
cheques, or other valuable certificates

* Passports, licenses, or other certificates or documents issued
by government officials or agencies

This is not an exhaustive list.

Canon is not responsible for how this scanner is used by an

individual.

Please note that certain intellectual property is protected by

copyright law, and copyrighted items may not be reproduced

without the express permission of the copyright holder except

for personal or household use under limited circumstances.

Disclaimers

The information in this document is subject to change without
notice.

CANON ELECTRONICS INC. MAKES NO WARRANTY
OF ANY KIND WITH REGARD TO THIS MATERIAL,
EITHER EXPRESS OR IMPLIED, EXPECT AS
PROVIDED HEREIN, INCLUDING WITHOUT
LIMITATION, THEREOF, WARRANTIES AS TO
MARKETABILITY, MERCHANTABILITY, FITNESS
FOR A PARTICULAR PURPOSE OF USE OR NON-
INFRINGEMENT. CANON ELECTRONICS INC. SHALL
NOT BE LIABLE FOR ANY DIRECT, INCIDENTAL, OR
CONSEQUENTIAL DAMAGES OF ANY NATURE, OR
LOSSES OR EXPENSES RESULTING FROM THE USE
OF THIS MATERIAL.

CANON ELECTRONICS INC. IS NOT LIABLE FOR THE
STORAGE AND HANDLING OF DOCUMENTS
SCANNED WITH THIS PRODUCT, OR THE STORAGE
AND HANDLING OF RESULTING SCANNED IMAGE
DATA.




IF YOU INTEND TO DISCARD THE ORIGINALS OF
SCANNED DOCUMENTS, YOU THE CUSTOMER ARE
RESPONSIBLE FOR INSPECTING THE SCANNED
IMAGES AND VERIFYING THAT DATA IS INTACT.
THE MAXIMUM LIABILITY OF CANON
ELECTRONICS INC. UNDER THIS WARRANTY IS
LIMITED TO THE PURCHASE PRICE OF THE
PRODUCT COVERED BY THE WARRANTY.

About Open Source Licenses

This product includes open source software.

For details on the license conditions for each open source
software, refer to the OpenSource.txt file stored in the
LICENSE folder on the software setup disc.

Copyright 2016 by CANON ELECTRONICS INC. All rights
reserved.

No part of this publication may be reproduced or transmitted
in any form or by any means, electronic or mechanical,
including photocopying and recording, or by any information
storage or retrieval system without the prior written
permission of CANON ELECTRONICS INC.




Introduction

Thank you for purchasing the Canon imageFORMULA ScanFront 400 network scanner.
Please read this manual thoroughly before using the scanner to familiarize yourself with its capabilities, and to make the most of its
many functions. After reading this manual, store it in a safe place for future reference.

[ About ScanFront 400
The ScanFront 400 is a network scanner that you can use without connecting to a computer.
You can transfer the data of an image scanned with the ScanFront 400 to a shared folder on a server PC or client PC on the
network or to an FTP server, send it to a printer for printing, or deliver it to a remote location via e-mail or Internet fax service.
When using the scanner without a network environment, you can also save the image files to USB memory.

Shared Folder
(Server PC, Client PC)

Network
=
A

Mail Server
Internet Fax Service

Save File Send E-mail

FTP Server

Save File

A
USB Memory

Conceptual Diagram of the ScanFront

1 About the ScanFront 400 Web Application Mode

The ScanFront 400 is equipped with an operation mode called Web Application Mode.
If you want to switch to and use the Web Application Mode, contact your dealer.

ScanFront




J About the SF400 Embedded SDK

The ScanFront 400 includes the SF400 Embedded SDK,
which allows you to customize login and image
transmission functions using custom LXC software. If you
want to use the SF400 Embedded SDK, please contact
your local authorized Canon dealer or service
representative.

(d Manuals for the Scanner

The following manuals are provided with the Canon
ScanFront 400. Be sure to read these manuals thoroughly
before using the scanner.

Setup and Operation Guide*

Setup Guide

Describes the procedure for setting up the scanner for
scanning. Set up the ScanFront in accordance with the
Setup Guide. For details on the ScanFront, refer to the
Operation Guide and ScanFront 400 INSTRUCTIONS
(electronic manuals).

Operation Guide

Provides an overview of the functions of the scanner, and
describes the basic operations for using the ScanFront. For
details on the settings of the ScanFront, refer to the
ScanFront 400 INSTRUCTIONS (electronic manual).

* The printed version of Setup and Operation Guide may vary

depending on your region. PDF files of the Setup and Operation
Guide in other languages can be found on the application disc.

QI INSTRUCTIONS (Electronic Manual): This

Manual
Describes how to use the scanner, and includes
instructions for configuring the scanner settings, as well as
handling, maintenance, and troubleshooting information.
This manual is stored as a PDF file on the supplied
application disc and requires Adobe Reader to open. (You
can download Adobe Reader from the Adobe Web site.)

1 Symbols Used in This Manual

The following symbols are used in this manual to explain
procedures, restrictions, handling precautions, and
instructions that should be observed for safety.

/\ WARNING

Indicates a warning concerning operations that may lead to
death or injury to persons if not performed correctly. To
use the scanner safely, always pay attention to these
warnings.

/\ CAUTION

Indicates a caution concerning operations that may lead to
injury to persons, or damage to property if not performed
correctly. To use the scanner safely, always pay attention
to these cautions.




@ mPORTANT

Indicates operational requirements and restrictions. Be
sure to read these items carefully to operate the scanner
correctly, and avoid damage to the scanner.

Hint
Indicates a clarification of an operation, or contains

additional explanations for a procedure. Reading these
notes is highly recommended.

d How This Manual is Organized

This manual consists of the following chapters.

Chapter 1 Before Use

This chapter provides an overview of the ScanFront.

Chapter 2 ScanFront Setup

This chapter describes the setup procedures and
Administrator Settings of the scanner.

Chapter 3 Handling

This chapter describes the types of documents that can be
scanned, and the basic operations of the scanner.

Chapter 4 Operating Procedures

This chapter describes the basic operating procedures for
the scanner.

Chapter 5 Administrator Settings

This chapter describes the Administrator Settings for the
administrator to configure settings.

Chapter 6 User Settings

This chapter describes the User Settings for the
administrator to configure settings.

Chapter 7 ScanFront Administration Tool for SF400

This chapter describes how to install and use ScanFront
Administration Tool for SF400.
Chapter 8 Maintenance

This chapter describes how to clean the scanner and
replace the consumable parts such as rollers.

Chapter 9 Troubleshooting

This chapter describes how to respond when problems
occur or warning messages appear.

Chapter 10 Appendices
This chapter describes the scanner specifications.
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Chapter 1 Before Use

1. Important Safety Instructions

To ensure the safe operation of this scanner, be sure to read the safety warnings and precautions described below.

1 Installation Location @ Avoid warm or humid locations, such as in the
The performance of this scanner is affected by the V'C'n_'tY _Of a water fa_luceL V\(ater heater, or
environment in which it is installed. Make sure that the humidifier, ar,]d avc_)'d lo,cat'ons where the lejmes
location where the scanner is installed meets the following from ?‘mmoma’ paint thinner, or other volatile
environmental requirements. chemicals may be present.

@ Avoid locations that are subject to vibration.
@ Provide adequate space around the scanner for @ Avoid exposing the scanner to rapid changes in
operation, maintenance, and ventilation. temperature. If the room in which the scanner is

installed is cold but rapidly heated, water droplets
(condensation) may form inside the scanner. This
may result in a noticeable degradation in scanning

quality.
The following conditions are recommended for
N optimal scanning quality:
At least Room temperature: 10 °C to 32.5 °C (50 °F to
15.75" 90.5 °F)
(40 cm)

Humidity: 20% to 80% RH

@ Avoid installing the scanner near equipment that
generates a magnetic field (e.g. speakers,

@ Avoid installing the machine in direct sunlight. If televisions, or radios).
this is unavoidable, use curtains to shade the
scanner.

@ Avoid locations where a considerable amount of
dust accumulates.

25.59" (65 cm)
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1 Power

® Connect only to a power outlet of the rated voltage
and power supply frequency (either 120 V, 60 Hz
or 220-240 V, 50/60 Hz, depending on your
region).

@ Do not connect other electrical equipment to the
same power outlet to which the scanner is
connected. Also, when using an extension cord,
make sure that the extension cord is rated for the
current requirements of the scanner.

® Never try to disassemble the AC adapter or modify
it in any way, as this is extremely dangerous.

® The power cord and AC adapter may become
damaged if they are often stepped on or if heavy
objects are placed on them. Continued use of a
damaged power cord and AC adapter can lead to
an accident, such as a fire or electrical shock.

@ Do not use the power cord while it is coiled.

® Do not pull directly on the power cord. When
disconnecting the power cord, grasp the plug and
remove it from the outlet.

® Keep the area around the power plug clear of
objects so that the power cord can be
disconnected easily in an emergency.

® Use only the AC adapter provided with this
scanner. Also, do not use the AC adapter provided

with the scanner with any other electrical devices.

Model: MG1-5039

Chapter 1 Before Use

@ If you have any questions regarding the power
supply, contact your local authorized Canon dealer
or service representative for further information.

1 Moving the Scanner

® When moving the scanner, always hold it with both
hands to avoid dropping it. The weight of the
scanner unit is approximately 9.92 Ibs (4.5 kg).

@ Before moving the scanner, make sure the
document tray is closed and the interface cable
and AC adapter are disconnected. If the scanner is
transported with these items connected, the plugs
and connectors may be damaged due to
excessive force applied to them during movement.

1 Handling

A WARNING

Note the following precautions whenever using the

scanner. Failure to do so may result in a fire or

electric shock.

B Never use alcohol, benzene, paint thinner, aerosol
sprays, or any other highly flammable substance
near the scanner.

B Do not cut, damage, or modify the power cord or
AC adapter. Do not place heavy objects on the
power cord or AC adapter, and do not pull or
excessively bend the power cord.

15



M The supplied power cord set is intended for use
with this scanner only. Do not use it with other
electronic equipment. In addition, do not use
power cord sets other than the one supplied with
the scanner. Doing so may result in fire or electric
shock.

B Never connect the power cord when your hands
are wet.

B Do not connect the scanner to a multiplug power
strip.

H Do not knot or coil the power cord, as this may
result in a fire or electric shock. When connecting
the power cord, make sure that the power plug is
securely and completely inserted into the power
outlet.

W Never try to take the scanner apart or modify it in
any way.

H Never try to take the AC adapter apart or modify it
in any way, as this is dangerous and may lead to a
fire or electric shock.

B Do not use flammable aerosol sprays near the
scanner.

B When cleaning the scanner, turn the power OFF
and disconnect the power cord from the power
supply.

H Clean the scanner using a slightly dampened cloth
which has been well wrung out. Never use alcohol,
benzene, paint thinner, or any other flammable
substances.

Chapter 1 Before Use

B If the scanner makes strange noises, or gives off,
smoke, heat, or strange odors, or the scanner
does not function or other abnormalities occur
when you use the machine, immediately turn the
power OFF, and disconnect the power plug from
the power outlet. Then, contact your local
authorized Canon dealer or service representative
for further information.

M Do not drop the scanner, or subject it to impact or
strong shock. Should the scanner ever become
damaged, immediately turn the power OFF, and
disconnect the power plug from the power outlet.
Then, contact your local authorized Canon dealer
or service representative to have the unit serviced.

B Before moving the scanner, make sure to turn the
power OFF, and disconnect the power plug from
the power outlet.

/\ CAUTION

Bl Do not install the scanner on a surface that is
unstable or tilted, or in an area subject to
excessive vibrations, as this may cause the
scanner to fall, resulting in personal injury or
damage to the scanner.

H Do not block the ventilation openings. Doing so
could cause the scanner to overheat, creating a
risk of fire.

16



M Never place small metal objects such as staples,
paper clips, or jewelry on the scanner. These items
may fall into the scanner, and cause a fire or
electric shock. Should such objects ever fall inside
the scanner, immediately turn the power OFF, and
disconnect the power plug from the power outlet.
Then, contact your local authorized Canon dealer

or service representative to have the unit serviced.

B Do not install the scanner in a humid or dusty
location. Doing so may result in a fire or electric
shock.

H Do not place objects on top of the scanner, as they
may tip over and fall, resulting in personal injury.

H Do not use the scanner with a power supply
voltage other than 120/220-240 VAC. Doing so
might cause fire or electric shock.

B When disconnecting the power cord, grasp it firmly
by its plug. Do not pull directly on the power cord,
as this may damage or expose the cord’s internal
wiring, resulting in a fire or electric shock.

B Leave sufficient space around the power plug so
that it can be disconnected easily. If objects are
placed around the power plug, you will be unable
to disconnect it in an emergency.

W Do not allow water or flammable substances
(alcohol, paint thinner, benzene, etc.) to spill into
the scanner, as this may result in a fire or electric
shock.

Chapter 1 Before Use

B Turn OFF the power for safety when not using the
scanner for a long period of time, such as
overnight. Also, turn OFF the power, and
disconnect the AC adapter from the scanner and
disconnect the power cord from the power outlet
for safety when the machine will not be used for an
extended period of time, such as during
consecutive holidays.

H Do not wear loose clothing or jewelry that may get
caught in the scanner while you are using it. This
may result in personal injury. Be extra careful of
neckties and long hair. If anything becomes caught
in the scanner, immediately disconnect the power
cord to stop the scanner.

Bl Be careful when placing paper in the scanner and
when removing jammed paper. It is possible to cut
your hand on the edge of a sheet of paper.

1 Disposal

@ Prior to disposing of the scanner, initialize the
scanner to ensure that the registered data is
deleted.

® When disposing of the scanner, make sure to
follow all local ordinances and laws or consult with
the retailer who sold you the scanner.
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2. Features of the ScanFront 400

Chapter 1 Before Use

The main features of the ScanFront 400 are described below.

J ScanFront 400

@® Compact Network Document Scanner
The network document scanner has a compact design of
12.01" (W) x 9.96" (D) x 8.03" (H) (305 mm (W) x
253 mm (D) x 204 mm (H)) when the feed tray is
detached. You can scan documents in a range of sizes
from business cards to A4/LTR size.

@ Supports Transfer to a Variety of Destinations
You can transfer scanned image files to the following
types of destinations via a network.

— Shared folders

— FTP Servers

— E-mail addresses

— Fax (via an Internet fax service)

@ Variety of Scanning Modes
The scanner is equipped with five scanning modes:
Black and White, Error Diffusion, Text Enhance, Gray,
and Color.

® Long Document Scanning
The scanner is equipped with a scanning mode that can
automatically detect long document sizes.
* The available scanning modes vary depending on the file
format of the image to be transferred.

@ Fast Document Feeding
The scanner can scan a maximum of 45 A4 documents
per minute.
* Scanning conditions: Black and white, simplex, 200 dpi

@ High Image Quality
The 600 dpi optical resolution sensor incorporated in
the scanner enables documents to be scanned with high
image quality.

® Supports USB Memory
The scanner supports saving image files to USB
memory to enable you to move them to destinations not
connected to or not using a network.

® Touch Panel Operation
The 10.1-inch TFT WSVGA (1024 x 600 dots) screen
with a touch panel enables you to perform all scanner
operations by touching the screen.

@ Supports Mouse and Keyboard
In addition to touch-panel operation, you can also use a
mouse and keyboard to operate the scanner. (See p. 44.)

@ ScanFront Administration Tool for SF400
By installing the supplied ScanFront Administration
Tool for SF400 software, you can simultaneously
manage multiple ScanFront scanners on the network.
* Set [Allow remote operation] to [ON]. (See p. 156.)
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@ Job Buttons
Pre-registering destinations and scan conditions as jobs
enables you to scan by selecting a job button.

@ Shared Address Book and Shared Job Button
The Shared Address Book and Shared Job Buttons are
available for use by all users.

® My Address Book and My Job Button
In addition to the address book and job buttons shared
by all users, a My Address Book and My Job Button are
available for each user.

@ Supports Directory Services
The scanner supports directory services (Active
Directory and OpenLDAP), which enables you to
reference and use user accounts and e-mail addresses
registered on a domain server and LDAP server.
@ Functional Restrictions
The scanner enables you to restrict, for example, the
destinations and Home screen available to each user.
@ Auto Size Detection
The scanner can detect the size of a scanned document
and erase the white space around the image.

@ Auto Color Detection
The scanner can automatically detect whether a
document is color or black and white, and save the
scanned images accordingly.

@ Folio Scanning
The scanner can scan both sides of a document folded
in half and create a single scanned image.

Chapter 1 Before Use

® Double Feed Detection by Length

When the scanner detects a double feed by comparing

the lengths of documents, it stops feeding.

* Using the length of the first document as a reference, the
scanner detects a double feed when a document of a
different length is fed.

® Double Feed Detection by Ultrasonic Function

In addition to the double feed detection function that

compares the lengths of documents, the scanner is

equipped with a double feed detection function that uses
an ultrasonic sensor.

® Double Feed Retry
‘When a double feed has occurred, this function returns
the document to the document feeder and re-feeds the
pages.

@ Skip Blank Page Function
The scanner scans both sides of a document and skips
saving the image of any side it determines to be a blank
page.

® Deskew
If the scanner detects from a scanned image that the
document was fed askew, the image is straightened.

® Image Rotation
The scanner can rotate a scanned image in 90°
increments, or detect the text orientation within the
document, and then rotate the image in 90° increments
so that the orientation of the text is correct.

@ Eliminates Bleed-Through
The scanner prevents the images on the reverse side of
thin documents from appearing on the scanned pages.
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@ Dropout and Color Enhancement Functions
The scanner is equipped with a dropout function that
allows you to specify one color (red, blue, or green) to
omit, and a function to enhance a specified color when
scanning.

® Text Enhance Mode
The background color of the text are processed to
enhance the text portions and make them easy to read.
* This function may not work effectively for some documents.
@ Text/Line Thickness Correction Function
This function corrects the thickness of text and lines
when the text and lines are not easily distinguishable in
scanned images.
® Card Scanning
You can scan credit cards and IC cards that conform to
ISO standards.

@ Passport Scan
You can scan passports using the optional carrier sheet
(for passports).

@ Prescan
This function prescans the first page of a document at
the start of scanning, and then stops scanning so that
you can view the results to adjust the brightness and
contrast before scanning the entire document.

@ Auto Start
The scanner is equipped with an auto start function,
which enables scanning to be automatically started
when a document placed in the feeder is detected.
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3. Names and Functions of Parts

The names and functions of the parts of the ScanFront are shown below.

1 Front and Document Feed and Eject Trays

@ Document Eject Tray
Open this tray when using the ScanFront.
(® Panel Unit
Open this when there is a paper jam or to perform
maintenance. (See p. 53.)
@ Touch Panel
Touch this screen to operate the ScanFront.
® Lock Lever
Locks the panel unit. Pull the lever toward you to unlock
the panel unit. (See p. 53.)
(® Document Guides
Adjust these to match the width of the document. (See
p. 47.)
(» Document Feed Tray
Place documents here. (See p. 43.)
Feed Support
Pull this out to support loaded documents.
(@ Feed Extension Support
Open this when placing long paper in the scanner.

(@ Tray Extension
Open this to prevent scanned documents from slipping off.

21



Document Eject Stopper
This prevents the ejected documents from falling out of the
document eject tray and aligns their leading edges. It can
be moved to match the length of the document. The angle
of the document eject stopper on the document eject tray
will change depending on the volume of documents
ejected.

) Power button
Press this to turn on the scanner. When pressed, the power
indicator is lit.
Use the Power OFF button on the touch panel to turn the
power OFF.
The power button lights or flashes as follows depending on
the scanner status.

Power Button Indication Description
Lit Power is on
Flashing Low power mode

@ USB Port (Front)
Connect a USB1.1/Hi-Speed USB2.0 compatible USB
memory device, USB keyboard, or USB mouse.

(3 Eject Tray Support
Open this when scanning multiple documents of varying
sizes at one time. Scanned documents are arranged in the
tray by supporting and lifting up the document eject tray
from the bottom.

Chapter 1 Before Use

(J Rear

[E@o[j@}

W ®® ® ®

Kensington Slot
This is an anti-theft slot that enables a key chain or lock to
be connected to prevent theft.
i Power Connector (24 V DC)
Connect the plug of the supplied AC adapter. (See p. 27.)
Service Switch
This is a service switch. Do not insert any object into this
hole.
@ LAN Port (RJ-45)
Connect an RJ-45 (10Base-T/100Base-TX/1000Base-T)
compatible network cable. (See p. 28.)
USB Ports (Rear Right)
Connect a USB1.1/Hi-Speed USB2.0 compatible USB
memory device, USB keyboard, or USB mouse.
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4. Network Environment

The network environment required to use the ScanFront is described below. To obtain details on your network environment, contact

your network administrator.

J Network Environment

@ Network Protocol
The scanner uses TCP/IP protocol to connect to the
network.

® IP Address Assignment
The TCP/IP protocol uses one IP address for each
device connected to the network. Consult your network
administrator to determine the IP address to assign to
the scanner.

@ DHCP Support

The scanner supports DHCP (Dynamic Host

Configuration Protocol). A DHCP server provides a

network environment in which IP addresses can be

obtained automatically from the DHCP server, so there
is no need to set an IP address for the scanner.

* The number of IP addresses that can be obtained using
DHCP is managed by the network administrator. For
details, consult your network administrator.

® 1000Base-T Support

The scanner supports 1000Base-T. However,

communication may be slower than the communication

speed of the network, depending on the other devices
connected to the network and the type of hub.

® SMTP (E-mail) Server
The scanner supports an SMTP server, so you can send
image files directly from the scanner by e-mail.

® FTP Server
Transmission may not be possible depending on
firewall settings.

@ Fax
Scanned images can be sent to specified addresses as
fax documents by sending e-mails that include the
scanned images as attachments to an Internet fax
service. Therefore, you must specify message formats
and addresses in the method prescribed by your Internet
fax service.

@ Printer
By using the FTP print function of a printer connected
to the same network with the ScanFront, you can print
scanned images.
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(1 Directory Service Support

@ Active Directory

Active Directory is a directory service adopted by

Windows 2000, and information registered to Active

Directory can be used on other computers. The

ScanFront allows user information registered to the

domain server registered as the authentication server to

be used for authentication to log in to the ScanFront.

* A domain server that uses Windows NT Server for the
operating system cannot be registered as an
authentication server.

® OpenLDAP Server

The scanner supports OpenLDAP servers that can be

connected to with the LDAP (Lightweight Directory

Access Protocol) protocol.

You can authenticate ScanFront users and reference e-

mail addresses for registration to the address book using

the user information registered on the OpenLDAP
server.
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Chapter 2 ScanFront Setup

1. Before Setting Up the Scanner

Before setting up the scanner, you need to move it to the installation site, and connect the AC adaptor and network cable.

d Installation Location @® Avoid warm or humid locations, such as in the
The performance of this scanner is affected by the V'C'n_'tY _Of a water fa}ucet, V\(ater heater, or
environment in which it is installed. Make sure that the humidifier, ar,]d avgld IOF: ations where the lejmes
location where the scanner is installed meets the following from ammonia, paint thinner, or other volatile
environmental requirements chemicals may be present.

@ Provide adequate space around the scanner for ® Avoid locations that are subject to vibration.
operation, maintenance, and ventilation. ® Avoid exposing the scanner to rapid changes in

temperature. If the room in which the scanner is
installed is cold but rapidly heated, water droplets
(condensation) may form inside the scanner. This
may result in a noticeable degradation in scanning
quality.
N The following conditions are recommended for
optimal scanning quality:
Room temperature: 10 °C to 32.5 °C (50 °F to
90.5 °F)
Humidity: 20% to 80% RH
@ Avoid installing the scanner near equipment that

At least
15.75"
(40 cm)

25.59" (65 cm)

@ Avoid installing the machine in direct sunlight. If generates a magnetic field (e.g. speakers,
this is unavoidable, use curtains to shade the televisions, or radios).
scanner.

@ Avoid locations where a considerable amount of
dust accumulates.
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J Connecting the AC Adapter
Follow the procedure shown below to connect the AC adapter.

A\ cauTioN
Make sure to use only the AC adapter and power cord included with the scanner.

®
-

The shape of the
power plug varies
by country and
region.

(1 Connect the power cord and AC adapter.
@ Insert the plug of the AC adapter into the power connector.
(® Connect the power cord to the wall outlet.
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(d Connecting the Network Cable
Insert the network cable connector (RJ-45) into the LAN port.
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2. Turning the Power ON and OFF

Use the power button to turn the scanner ON, and press the [Power off] button on the touch panel to turn it OFF.

a Turning the Power ON * When the power indicator is flashing but nothing appears on
the touch panel, the Low Power mode has activated to

Press the power button to turn the scanner ON. The power temporarily stop scanner operations. To switch out of Low

button lights, and the Home screen or the login screen Power mode, press the power button. (See “Adjust the wait
appears. time until the Low Power Mode.” on p. 155.)
* The touch panel display may appear dark at times. In such

Home screen cases, touching the panel will restore it to its normal
> brightness.

@ wPoRTANT

* Wait a moment for the Home screen to appear after pressing
the power button to turn the scanner ON.

* When the power indicator is lit but nothing appears on the
touch panel, Display Off has activated to turn the panel display
off. You can touch the touch panel to restore the display. (See
“Adjust the wait time until the display automatically turns off.”
on p. 155.)
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1 Turning the Power OFF

Press the [Power off] button displayed at the bottom left of
the panel to turn the scanner OFF.

20:22 Monday 2015/10/26

oL S
> N/

E-mail FTP FAX

£+ Administrator
setting

w7

Shared folder USB memory Printer

| LT

Ver.0.9.1510.2101

@ wPoRTANT

* When restarting the scanner, wait at least 5 seconds after
turning the power OFF before turning it ON again.

« If the scanner stops responding, you can press and hold the
power button to force shutdown. In such cases, any
configured settings, operation histories, or error logs may be
lost, and startup may not be possible. Pressing and holding
the power button to force shutdown may result in malfunction,
so do not perform this operation under normal circumstances.

* After ScanFront transitions to Low Power Mode while not
connected to a network, power will automatically turn OFF
when the scanner is not operated for approximately 4 hours.
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3. Configuring the Scanner Settings

ScanFront setup is performed from the Administrator Settings of the Home screen. Configure network settings and other settings
for using the ScanFront.

(1 Administrator Settings
The following items are available for administrator settings. For details, see “Configuring Administrator Settings” on p. 34.

Hint

The some functions are not available for general users to configure in the User Settings.

Setting Item Description Administrator Settings User Settings

Register new users and edit users. You can only
User Administration edit settings in the User Settings, and some Yes (See p. 107)
settings cannot be edited.

Yes, partially. (See
p. 161)

Register and edit entries in the Shared Address
Book. You can register and edit entries in the
Shared Address Book and My Address Book in the
User Settings. Users whose function privileges are
restricted by the administrator cannot perform
registration and editing.

Address Book Settings Yes (See p. 120) Yes (See p. 163)

Register and edit jobs for Shared Job Button. You
can register and edit jobs for Shared Job Button
and My Job Button in the User Settings. Users
whose function privileges are restricted by the
administrator cannot perform registration and
editing.

Job Button Settings Yes (See p. 124) Yes (See p. 165)

Device Configuration Configure the scanner settings.

Confirm the [Device Name] and [IP Address]

settings of the scanner. Yes (See p. 132) No

Network Settings
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Setting ltem Description Administrator Settings User Settings
. Set the language displayed on the touch panel and

LTy 0 the geographic region where it will be used. LEE (R, I No

Date/time settings Set date/time for the ScanFront scanner. Yes (See p. 131) No

ScanFront Maintenance You can configure the display off setting, reset the Yes (See p. 131) No
roller counter, and configure the password.
Use this when you want to change the operating

Format ScanFront environment or discard all current setting Yes (See p. 203) No
configurations.

. Configure settings for managing the ScanFront
SNMP Settings using SNMP. Yes (See p. 134) No
. Register the mail server, address book server and
Server Settings N

authorization server.

E-mail Server / FAX Reglster the SMTP server to be used for sending e- Yes (See p. 141) No
mail and faxes.

L Register a domain server that can search users with

Authentication Server Active Directory or OpenLDAP. Yes (See p. 143) No

Address Book Server Register an LDAP server that can search e-mail Yes (See p. 144) No
address books.

ETP Server Configure settings for saving image files to the Yes (See p. 145) No
FTP server.
Configure the proxy server to use when using an

HTTP Proxy Server EI T Yes (See p. 146)

FTP Proxy Server Conﬁgu.re this when connecting to an external FTP Yes (See p. 146) No
server via an FTP proxy server.
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administrator.

Setting Item Description Administrator Settings User Settings
System Settings Configure the settings for managing the scanner.
Backup All Settings / .
Restore All Settings Back up or restore the scanner settings. Yes (See p. 147) No
. Display the version information, and update the
fe=lonnh version, of the ScanFront module. Yes (See p- 149) No
System Administration Perform system administration for the ScanFront.
Login type setting Select the login screen for users Yes (See p. 59) No
Test the communication between the ScanFront
Network test and other devices on the network. Yes (See p. 39) No
Adtictitimor St Set the password and email address of the Yes (See p. 151) No
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4. Configuring Administrator Settings

Enter the administrator password and log in to configure administrator settings.

1 Logging In to the Administrator Settings 2. Press [OK] to display the [Administrator setting]

Follow the procedure below to configure the [Device screen.

name] and [IP address] needed to connect the scanner to a
Adnministrator Password
network.
Enter administrator password.

1. Press [Administrator setting].

= Password

20:22 Monday 2015/10/26

_O.'j Job Button L \ \ v S
—~ N

E-mail FTP FAX
o P4 q:.

» | &7 N
B Logout . Hint

Shared folder USB memory Printer
© In the initial state, the administrator password is set to the

Ver. 09.15102101 character string printed in the password field on the rear label of
L . the device. If the password field is blank, no administrator
The [Administrator Password] input box appears. password has been set.
( )
Canon

Password: XXXXXXXX
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3. Select the setting item to configure. 1 Network Setting

S cministato [ Configure the device name and IP address used for

Select item.

connecting the ScanFront to a network with [Network
Setting] of the Device Configuration screen.

2 b ° Administrator Settings > Device Configuration > Network Setting
S, adninistrator
Job Button Settings ,‘ Device Configuration
Server Settings ‘ System Settings ‘ = Device name ScanFront400 Q[
fg=m | System administraton = IPaddress .
= Subnet mask
= Default gateviay .
= MAC address b w——
Back
v 12
poweroff p— ox o

@ wPoRTANT

¢ Configure network settings while the network cable is
connected to the scanner. If the network cable is not
connected to the scanner, you will not be able to verify or
modify settings in the network settings screen.

The device name is the name for the scanner used on the
network. When changing this setting, make sure to select a
unique name that is different from those of all other devices.
The device name can be a combination of letters (A-Z, a-z),
numbers (0-9), and hyphens (-) up to 15 characters long.
The device name must begin with a letter. You cannot end the
device name with a hyphen.

When a DHCP server is not used to assign IP addresses,
clear the [DHCP server Enable] check box, and enter a fixed
address. For details, contact your network administrator.
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« If the DHCP server is enabled and the DNS server information 4 Administrator Password
is not obtained properly, clear the [Automatic retrieval of DNS . . Lo
server] check box and then enter the address of the each Configure the administrator password used for restricting
server. login to the Administrator Settings with [Administrator

Settings > Device G S 3 setting] of the System administration screen.

(] strato
& administrator

Settings > System > Settings

° stra
& administrator

o |iaer = Adniristrator Passtord 4 Change Passtord
e

DNS
® (primary)
 DNS
(secondary)

NP — WA [ T
® (rimary) JEnah\e

New Password |

New Password(Confirmation) |

NTP
® (secondary) (

= Administrator Address [

22 o ‘

1) Pover
O Poweraft < concel ok J

/\ cAuTION

Be careful with the administrator password. If you forget the
password, you will have to reformat the scanner, and all
registered data will be lost.

Hint
The administrator password protects data related to

transmission and user management, such as address books,
job information, and destination server settings.
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1 Backup/Restore Setting Information @ MPORTANT
Back up or restore setting information using a shared * Set [Allow remote operation] (see p. 156) to [ON] before
folder on the network at the following times. performing restoration. If this is not set to [ON] before

restoration, information for certain settings, including the
language, time zone, and SNMP, will not be applied.
* Before you submit the ScanFront for repairs, back up the

When adding another ScanFront
When adding, for instance, another ScanFront, back up the

setting information that was set on the first ScanFront, and setting information and then initialize the ScanFront. (See
then restore the setting information on the other “Initializing ScanFront” on p. 203.)
ScanFront. ® aoniistator Administrator Settings > System Settings > Back up.
When updating the version of the ScanFront = tostrane T
Back up the setting information before you update the = serrare -
version of the ScanFront, and then restore the setting u Password ——
information after the version update is finished. pomanfWotarow [
When submitting the ScanFront for repairs DRI e
Before you submit the ScanFront for repairs, back up the
setting information of the ScanFront.

poweroff cancel ox o
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(1 Select Login Type

Configure the screen that appears when users log in with
[Login type setting] of the System administration screen.
For details, see “Login Screen” on p. 59.

Administrator Settings > System administration > Login type setting

&, adninistrator

Select login type.
= Login type setting Listtye v
Listtype
Keyintype
1y po
(D Poweroff < cne o "

1 Roller Counter Reset
Reset the counter after replacing the feed roller when the
scanner no longer feeds properly. For details, see
“Replacing the Rollers” on p. 188.

Touch [Reset] to reset the scan counter after replacing the roller.

= Total pages scanned » 1757

= Pages scanned from

» 1757
the previous roller change

Reset

Close )
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(1 Format ScanFront 1 Network Test
Initialize the ScanFront clears all the settings registered to Confirm whether communication is enabled between the
the ScanFront. ScanFront and other devices on the network. Enter the IP
address of a device and press the [Connection test] button

ote to ping the specified IP address and confirm whether
All the settings in this device will be deleted. Is it OK to initialize? COII’ll’Ilul’llC&thl’l Wlth the deVlCC IS enabled

Administrator Settings > System administration > Network test
Set an address for checking connection.

= Address Connection test

° stra
& administrator

Initialize the ScanFront at the following times. For details,
see “Initializing ScanFront” on p. 203. ® Fowerot

When submitting the ScanFront for repairs
Before you submit the ScanFront for repairs, initialize the
ScanFront to protect the saved user information.

When changing the operating environment
Delete all the user information registered on the ScanFront
when, for instance, the users have changed because you
have changed the installation location.
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Chapter 3 Handling

1. Documents

The ScanFront can scan documents in a range of sizes from business cards to A4/LTR.
It is possible to feed documents of the following sizes and thicknesses depending on the feeding method used.

1 Plain Paper
Size
Width: 1.97" to 8 1/2" (50 mm to 216 mm)
Length: 2.13" to 14.02" (54 mm to 356 mm)
(up to 120" (3,048 mm) in Long Document mode)

Thickness for Page Separation ON
7.21bto 57 Ib bond (27 g/m? to 209 g/m?)

Thickness for Page Separation OFF
7.2 1b to 68 Ib bond (27 g/m? to 255 g/m?)

Loading capacity
A4 size or smaller: 60 sheets (21 1b bond (80 g/m2))
Larger than A4 size: 40 sheets (21 1b bond (80 g/mz))
Make sure stacks do not exceed 10 mm in height
(including curls) for either of the above.

@ wPoRTANT

A document must meet the following criteria to be scannable:

* When scanning a multipage document, pages must be
grouped together so that they have the same size, thickness,
and weight. Scanning different types of paper at one time can
cause the scanner to jam.

* Always make sure that the ink on a document is dry before
scanning it. Scanning documents with the ink still wet may soil
the rollers or scanning glass, cause lines or smudges to
appear on images, or dirty other documents.

* Always clean the rollers or scanning glass after scanning a
document written in pencil. Scanning documents with pencil
written on them may soil the rollers or scanning glass, cause
stripes to appear in images, or dirty other documents.

* When scanning a two-sided document that is printed on thin
paper, the image on the opposite side of each page may show
through. Adjust the brightness in the scanning conditions
before scanning the document.

* When scanning thin paper documents, feed errors may occur
depending on the paper type, and the documents may be
scanned and ejected out of order.

* Laminated documents may not be scanned correctly,
depending on the document.

* Note that scanning the following types of documents can
cause a paper jam or malfunction. To scan such a document,
scan a photocopy of the document or use an optional carrier

172
=y
[v]
@
—

Al \Wrinkled or creased
[l documents D Carbon paper

Curled documents D Coated paper

Extremely thin,

Torn documents
translucent paper

: Documents with
T Documents with .
ri paper clips or staples excessive paper

BIES particles
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[ Business Card /A cAuTION
Size * When scanning cards, place them to be fed horizontally. If you
Width: 1.97" (50 mm) and above place cards to be fed vertically, they may not be ejected
Length: 3.35" (85 mm) and above properly, and cards that get jammed may be damaged when

. you remove them.

Thickness 5 * Embossed cards may not be able to be scanned correctly,
101.33 1b Cover (380 g/m”) and below depending on the type of embossment.

* When scanning cards, set [Double feed detection by

0 IMPORTANT Ultrasonic] to [OFF] in the Detailed Settings screen. (See

p. 88.)
* We recommend placing business cards horizontally. Vertically
placed business cards may not feed properly depending on
their size. - Passport
« If the stack of business cards that you placed is not fed Size
properly, reduce the number business cards. 3.46" x 4.92" (88 mm x 125 mm) (ISO standard)

* Business cards may sometimes be stacked in the wrong order
when they are ejected, depending on the size and thickness
of the business cards, and the orientation that they are loaded.

Insert the passport into an optional carrier sheet
(passport type) in an opened state.

Thickness
1 Card (plastic) 0.236" (6 mm) or less (including carrier sheet)

Size

2.12" x 3.37" (54 mm x 86 mm) (ISO standard)
Card thickness

0.055" (1.4 mm) or smaller
Orientation

Horizontal feeding only
Embossed cards

Embossed cards can be scanned.
Loading capacity

10 cards (non-embossed), 1 card (embossed)
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2. Preparing the Scanner

Chapter 3 Handling

When placing a document in the scanner, pull out the tray extension based on the size of the document and raise the document eject
stopper if necessary. After placing the document, change the feed method (i.e., set [Non Separation Feeding Mode] to [ON] or
[OFF]) in the ScanFront's Detailed Settings screen according to the type of document placed.

(J Preparing the Document Feed Tray and
Eject Tray
Prepare the trays in accordance with the type of document.
1. Open the document eject tray (1.
2. Open the feed support @.

Hint
* Pull out the center tray extension when output documents are
likely to fall out of the tray.

* When scanning documents of different size at the same time,
the scanned documents may not collect neatly on the eject
tray. In such cases, scan with the tray extension extended.
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(1 Changing the Feed Method

Set [Non Separation Feeding Mode] to [ON] or [OFF] in
the Detailed Settings screen according to the feed method
of the document.

OFF

When you want to scan multiple documents while
separating each sheet one at a time, set [Non Separation
Feeding Mode] to [OFF].

ON

When you want to scan continuous documents, such as
receipts, without separating each sheet or scan documents
made of thick paper, set [Non Separation Feeding Mode]
to [ON].

Detailed settings
o usert
Select item to set.
@ Home = Double feed detection by Ultrasonic N
= Double feed detection by length
-O.'j Job Buttons g o | OF
= lon Separaton Feeding Nace
= Skip Blank Page N
S ysersett + OFF
S User Settings P
&7 Ueerseting u Autoatic Feeding o | oF
Administrator = Document orfentation
& g >
B Losout
v 14 N
O poverof Cancel oK J

@ mMPORTANT

When scanning multiple page documents that are fastened
together, such as invoices, place the documents so that the
edge that is fastened together is facing down.

Chapter 3 Handling

1 USB Port

You can insert a USB memory device into the USB port to
store image files.

65

USB Memory

1
h

You can also connect a USB keyboard and USB mouse to
operate the ScanFront.

@ wPoRTANT

* The scanner will not start if you turn the power ON while a USB
memory device is inserted. Insert the USB memory device
after the scanner starts up and the Home screen appears.
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Chapter 3 Handling

* Use USB memory that is not write-protected. If the USB
memory is write-protected, data cannot be written to the USB
memory.

¢ This scanner does not support USB memory equipped with
password security, data encryption, or functions other than
data storage.

* Use a USB memory device that is formatted in the FAT16,
FAT32, or exFAT file system.

* Make sure that the USB memory has sufficient space to store
images.
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Chapter 3 Handling

3. Placing Documents

When placing documents into the scanner, place them face down into the tray with the top edge of the document at the bottom of
tray.

1 Placing a Document 2. Fan the document.

Follow the procedure below to place a document.

1. Adjust the document guides to be wider than the
width of the document.

r;/-

3. Place the document face down with its top edge at
the bottom of the tray.

=l

2 N —

46



Chapter 3 Handling

4. Adjust the document guides to fit the width of the Sizes Larger than A4/LTR:
document. Less than 40 sheets (22 1b bond (80g/m2)). Make sure
stacks do not exceed 10 mm in height (including curls).

1 Placing a Folded Document

Folio Scan enables you to scan documents that are larger
than A4/LTR and therefore do not fit in the feeder. (The

[ W maximum size is 11" x 17"/A3.) To use the function, fold
=) - the document in half lengthwise and place it into the
L feeder. The ScanFront will scan both sides and combine
(c =E the scanned images into a single image.

@ wPoRTANT

Make sure that document stacks placed in the feed tray do not
exceed the document guides.

/]

Loading mark

@ wrPoRTANT

* When folding the document, align the right and left sides and
create a sharp, straight fold. Otherwise the document may jam
or the image may not be aligned properly.

The number of sheets that you can place in the scanner at

one time varies by paper size as follows. * The fold line itself will not be scanned. Keep this in mind if

A4/LTR Size or Smaller: 5 there is content such as photos, diagrams, or text that spans
Less than 60 sheets (22 1b bond (80g/m~)). Make sure the fold.

stacks do not exceed 10 mm in height (including curls).
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Chapter 3 Handling

* For Folio scanning, set [Non Separation Feeding Mode] to | P|acing a Card
[ON]. Place documents one at a time.

« Adjust the document guides to fit the width of the document. When you want to scan a card, follow the procedure below

Otherwise, the image may scan as skewed or shifted. to place the card.

Hint 1. Set [Non Separation Feeding Mode] to [ON].

* When placing folded documents, place the document into the 2. Adjust the document guides to match the width of the
scanner so that the fold is on the right side. The side of the card.

folded document facing you will become the right side of the
combined image.

* When scanning a document that is folded in half, set
[Scanning Side] to [Folio].

* The maximum size for combined images is A3. When
scanning a folded document of a size other than the standard
formats, set [Page Size] to [Auto size].

* When scanning a document that is folded in half, set
[Resolution (dpi)] to 300 dpi or less.

* When scanning a document that is folded in half, the [Double
feed detection by Ultrasonic] function cannot be used.

3. Place the card face down with the top edge at the

J Placing a Long Document bottom of the tray.
You scan documents up to 120" (3048 mm) in length. —
© weorTaNT Seanfront | e
* When scanning a long document, set [Page Size] to [Auto size / ——

(Long)]. ‘

* When scanning a long document, set [Resolution (dpi)] to 200
dpi or less. /|

* You cannot set [Scanning Side] to [Folio] when scanning a {
long document. mE—
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/\ CAUTION

¢ Place the cards one at a time.

* When scanning cards, place them to be fed horizontally. If you
place cards to be fed vertically, they may not be ejected
properly, and cards that get jammed may be damaged when
you remove them.

* When scanning cards, set [Double feed detection by
Ultrasonic] to [OFF] in the Detailed Settings screen. (See
p. 89.)

* Pull the lock lever and open the panel unit before removing a
placed card. Inserting a finger into the scanner while the panel
unit is closed may result in an injury.

Ty

@ LLck lever

When scanning cards without embossing, up to 10 cards can be
placed on the scanner at the same time. In such cases, set
[Document type] to [Extra-thick paper/plastic card] in the
Detailed Settings screen. (See p. 94.)

Chapter 3 Handling

U Placing a Carrier Sheet

When scanning a document that requires extra protection
from damage, insert the document into an optional carrier
sheet before placing it in the scanner.

. Set[Document type] to [Carrier sheet] in the Detailed

Settings screen. (See p. 94.)

. Insert the document into the carrier sheet.

. Load the document with the page you want to scan

facing down.
After placing the document, align the document guides
with both edges of the document.

/\ cAuTION

* If the carrier sheet or passport is not loaded properly, you may
get a document jam or not get a scan image as intended

* When [Carrier sheet] is selected, [Double feed detection by
Ultrasonic] will be set to [OFF] automatically.

@ vPoRTANT

* Insert documents straight into the center of the carrier sheet.
Proper scanning will not be possible if the document is too
close to either side, tilted, or protruding from the carrier sheet.
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¢ The maximum thickness that can be scanned is 33.53 Ib bond
(0.00591" (127 g/m2 (0.15 mm))). If the thickness exceeds
33.53 Ib bond (0.00591" (127 g/m? (0.15 mm))), the scanner
may break down due to problems such as paper jam.

* Depending on the condition of the carrier sheet, the scanned
image may be cut off and the scanner's correction functions
may not operate properly. In such cases, specify a larger
paper size (e.g., A4) in the [Page Size] setting.

* The carrier sheet is a consumable item. Replace it as
necessary, if there are visible scratches or smudges, for
example. The general replacement cycle for the carrier sheet
is about 1,000 scans involving a single sheet of 21 Ib bond
(80 g/m?) paper per scan.

Chapter 3 Handling

U Placing a Carrier Sheet for Passports

When scanning a passport, insert the passport into an
optional carrier sheet for passports before placing it in the
scanner.

. Set [Document type] to [Carrier sheet (passport

type)] in the Detailed Settings screen. (See p. 94.)

. Open the page of the passport that you want to scan.
Insert the passport into the carrier sheet so that the
thicker side is positioned as close as possible to the
sealed end.

. Load the document with the sealed end of the carrier

sheet as the leading edge and the page you want to
scan facing down.

Adjust the document guides on both sides of the document
after placing the document.

/\ cAuTION

* If the carrier sheet and passport are not placed properly, paper
jams may occur or the document may not be scanned
properly.
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Chapter 3 Handling

* When [Carrier sheet (passport type)] is selected, [Double feed
detection by Ultrasonic] will be set to [OFF] automatically.

@ mPoRTANT

* Depending on the condition of the carrier sheet or passport,
the scanned image may be cut off and the scanner's
correction functions may not operate properly. In such cases,
specify a larger paper size (e.g., A4) in the [Page Size] setting.
(See p. 86.)

If the size of the passport is significantly different from the size
of the carrier sheet, document jamming may occur and the
scanner's correction functions may not operate properly.
The thickness limit for scannable documents is 0.236" (6 mm)
with the passport inserted in the carrier sheet. If 0.236" (6 mm)
is exceeded, document jamming may occur and the scanner
may be damaged.

Documents other than passports should not be inserted into
the carrier sheet and scanned. This may cause the scanner to
break down.

The carrier sheet is a consumable item. Replace it as
necessary, if there are visible scratches or smudges, for
example.
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Chapter 3 Handling

4. Clearing a Paper Jam or Double Feed Error

When a paper jam or double feed error is detected, feeding and scanning stops.

1. Check the displayed message.

If a paper jam or double feed error is detected at the first

page of a document, the following messages appear.

Confirmation

Paper JAM occurred. Remove the paper.

Continue Complete j

Cancel

Confirmation

A double paper-feed has occurred.
Please check the document and the scanned image on the display and scan the
document again.

Cancel DISCARD & CONTINUE SAVE & CONTINUE Complete ‘J‘

Cancel

Hint

* If you press [Complete], the display returns to the previous
screen.

* |f you want to continue scanning, reset the document before
progressing with screen operations. Press [Continue] to
resume scanning.

If a paper jam or double feed error is detected in the middle
of a document, the following messages appear.

Confirmation

Paper JAM occurred. Remove the paper.

Cancel Continue

Cancel




Confirmation

- m -
< >
A double paper-feed has occurred.

Please check the document and the scanned image on the display and scan the
document again.

Cancel DISCARD & CONTINUE SAVE & CONTINUE Complete _j

Cancel

Hint

« |f you want to continue scanning, clear the document first
before touching the screen. After you reset the cleared
document, press [Continue] to resume scanning.

* To re-scan the document from the previewed page, set the
document in the scanner, starting with the page displayed in
the preview, and press [DISCARD & CONTINUE].

* To save the previewed image as a scanned image and then
scan the remaining documents, set the remaining documents
in the scanner and press [SAVE & CONTINUE].

« If you press [Complete], the scanned images up until the
paper jam or double feed error are saved and scanning
completes. The display switches to the Send screen.

« If you press [Cancel], the scanned images are canceled, and
the display returns to the previous screen.

@ wPoRTANT

When the message above is displayed and the scanner
transitions to Low Power Mode, all of the data scanned up until
that point is discarded. (See “Adjust the wait time until the Low
Power Mode.” on p. 155.)

Chapter 3 Handling

2. Remove the scanned documents from the document
eject tray, and any documents remaining in the
document feed tray.

3. Pull the lock lever toward you and then fully open the
panel unit.

=

7 Lock lever

7

4. Pull out the jammed document in the direction that
seems the easiest to remove it.
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Chapter 3 Handling

5. Close the panel unit and then place the document
again.

6. Press [Continue] to resume scanning.

@ wPoRTANT

« |f paper jams or double feed errors occur, set [Document type]
to [Extra-thin paper] in the Detailed Settings screen. In
addition, limit the number of documents placed on the scanner
to about 10 sheets.

* A dirty or worn feed roller, or documents stuck together as a
result of static electricity are common causes of paper jams or
double feed errors.

If the feed roller is dirty, clean it. If paper jams or double feed
errors continue to occur even after cleaning, purchase an
Exchange Roller Kit and replace the rollers (feed roller and
retard roller). (See p. 188.)
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Chapter 4 Operating Procedures

1. Flow of Scanner Operations

The procedure and screen transitions for the process from turning the scanner ON, to sending an image file are as follows. For

descriptions of the various settings, refer to the appropriate reference pages.

Turn the power ON (See p. 57.) |

No user is registered
* When no user is registered and only

Job Button are used

the Shared Address Book and Shared l—>| Login screen (See p. 59.) |<_l

l Users are registered (device/server authentication)

* Set the screen that appears after login in the user settings.
* When you use server authentication, the user that logged in
is registered automatically.

Administrator Settings screen Home screen Job Button screen
(See p. 105.) > (See p. 63.) <> (See p. 64.) 1 * Users restricted by [Use only Job
User Settings screen Buttons] in the function
(See p. 160.) ¢ restrictions cannot scan from the
¢ Address selection screen Home screen.
(See p. 69.)
Password setting screen
(See p. 151 and p. 161.) ¢ Scanning starts immediately after a
i job button is pressed.
* The administrator password is | Scan / Send Settings screen (See p. 85.)

registered in the Administrator i

v J

Settings screen, and the user
password is registered in the User
Settings screen.

(See p. 98.)

Scan (The process after scanning differs depending on the Send Settings)

* Send Settings are also
applied to job buttons.

v

Scanning finishes (A document confirmation message appears)
(See p. 75.)

v

Send/Image Confirmation screen (See p. 75.)

| The document and After scanning of the

The image is sent ¢

image are not checked document ends, the image is

without the address - -
| Address Confirmation screen (See p. 77.)

being confirmed.

sent as is and the process

(_
| ends.

v

| Send (The screen displayed after sending differs depending on the Send Settings) (See p. 98.) |

¥ ¥

i

| Home screen | | Job Button screen | |

Login screen |

56



Chapter 4 Operating Procedures

2. Turning the Power ON and OFF

Use the power button to turn the scanner ON, and press the [Power off] button on the touch panel to turn it OFF.

d Turning the Power ON * When the power indicator is lit but nothing appears on the
touch panel, Display Off has activated to turn the panel display

Press the power button to turn the scanner ON. The power off. You can touch the touch panel to restore the display. (See

button lights, and the Home screen or the login screen “Adjust the wait time until the display automatically turns off.”
appears. onp. 155.)
* When the power indicator is flashing but nothing appears on

Home screen the touch panel, the Low Power mode has activated to
. temporarily stop scanner operations. To switch out of Low
Power mode, press the power button.(See “Adjust the wait
time until the Low Power Mode.” on p. 155.)
* The touch panel display may appear dark at times. In such
cases, touching the panel will restore it to its normal
brightness.

Hint

* Wait a moment for the Home screen to appear after pressing
the power button to turn the scanner ON.

« |f users have been registered, the login screen appears. (See
“Login Screen” on p. 59.)
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1 Turning the Power OFF

Press the [Power off] button displayed at the bottom left of
the panel to turn the scanner OFF.

20:22 Monday 2015/10/26

Y o
> N

E-mail FTP FAX

bl 3 4 <~
B \:‘?’ g v Q ’

Shared folder USB memory Printer

Ver.0.9.1510.2101

© mPoRTANT

* When restarting the scanner, wait at least 5 seconds after
turning the power OFF before turning it ON again.

« |If the scanner stops responding, you can press and hold the
power button to force shutdown. In such cases, any
configured settings, operation histories, or error logs may be
lost, and startup may not be possible. Pressing and holding
the power button to force shutdown may result in malfunction,
so do not perform this operation under normal circumstances.

» After ScanFront transitions to Low Power Mode while not
connected to a network, power will automatically turn OFF
when the scanner is not operated for approximately 4 hours.
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3. Login Screen

The login screen appears at the startup when the scanner is turned ON.

[ Login Screen Types Key in Type Login Screen
There are two types of login screen: a list type login screen s o) Ue02 12102100
for selecting from a list of registered users, and a key in frerseanesmeport.
type login screen for entering a user name and password. = e e
= User name r
List Type Login Screen = raswort I
Login Ver.0.9.1510.2101
Select user.
I '/
User1
User2
O Poeroft Administrator Settings Login >

u Password

Hint
Set the type of login screen in [System administration] - [Login

& roverctt type setting] of the Administrator Settings screen.

Administrator Settings , Lgn >
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(J When Using Server Authentication U List Type Login
The login screen when you use server authentication is a Use the procedure below to log in to the list type login
key in type, and a list box is displayed for selecting Device screen.

Authentication and Server Authentication. 1. Select the user that will log in, and press the

= Ver. 09.15102101 [Password] entry box.

Enter user name and password.

m Authentication Server u

Device
= User name [

u Password 1

Login Ver.0.9.1510.2101

Select user.

I 1/
User1
User2

= e (.

1) Power

(H  Pover off

Admiistator ettngs | ogin >

@ wPoRTANT

When you use server authentication to log in, you are registered The keyboard screen appears.
as a new user of server authentication.
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2. Enter a password and then press [OK].

< J » ‘ Backspace Alphanum - ‘
2 s aflsfefl7|a] o] of -| _]
o wf el ] el v fuf i ] oflef ~
a | s | d | a| n ik [ I
e e f el e ] ] ]
Shift Space ‘ @ 7‘
cancel oK J

@ mPoRTANT

Passwords are case-sensitive. Make sure to enter the password

correctly.

3. Press [Login] to log in to the scanner.

Login Ver.0.3.15102101

Select user.

N 1/

User1
User2
i T
I owel
O oo pr— - ]

4. The Home screen (or Job Button screen) appears.

Chapter 4 Operating Procedures

1 Key in Type Login

In the key in type login screen, enter your user name and

password to log in.

1. Press the [User name] ([Password]) entry box.

Enter user name and password.

. jcation Server b Devi
= User name
= Password

1y poverc

&) Laer Aumimsxvalovseﬂings,‘ Login

The keyboard screen appears.
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Chapter 4 Operating Procedures

2. Enter your user name (password) and then press 3. Press [Login] to log in to the scanner.
[O K] . Login Ver.0.9.1510.2101
= Fassrs T
] Backspace Alphanum v
e flsfa) s e f s fo] o] -f |
o | wf e v uflifof o] -]
s s o e f o f 0 fl e f o |
ELE Spece l e | =
Cancel oK A

4. The Home screen (or Job Button screen) appears.

@ wPoRTANT

* User names and passwords are case-sensitive. Make sure to
enter the user and password registered during device
authentication correctly.

« |f you do not know the user name and password registered for
server authentication, contact the domain server
administrator.
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4. screen Displayed after Login

You can set the screen (Home screen or Job Button screen) that is displayed after a user logs in. (See p. 109 and p. 161.)

J Home Screen @ wPoRTANT

2022 Monday 2015/10/26 If a user whose use of the Home screen is restricted logs in, the

Home screen is not available. For details, contact the
administrator.
22 Jobutton ey < v"
/ N
E-mail FTP FAX

_-? User Settings
L+ Admnistrator - . X
e \. 4 “~Z
w SV 4 a
> \d /
B Losout
Shared folder USB memory Printer

() Power off

Ver.0.9.1510.2101

(@ Select destination (E-mail, FTP, FAX, Shared
folder, USB memory, and Printer) buttons
These buttons open an address selection screen. (See
“Scanning Procedures” on p. 68.)

(@ [User Settings] button
Open the User Settings screen. For details, see “User
Settings Screen” on p. 65.

(® [Administrator setting] button
Opens the Administrator Settings screen. For details,
see “Configuring Administrator Settings” on p. 34.
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d Job Button Screen * Register and edit job buttons in the Administrator Settings
screen or the User Settings screen.

This screen enables you to select a job button to scan using « If you are unable to edit a job button, the editing of job buttons

the conditions registered to the job button, and then send has been restricted by the ScanFront administrator. For
the image file. (See “Scanning Procedures” on p. 68.) details, contact the administrator.
16:08 Tuesday 2016/09/06
S — B over "
[ report1 [ report2
Administrator
aanr
Logout
@

® Powero nec | o | o | x| wmo | por | s | wx | vz | os

Ver. 2.0.1608.2603

@ Job Button
Opens the Scan / Send Settings screen. (See “Scanning
From the Job Button Screen” on p. 69.)

@ Jump Keys
Use these keys to find specific Job Buttons when there
are many Job Buttons displayed, for example.

@ wPoRTANT

* The document is scanned immediately after you press the job
button. Make sure to place your document before you press
the job button. (See “Placing Documents” on p. 46.)
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5. user Settings Screen

The User Settings screen enables you to edit the User Settings of the currently logged in user, perform registration or editing for the
address book and job buttons, and edit passwords. For details, see “User Settings” on p. 160.

(J User Administration

User Settings

(]

2

Q) vone st ten Edit user names and email addresses and select the screen
that appears after device login. (See “User

2 s versimniten | M| Administration” on p. 161.)

User1

show operation
Jobuttonsetts | o J e User Settings > User Administration
s

® Authentication Server ¥ Device

(]
&
) vome O [vsen
[ 17
&

® Change password 2 Change Password
 Password (

Job Button

= password(confirmation) |

= Mail Address (
(This address becomes ‘From' address.)

Logout

= SMTP / POP Before SMTP Authentication

Power off — >
= User name

) Change Password

istrator ® Change password

= Password

Custom file name ‘ Index settings

v 172
Ccancel oK J
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(1 Address Book Settings 1 Change Password

Perform registration for and manage address books. (See You can register a new user password or change a user

“Address Book Settings” on p. 163.) password registered.

User Settings > Address Book Settings

& Userl

User Password

= Address Book type My Address Book v m Address type gl - ‘
@ Home Set the user password.
A b Button @ FP tsenverfdocunent
&m Job Button @ Group A ¥¥Server1¥share ¥¥Server2¥share,user1- m Password %
) Serverl ¥¥Server1¥share
) Server2 ¥Server2¥share m Confirmation password r
=) Userl user1@sample.com
5) User2 user2@sample.com unselect all
Edit
,
ot e Cancel o« 4
B Losout
asc | ok | Gl | kL | Mo | par | stu | wix | vz | oo
)  Power off P aace
1 Job Button Settings Hint
. . The old password does not need to be entered in order to
Register and manage job buttons. (See “Job Button ;
g. N 2¢] ( change a password. The new password that you entered is
Settings” on p. 165.) registered.

User Settings > Job Button Settings

= Job Button Type e |

Document1
Other
Reportt
Report2

v|e|e|8

Select/
unselect all

Edt
»

Administrator
setting

Detail Info.
v

Logout
nsc | oee | arn | s | o] rn | s | wex| vz | o9

Power off < =
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(1 Show Operation History

This allows logged-in users to refer to their operation
history.

User Settings > Show Operation History

Dateftime

2016/09/06 08:23:02

2016/09/06 08:09:14

2016/09/06 07:13:45 o
2016/09/06 06:05:01

2016/09/06 05:06:11

2016/09/06 04:38:18

ee|e|e|e|g

Detail Info.
3

R» Logout

Q) <« e
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6. Scanning Procedures

You can perform scanning from the Home screen or the Job Button screen. (See “Screen Displayed after Login” on p. 63.)

J Scanning From the Home Screen o 1 -
If you press the destination (E-mail, FTP, Fax or Shared ) o s
. . = = free disk space 4089MB
folder) selection button in [Address type], the address e,
selection screen opens to specify an address to send an G i ARt < vomas
image file.
2 usen Address selection & Usersettings
Select address.
@ Home = Address Booktype  MyAddressBock | = Address tyoe ) Sharedfoder v e fg;g\'[‘getratm
n
22 Job Button LlServer] PiServert¥share B Losout fomat
) Pover off < Back Next >
& user ettings Al Clear
P S If you press the Printer destination selection button,
= oesi configure the printer settings.
fosout aBc | oer | GHi hm MNO | PQR | sTU | wwx | vz | o9 & Usent kL
Power off < Back (G ,‘ @ one = Printer IP address r J,U“{;dg‘asﬁve
m User name [—
If you press the USB memory destination selection button, 23 kbt = passuord Y
press [Downward] and specify the folder in the USB = Checkpriner tatus Conmation
memory to which you want to save the image file. £ sersetings ’
o) :’«dllg\'[‘gstratm
B Losout
(H  Pover off < aack et >
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If you select an address and then press [Next], the Scan /
Send Settings screen appears. Set the scanning conditions
and then start scanning.

J Scanning From the Job Button Screen

If you press a job button, the Scan / Send Settings screen
appears. Confirm the address and scanning settings
registered to the job button and then start scanning.

For details on the scanning procedure, read from the
setting of scanning conditions in Step 5.

Scan / Send Settings
o Uent
Touch [Start] to start scanning. = Scan Settings.
(R rone 0 Atosze v |
1 Serverl ¥¥server! ¥folder¥documents
W BackandWhite v
22 Job Button %l 150000 v
=) Sinplex A
Detailed settings
& ser ettings —
Details ) N
a Y [Deskew .
o Adniistatr PDF / Multi = Brightness.
setting |1
File format. » < | prescan .’—
B Losout
Send Settings | Default oarc | srane |
U
© fret <

@ wPoORTANT

* The settings screen display and the screen displayed after
scanning differ depending on the job button settings. For
details on the overall flow from configuring settings to sending
an image file, see “Flow of Scanner Operations” on p. 56.

 Job buttons cannot be used to save image files to USB
memory or send them to printers for printing.
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(1 Address Selection Screen

From the address selection screen, you can select the
address to send an image file and register addresses.

... User! ‘Address selection

Select address.

(2D vone (1) Acoressbooktpe WAtttk ~ | wpdgesstpe  DEmal |
Name Address n
=) Userl user]@sample.com
O Job Buttor :
l:j on B (5) User2 user2@sample.com

) oy
®

L3 Adninistrator
setting

B Logout

s | oo | on | [ ron | s e | 0o |]

< Back Next >

(D Power off

(1) Address Book type
Selects the address book type (Shared Address Book or
My Address Book). If the address book server setting is
enabled, [LDAP Address Book] is added.

(@ Address type
If you select the type of address (e-mail, shared folder,
fax, FTP, and groups) to display in the address list,
addresses of the selected type are displayed.

(3® Address List
Displays registered addresses and enables you to select
the address to send an image file.
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Hint

* The following icons are used to indicate the types of address.
['=]: E-mail [_]: Shared folder <3 : Fax
Gl :FTP i : Group

« Pressing an address adds a checkmark (/) to the icon and
selects the address. Pressing a selected address again clears
the selection.

* An address is not selected as an address if there is no
checkmark added to the icon, even if the background of the
address is colored and the address appears selected.

* Each time you press an e-mail or group icon, the send
condition changes (To, Cc, Bcc).
&7:To ggl:Cc ggl:Bee

® Jump Keys
el e
e | oer | G | | wwo | ror | su | vz | o |
If there are many addresses and the address you want is
not displayed in the address list, you can use these keys
to specify a keyword to search for and display the
address.

® [All Clear] button
Clears all address selections.

(® [Edit] button
Enables you to register new addresses and edit
addresses.

(@ [Detail Info.] button
Displays detailed information for the address.

[*=] : Selection cleared
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[My E-mail address]
Displays the email address of the currently logged in
user when the user’s email address is registered and
“Send to my mailbox” (p. 109) is enabled in the User
Administration screen.

(€] Hint

* This is not displayed when the address book type is [LDAP
Address Book].
When Direct Transmission to Fax Machines Is
Enabled
When logged in as a user for which the [Permit to send to
FAX directly] check box is selected under [User
Administration] - [Restriction] of the Administrator
Settings, you can send faxes to addresses that are not
registered to the address book by entering the fax number
directly in the address selection screen. (See “Restricting
User Functions” on p. 115.)

© vPORTANT

When performing direct transmissions, be sure to enter the fax
number correctly.
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Address selection
o Uent
Select address.

@ Home = AddressBooktype Mok v | m Addresstype S -
Name Address

22 Job Buttors

Direct
FAX

Al Clear

& ser ettings

Adninistrator it
Setting 3

DetailInfo
Logout »

ABC | DEF | GHi | Jku | wNo | PaR | stu | wwx | vz | 0-9

- < Back Next >

When you press [Direct FAX], the fax number entry box
appears.

When you press the entry box, the numeric keypad
appears.

< > Backspace Telephone v
1 2 3 ‘
4 5 6 ‘
7 8 9 ‘
o # ‘
Cancel oK o

Entering the fax number and pressing [OK] displays the
[Scan / Send Settings] screen.
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1 USB Memory Screen

The USB Memory screen enables you to specify the folder
in the USB memory to save the image file.

Q. © USB memory
& v
O @
@ Hone w free disk space 4089MB
e | @ t
23 Jobsutton [2) = wstwenom o
@ = Downmard
S UserSettings
Adninistrator
£ i
® »
Pover off w Next >

@ Path
Enter the folder path of the USB memory. You can also
press [Downward] to select a folder.

(@ USB Memory Display
Displays the inserted USB memory.

Hint

* When you insert a USB memory device, you can assign a
number to it.

* If you want to insert or replace a USB memory stick while the
USB memory screen is open, press the [Back] button to return
to the Home screen, update the USB memory information,
and then reopen the USB memory screen.

(® [Upward] button
Enables you to move to a higher level folder when a
lower level folder is selected in the USB memory.
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@ [Downward] button 1 Print Settings Screen

Enables you to move to a lower level folder in the USB The print settings screen enables you to specify the printer

memory. on which to use FTP printing.
(® [Edit] button
. . ® yser! Print settings.
Enables you to register new folders and edit folders. - ®
@ = Printer IP address [ = ‘ﬂ‘;,?"”‘
(B e
Nwauldev> @ = User name [—
,‘,.f,';?’:,i?m ::j Job Button @ = Password | = S0 ord
Delete
folder m Check printer status Confirmation
et S User Settings ’
® [Format] button £ st
Enables you to delete all files on a USB memory -
device. (The file system will not be changed.)
) Poweroff < sk et >

) Printer IP address
Enter the printer's IP address.
(@ User name
Enter the user name configured for the printer's FTP
printing.
(® Password
Enter the password configured for the printer's FTP
printing.
(@ Save Password
Save the entered password.
(® Use passive mode
Transmit to the FTP server in Passive Mode.
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© wPORTANT o g
. i i X X X Select address.
Print settings vary depending on the printer. Print settings @ . = Address Booktye SaredAddresBook v | m Addresstpe  CJ Sardfoder
cannot be configured on the ScanFront. n
.‘j Job Button ) Serverl W¥Server1¥share
L) () Server2 Y¥Server2¥share
() SharedFolder ¥¥192.168.1.3¥SharedFolder

[ Scanning

This section describes the procedure for scanning. 2 wsersetins M
If you want to save the image file to USB memory, specify
the folder in the USB memory to save the image file in

Steps 2 to 4. (See “USB Memory Screen” on p. 71.) ot

Administrator »
setting

asc | oer | ot | ke | mno | par | stu | wx| vz | oo |

Pover off < - - >

1. Select a destination.
Press a destination button to select a destination. 2. Lj_se [Address Book type] and [A_ddress _type] to
display the address to send the image file.

3. Press a displayed address to select it.

20:22 Monday 2015/10/26

A checkmark (A#1) is added to the icon for the selected
87 sobutton oA ‘i o~ address. Pressing a selected address again clears the
- ' selection.
E-mail FTP FAX .
& user ettings o Address selction
Select address.
3 3 Home = Address Booktype  SaredAdtiessBook v | m Addresstye ) Staredoer |
s \» o > Ch & )
Logout . . A g ::j Job Button = Senverl el
Shared folder USB memory Printer ) SharedFolder ¥¥192.168.1.3¥SharedFolder
Power off
Ver, 0915102101 & user settings Al Clear
. Edi
The address selection screen appears. L Adniistrator )
etting Detail Info.
;
Logout
noc | ot | an | [ wwo| vor | sru | wx | vz | oo |
Power of < o

73



apter 4 Operating Procedures

© wporTANT P
Touch [Start] to start scanning. = Scan Settings
An address is not selected as an address to send data to if there 2 tone 0 aose v
. . . ) Server1 ¥¥Server1¥share
is no checkmark, even if the background is shaded. 3 server2 wserverdishare = Backadite |
22 Jovautton g -
4. Make sure the selected address has a checkmark o “
=] Simpk v
and then press [Next]. e o]
& ser settings . e )
Hint il Details 7
istrator ulti e = Brightness
When a different type of address is selected, you can confirm e e Sy e
the selected address by pressing [Selected address] in the ot _ retomst | @ [prean ¥
Address type drop-down list. _smaseem [ | oo | e |_m |
& User! Address selection poict < s o
= Select address.
() tore paEl e LR 2 seniitr_ | 5. Set the scan conditions. (See “Scan / Send Settings”
CEEE o on p. 85.)
) SharedFolder ¥¥192.168.1.3¥SharedFolder 0 IMPORTANT
S User settings Al Clear When you use a job button for scanning, the subsequent
w procedure varies as follows in accordance with the job button
£ Maitrtor settings. For details, see “Registering New Job Buttons” on
B Losout : p. 124.
sec | oer | i | e | mno par | s | wix| vz | oo * If [When you select this Job Button] is set to [Skip Scan Setting
@ Poweroff < e - > Screen] and you press a job button, scanning is started
A without displaying the Scan / Send Settings screen of Step 4.
The Scan / Send Settings screen appears. « If [Send the files immediately after scanning] is set to [ON],

scanning ends without displaying the continue to scan
confirmation screen of Step 7 and then the address
confirmation screen of Step 10 appears.

* If [Confirm addresses before sending] is set to [OFF], the
image is sent without displaying the address confirmation
screen of Step 10 and the operation ends.
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6. Press [Start] to start scanning. 7. Check the document and go to the next step.

Scanning stops after the document has been scanned. P
n page < »
- | s -
TS
\ coinie_] i |

Cancel Continue Complete J‘
@
a

Confirmation

Continue to scan?

Confirmation

Continue to scan?

incel
Cancel g

L)

| = Q
| a Cancel
Cancel
¢ Press [Complete] to go to the Send screen.
0 IMPORTANT ¢ Press [Continue] to resume scanning_.
¢ Press [Cancel] to cancel the scanned images and return to the

« If [Send the files immediately after scanning] is set to [ON] in Scan / Send Settings screen.
Send Settings of the Scan / Send Settings screen, scanning 8. Check the scanned images
ends without displaying the continue to scan confirmation ) ges.
screen, and the address confirmation screen of Step 10
appears. o

* When the confirmation message is left displayed and the
scanner transitions to Low Power Mode, all of the data
scanned up until that point is discarded. (See “Adjust the wait Lorem ipsum
time until the Low Power Mode.” on p. 155.)

= Scan number
Tpage

= Flesize
207K8

Mauris ultricies tincidunt lectus

: -l
o a
Q Q
Com) |
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> | : Display the image of the next page. Hint
J<  Display the image of the previous page. When the preview image is enlarged, you can drag your finger
j j j j : Move the viewing area around an image on the image to scroll.
when an enlarged view of the image is

shown.
~ @ | :Rotate the image 90 degrees counterclockwise.
=2 : Rotate the image 90 degrees clockwise.
: Enlarge the image.

a | : Reduce the image.

@ wPoRTANT

Rotations and size modifications will be applied to all scanned
images that can be displayed in the Send screen.

* When you press [Scan more pages], the [Scan Settings]
screen appears, allowing you to change scan conditions. After
changing the settings, press [Check image and send] to return
to the Send screen.

Scan Settings

Touch [Start] to start scanning. = Scan Settings

O wowe | =
) Serverl ¥¥server1¥folder¥documents 125
W sackangwnte B 9 | ®
(@ 1so0n v a Y
Detailed settings
vetais | 4| v |
PDF / Mult R st = Brichtness.
File format }‘ L] ‘Pres:an '_‘g—
5
Send Settings }‘ Defaut ‘ Dark | Brisht
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9. Press [Send)]. 10. Confirm the address and press [OK] to send the
scanned image.

Addresses confirmation

Lorem ipsum Tpage Send th file o the following adaresses?

ot amer.consactense aipine
ra 3 uma i sl ot

A4 servert \Servert\share

F
M servez VServerzishare

. consectenes adpiciag et Al

Mauris ultricies tincidunt lectus

The address confirmation message appears.

@ MPORTANT
If a send error message appears, check the address settings
and send destination and try again.

11. Returns to the screen set for [Screen after sending]
in Send Settings of the Scan / Send Settings screen.

‘Addresses confirmation

Send the files to the following addresses?

\Senvertishare

@ mPoRTANT

If [Confirm addresses before sending] is set to [OFF] in Send
Settings of the Scan / Send Settings screen, the image is sent
without displaying the address confirmation screen and the
operation ends.
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7. Registering and Editing Addresses

If an address to which you want to send an image file is not registered in the address book or the information of a registered address
has not been updated, use the procedure below to register a new address or modify an address in the address book.

(1 Registering a New Address
1. Make selections for [Address Book type] and

E-mail Registration Screen

Administrator Settings > Address Book Settings > Shared Address Book > E-mail > New Address
[Address type], press [Edit], and then press [New]. = Nane [
®  adniistrator Adnministrator Settings > Address Book Settings. = Eomaladress [
[l Address Book type  Shared AddressBook v lAddresswne] ﬂ@
ey ==
3 Server2 ¥¥Server2¥share
) SharedFolder ¥¥192.168.1.3¥SharedFolder Ce=D ‘
Export ‘
EWL‘ B Losout
mm: (H  Pover off & o .
nsc | oer | GHi | sk | mno | par | stu [ wx | vz | o9
* Name
@  Power off » .
D Enter the name to appear in the address book.
2. Register the address in accordance with the setting * E-mai address’ . .
o Enter the sender’s address for when image files are sent
conditions of the address type. by e-mail
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Shared Folder Registration Screen
Administrator Settings > Address Book Settings > Shared Address Book > Shared folder > New A...
= Protocol sue v ‘
® Name r
(I (una:s(‘!mn ‘
[— Browse.

= Port number [

® Host name

= Folder path

= Use Proxy.

B tosout
v 12
1) Powero
O roverot = &
Administrator Settings > Address Book Settings > Shared Address Book > Shared folder > New A...
= ser name —
Save.
= Password = | password
w Domain
/Workgroup
B tosout
» A
1) Powero
O roverot = &

* Protocol
Select the protocol to be used when sending files to
shared folders. You can select from [SMB], [WebDAV]
or [WebDAYV over SSL].

Chapter 4 Operating Procedures

* Use Proxy
Connect to an external network via an HTTP proxy
server.
This is enabled when [Protocol] is set to an option other
than [SMB].
* Name
Enter the name to appear in the address book.

* Host name
Enter the name of the computer containing the publicly
shared folder.

¢ Folder path

Enter the name of the shared folder and the path of the
sub-folder to register.

Hint

If the path of the sub-folder is unknown, use the procedure

below to specify the sub-folder.

1. Enter the host name, user name, password, and domain, and
then press [Browse] to access the computer that is making
the shared folder public.

2. Specify any sub-folder within the displayed folder.

3. Press [Downward] to move to a level lower than the selected
folder, or press [Edit] and [Create a new folder] to create a
new folder.

* Port number

Enter the port number when [WebDAV] or [WebDAV
over SSL] is selected as [Protocol].

* User name/Password

Enter the user name and password of an account with
write permission for the shared folder.
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* Domain/Workgroup * Protocol
If the computer containing the shared folder is part of a Select the protocol to be used when sending by FTP.
domain, enter the NetBIOS domain name. When performing encrypted communication, you can
* Save password select [FTP], [FTPS (Explicit)], [FTPS (Implicit)] or
Save the entered password. [SFTP]. When [SFTP] is selected, you can select
FTP Registration Screen ﬁ*u‘hemica‘ion Method].
* Name

Administrator Settings > Address Book Settings > Shared Address Book > FTP > New Address

Enter the name to appear in the address book.
* FTP server

u Protocol s v |

= hene o Je= Enter the address of the FTP server.
i . e * Folder path
= foereath v Enter the path of the sub-folder when specifying a sub-
= punentiation ethod folder on the FTP server.
= Port number (2
Hint
If the path of the sub-folder is unknown, use the procedure
M i below to specify the sub-folder.
Cancel o« 4 1. Enter the server address, user name, and password, and

click [Browse] to log in to the FTP server.
2. Specify any sub-folder at the level of the displayed folder and

Administrator Settings > Address Book Settings > Shared Address Book > FTP > New Address

click [OK].
Otz E—— N
’ . * Authentication Method
- resers ol When [SFTP] is selected in [Protocol], select the

= Use Passphrase

Authentication Method from [Password Authentication]
or [Private Key Authentication].
= Fingerprint. - Verify ° Port numbel‘

m Use FTP proxy J

— Enter the port number. The standard port number is 21.

r Save
u Passphrase ( Pass.

B Losout

1) Power off
O Cancel ok J
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* User name/Password
Enter the user name and password for logging in to the
FTP server.

© wPoRTANT
Enter the user name and password of an account with write
permission for the FTP server.
* Save password
Save the entered password.
* Use Passphrase
Use Passphrase when [Private Key Authentication] is
selected as the [Authentication Method].
* Passphrase
Enter Passphrase.
* Save Pass.
Save the entered passphrase.
* Fingerprint
Enter the fingerprint of the Private Key.

@ wPoRTANT

Always enter the fingerprint when [Protocol] is set to [SFTP].

* Confirmation
Confirm the fingerprint.

* Use FTP proxy
Traverse the firewall via an FTP proxy server to connect
to an external FTP server. Configure settings for the
proxy server in the [FTP Proxy] screen (see p. 146).
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¢ Use passive mode
Use passive mode for sending to the FTP server. Use this
when a file cannot be sent to the FTP server.

@ MPORTANT

Use passive mode when normal communication with the FTP
server cannot be established. However, be aware that
communication may not be possible if the network is not
functioning properly.

Fax Registration Screen

Administrator Settings > Address Book Settings > Shared Address Book > FAX > New Address

= Nane r

= FAX number [

B Losout

1y poverc
O Poweraft Cancel oK J

* Name

Enter the name to appear in the address book.
¢ Fax number

Enter the recipient fax number.




Chapter 4 Operating Procedures

Group Registration Screen

Administrator Settings > Address Book Settings > Shared Address Book > Group > New Address

« [Add] button

Select addresses to register to the group from [Address
Book type] and [Address type]. The selected addresses

= Nane [

are displayed in the list.
Administrator Settings > Address Book Settings > Shared Address Book > Group > New Address > Group !
’ u AddressBookbpe SharedAdiesBook v | mAddresstpe D E-ml v |
Add i
L =1 Userl user]@sample.com ~
Delete (=) User2 user2@sample.com
) .
oesiinig
3
B Losout
nec | oer | GHi | k| mmo | por | stu | wx | vz | o9 |
@  Power off P o I
Detail Inﬂ:
» Logout
¢ Name b tomo s | oer | om | | wwo) van | st [wax| vz | o3 |
Enter the name that you want to appear in the address O Forerof ad o= = 5
book.

@ wPoRTANT

* When you add shared folders to groups, do not add multiple
shared folders with different access privileges to one group.

* Using a group to simultaneously send to shared servers and
the like and multiple shared folders with different access
privileges may result in a send error.
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d Modifying an Address

Modify an address when there is a send error because the
information of the transfer destination registered for the
address is wrong or has been changed.

1. Select the type of the address to modify and press
[Detail Info.].

° User Settings > Address Book Settings
& User

(2 one

= Address Book type  Shared Address Book v = Address type

) Sharedfolder v

n

Address
¥¥Server]¥share
¥Server2¥share
¥¥192.168.1.3¥SharedFolder

54 Serverl
) Server2
) SharedFolder

_o.'j Job Button

Select/
unselect all

Edit

setting
Detail nfo.
B Losout

sac | oee | onr | x| o van | stu | wex| vz | oo |

< Back

)  Power off

Detailed information for the address appears.

2. Check the detailed information for the selected
address.
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3. Press [Edit], and then press [Modify].

o . User Settings > Address Book Settings
o Usert
m Address Book type  Shared Address Book v m Address type £ Share ‘
(2 bone S
Nome pcdress
84 Serverl WServerT¥share
®::] Copy
28 Joauton 3 Server2 iServer2¥share
(3 SharedFolder ¥192.168.1.3¥SharedFolder Dkt
Export
import
Edit
£¥  Adninistrator »
setting

Detail Info.
3

B Losout

asc | oer | ot | ke | mno | par | stu | wx| vz | oo |

1y poverc
() Power off 4 sack

The edit screen for the address appears.
4. Modify the address.
Hint

For details on editing items, see “Registering a New Address”
onp.78.
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(1 Copying an Address 3. Select the type for the copy destination address

You can copy addresses between My Address Book and book, and press [OK].

Shared Address BOOk O User Settings > Address Book Settings > Address Copy-
1. Select the address book entry to copy. ) tore cam stk <
T ' e Bk n
2. Select the address, press [Edit], and then press 20 Josuton el swghrestok  Senertstare
[Copy].
® erl User Settings > Address Book Settings
™ Address Book type  Shared Address Book v = Address type 3 Shart ‘
@ Home tew £+ Adninistrator
Address Moo | setting
¥Server1¥share
Sl 23 Server2 ¥¥Server2¥share d ‘ B Losout
) SharedFolder ¥¥192.168.1.3¥SharedFolder veere |
Import. ————)
L napinstator - The address is copied, and the address book of the copy
setting . .
petal it destination appears.
B Lo nsc | oer | GHi | sk | mno | par | stu [ wx | vz | o9 o Lun User Settings > Address Book Settings
O ponerof < Back @ = Address Booktype  MyAddressBock v = Address type L Sharedfolder v
Home
Name. Address n
The Specify Destination and Confirmation screen appears. 29 ovuton Sl pfseie ]

£+ Administrator
setting

B Logout
asc | oer | ot | ke | mno | par | stu | wx| vz | oo |

1y poverc
() Power off 4 sack
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8. scan/send Settings
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This section describes the scan settings and send settings for the scanner.

& sert Scan / Send Settings
Touch [Start] to start scanning. = Scan Settings
@ o Name Address 0 m v
n (1 Serverl ¥server 1¥folder¥documents
@ Coor v
22 JobButton & 2000 -
5] Simplex v
tailed settings
& User settings @ —
oels | 4| v
| Deskew y
Ad&w\\stva!ov PDF / Multi u Brightness
sefting Sesuflonso
File format o |p ( : ) —
Logout - B
901
9 Send Settings | Default Dark Bright
e R ) R

() Address Display Area
Displays the selection that you made on the address
selection screen or the addresses registered to the job
button.

@ File format
Checks the displayed file format and press the [File
format] button to configure the settings. (See “File
Formats” on p. 95.)

(® Send Settings
Sets the send conditions. (See “Send Settings” on p. 98.)

@ [Back] button

Returns the display to the previous screen.

(® Details

Displays detailed information for the address with the
colored background.

(® [Deskew] button

The scanner detects from the scanned image that the
document was fed askew and then straightens the image.

(@ [Prescan] button

When scanning starts, the first page of the document is
scanned and then scanning stops. You can view the image
of the first page to check and adjust the brightness and
contrast before scanning the entire document.

Hint

¢ Scanning pauses after the first page of the document is
scanned, and the image of the first page is displayed.

* Use the displayed image to confirm and adjust the brightness
and contrast. Press [Continue] to confirm the adjusted
brightness and contrast for the first image and continue
scanning.

[Default] button

Resets any modified settings to the default values of the
scanner.

© wPORTANT

If you press [Default] in the Scan / Send Settings screen opened
from a job button, the settings are reset not to the setting values
registered to the job button, but to the default values of the
scanner.
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(© Scan Settings (1 Scan Settings
Sets the scan conditions. (See “Scan Settings” on p. 86.)
Detailed settings
Configures detailed settings for scan conditions. (See
“Detailed Settings” on p. 88.)

@ [Start] button Basic Condition Settings
Starts scanning.

The scan settings include basic condition settings (page
size, mode, resolution, scanning side, and brightness) and
detailed settings for scanning.

Paper size Mode Resolution Scanning
0 atosze ¥ | Wi BakadWite v | G rsom ~| side

] Autosize . Backand White fa 100000 =) Simplex v |
0 Autosize(Long) =] Error Diffusion fal 1soami =) Simplex

a0 m %] Textenhance (&) 2000pi 2] Duplex

0 As el Gray (@ 2600pi <» Skip Blank Page
0 ASR wa Color 3000p1 (3] Folio

0 A6 R4 Auto color detection (@ o0pi

1 AGR @ sooemi

[ali:H]

0 86

] B6R

0 LGL

el

Paper Size

Select the size of the document you want to scan.

The paper sizes displayed will differ as follows, depending

on the [Feeder/flatbed] setting in the [Detailed Settings]

screen.

* When [Auto] or [Feeder] is selected, the paper sizes
supported by both the ScanFront and the flatbed scanner
are displayed.

* When [Flatbed] is selected, the paper sizes supported by
the flatbed scanner are displayed.
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Hint
* Select [Auto size] to automatically detect the size of the

scanned document.
* When scanning a long document, select [Auto size (Long)].

@ wPoRTANT

* Aresolution of [240 dpi] or more cannot be set when [Auto size
(Long)] is selected.

* When an A3 flatbed scanner is connected and [Auto size],
[B4], [A3], or [Double Letter] is selected, the maximum
resolution setting is [300 dpi].

Mode

Select the mode for scanning.

@ mPoRTANT

* The selection of modes is limited depending on the setting set
for File Format (see p. 95).

TIFF/PDF/PNG JPEG
Wi slackandwhite & Gray v

W1 Black and White © Gy

[E] Error Diffusion e Color

] retentance
B Gray

B3 color

[Tp—

* When [Text enhance] is selected, [Bleed-through reduction] in
the Detailed Settings screen is grayed out and cannot be
selected.

* The [Auto color detect.] function cannot be used
simultaneously with the color drop-out or prescan function.

* The scanning speed may be reduced when the Auto Color
Detection function is used.
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Resolution
Select the resolution for scanning.

@ wPoRTANT

* A resolution of [240 dpi] or more cannot be set when [Auto size
(Long)] is selected for [Page Size].

* A resolution of [400 dpi] or more cannot be set when [Folio] is
selected for [Scanning Side].

Scanning Side
Select the method for scanning the document (Simplex,
Duplex, Skip Blank Page).

Hint

¢ The Skip Blank Page option scans both sides of a document
and skips saving any image it determines to be a blank page.

¢ Selecting Skip Blank Page enables the skip blank page setting
in the detailed settings. (See “Skip Blank Page” on p. 89.)

* When you select Folio, documents that are folded in half for
which duplex scanning is performed can be scanned as a
single image.

@ wPoRTANT

* The scanning speed may be reduced when [Skip Blank Page]
is selected.

* A resolution of [400 dpi] or more cannot be set when [Folio] is
selected.

87



hapter 4 Operating Procedures

Brightness
Adjust the brightness to match the density of the

Detailed settings

& Usent

Select item to set.

document @ Home = Rotate +180 degrees Back Side o | oF |

H' t -.:j Job Buttons " DSSKS:’a\qntens with angle of fed documents -

In = Background smoothing OoN ‘ OFF ‘

When you want to scan both sides of a document that has front = Bleedthrough reduction :

and back sides of different densities, you can change the S Userettins i — ey

settings for the brightness of the front side and back side

i H H . Administrator = Erase Dot Mﬁ
separately in the detailed settings and then perform scanning. Setting
Logout

Detailed Settings 2 7 [

Power Off .
Press the [Detailed settings] button to open the Detailed . S —
Settings screen.

Detailed settings
Detailed settings Select item to set.
Select item to set @ Home = Erase Notch oN | oF |
= Double feed detection by Ultrasonic
> 2 = Character Emphasis N
' Double feed detection by length ] Jobuttons > OFF
83 Job buttons o | OF = Contrast §
>4
= Non Separation Feeding Mode
e ° _ OV JROFN = Backside Brightness/contrast
; FF/OFF
= Skip Blank Page S User settings 2 OFF/0
» OFF - = Front side color drop-out R
& user settings — » None
- = Automatic Feeding oN | oF
2 Administrator = Backsside color drop-out
Setting » OFF
P ST = Document orentation K
Setting » 0des.
Logout
Logout v 3/4 a
v /4 G
Poveer Off - o "
el Cancel ok J
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Detailed settings

o Uent

Select tem to set,
@ Home & Auto Color Detection Settings
» OFF
= Document type
N Job
22 Job Buttors » Plain paner d
= Feeder/flatbed
» Feeder S—
& ser ettings
Adninistrator
Setting
Logout
404 R
Power Off g
Cancel ok P

Double feed detection by Ultrasonic

The scanner uses an ultrasonic sensor to detect when two
or more documents are fed together, and stops feeding
when a double feed is detected.

@ wPoRTANT

* This method is effective when documents overlap by 1.97"
(50 mm) or more. It does not function if only a slight portion of
the document is overlapping.

* When [Scanning Side] is set to [Folio], [Double feed detection
by Ultrasonic] is grayed out and cannot be selected.

Double feed detection by length

The scanner detects by document length when two or more
documents are fed together, and stops feeding when a
double feed is detected.
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@ wPoRTANT

» Using the length of the first page of the document as a
reference, the scanner determines a double feed when it
detects a document with a length at least 1.38" (35 mm)
longer or shorter than the reference length.

* Set [Double feed detection by length] to [OFF] when scanning
a document that contains pages of different lengths.

Non Separation Feeding Mode
Set [Non Separation Feeding Mode] to [ON] or [OFF] according
to the feed method of the document. (See p. 44.)

Skip Blank Page

Skip Blank Page:

Touch the [Low] [High] to adjust contents detection sensitivity.

When [Skip Blank Page] is selected in the scanning side
settings, this setting is enabled, and you can adjust the
sensitivity level for skipping blank pages.

Hint

¢ The initial value for the Skip Blank Page option is set to “90.”

* As you lower the value from the default setting, pages of the
document with text become more likely to be skipped as well.
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* As you raise the value from the default setting, pages of the
document that are blank become less likely to be skipped.

Automatic Feeding

When this is set to [ON], documents placed on the scanner will
be detected and fed automatically.

To end scanning, press [Cancel].

Hint
To scan from a flatbed scanner while this is set to [ON], press
the scan button on the flatbed scanner.

Document orientation

Document orientation

Select type of rotation.

0Odeg. 3 90deg.
19 180des. | O 270dea.
W Auto

Rotates the scanned image a specified amount.

Hint
If you select [Auto], the orientation of text within the document is

detected and the image is rotated so that the orientation of the
text is correct.

@ wPoRTANT
The scanning speed may be reduced when [Auto] is selected.

Chapter 4 Operating Procedures

Rotate +180 degrees Back Side
Rotate the image of the back side 180 degrees during
duplex scanning.

Hint

The following two settings must be configured to enable [Rotate

+180 degrees Back Side].

¢ Set the scanning side to [Duplex] or [Skip Blank Page] under
[Scan Settings] in the [Scan / Send Settings] screen. (See
p. 87.)

* Set [Document orientation] to a setting other than [Auto] in the
[Detailed Settings] screen. (See p. 90.)

Deskew

Deskew
Select desken type.

Straightens with angle of
fed documents

straightens with angle &
contents of fed documents

The scanner detects from the scanned image that the
document was fed askew and then straightens the image.
* Straightens with angle of fed documents
Detects skewing that occurs in documents during
document transport and corrects it.
» Straightens with angle & contents of fed documents
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Detects skewing that occurs in documents during
document transport and in scanned images and corrects
it.
Hint
The deskew function may not operate properly in the following
cases. In such cases, disable the deskew function. (Even in
cases other than the following, skewing in documents may not
be properly corrected and portions may be cut off in the scanned
image depending on the document.)
* When scanning documents with dark edges
* When scanning glossy or reflective documents

Background smoothing
Processes the scanned image so that the background is
smooth.

Bleed-through reduction

Bleed-through reduction

Touch [Low] [High] to adjust.
The higher you set, the more reduced the bleed—through.

= Use bleed through reduction

Eliminates bleed-through images, in which images on the
reverse side of a scanned document appear on the scanned

Chapter 4 Operating Procedures

page, such as when scanning thin documents with text or
images on both sides.

@ wPoRTANT

Bleed-through reduction cannot be set when the [Text enhance]
mode is selected.

Hint

When using bleed-through reduction, adjust the bleed-through
reduction level to match the type of document.

Remove shadow

Removes shadows at the top and bottom of scanned images
automatically.

Erase Dot

Automatically remove isolated 3 x 3 dot black spots on
white backgrounds (or isolated 3 x 3 dot white spots on
black backgrounds).

Erase Notch
Remove protrusions (i.e., notches) in contours in scanned
images.
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Character Emphasis Back side Brightness/contrast

Character Emphasis Back side Brightness/contrast

!N;'gke lines and text in the scanned images thicker or thinner. Push [+] button to thicker, ] button to Touch [Dark] and B_li'?]ht] to adjust the brightness.
inner.

‘Touch [Low] and [High] to adjust the contrast.

Use back side

ON | OFF = Back side brightness B [bichmes
Dork | e pright
5
m Back side contrast a g;ﬁl?:s(:k side.

Adjust the level of correction for text and line thickness. This is enabled when you scan both sides of a document
Contrast and should be used when the document has front and back
sides of different density. Select [Use back side brightness

Conrast (contrast)] to change the settings for the brightness and
Touch fow o] toadust cotrst. contrast of the front and back sides of the document.

Adjust the contrast for the images to scan.
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Front side (Back side) color drop-out

Front side color drop—out.

Select color to drop-out or enhance for front side.

None:

Drop-out color Red Drop-out color Green ‘ Drop-out color Blue

Red Enhance Green Enhance ‘ Blue Enhance

Cancel

The color drop-out function has a “drop-out” effect that
leaves out a specified color (red, blue, or green) while
scanning, and a “color enhancement” effect that
emphasizes a specified color. You can set each of these
effects for the front side and back side.

@ wPoRTANT

The color drop-out settings are disabled when the scanning
mode is set to [Color].
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Auto Color Detection Settings

Auto Color Detection Settings

= Detection mode

Color, Gray or Binary v
= Mode in case of binary W Blackand White v

Set the threshold intensity and the aresize to judge the document as color.
= Threshold intensity to judge the document as color

e |
m Aresize to judge the document as color g

Narrow kJ"—444 Broad
2

v 12

Auto Color Detection Settings
= Grayscale range

A
e | o |
3 —
m Size of the area judged as Gray
e P
Nortow | e sood |
2 —
v n -

Cancel

This is enabled when Auto Color Detection is selected, and
allows you to configure the following detection settings
for determining whether to scan a document in color or
black and white.
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* Detection mode
Specify the color detection mode.
Depending on this setting, processing for scanned
documents will differ as follows.

When a black and
white document is
detected

When a color
document is
detected

Setting
Value

Saved as a grayscale

[Color, Gray image or black and

. white image depending
or Binary] on the document
Saved as a color | content
[Color or 1mage Saved as a grayscale
Gray] image
[Color or Saved as a black and
Binary] white image

* Mode in case of binary
Specify the scanning mode to use when a black and white
document is detected.

* Threshold intensity to judge the document as color
Adjust the sensitivity to colors in a document.

* Aresize to judge the document as color
Specify the ratio of colored regions in a document.

» Grayscale range
Adjusts the sensitivity for grayscale detection on
documents.

* Size of the area judged as Gray
Adjusts the size of the grayscale detection area on
documents.
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@ wPoRTANT

* The [Auto color detect.] function cannot be used
simultaneously with the color drop-out or prescan function.

* The scanning speed may be reduced when the Auto Color
Detection function is used.

Document type

Select the type of document to be scanned. You can select
from [Plain paper], [Extra-thin paper], [Extra-thick paper/
plastic card], [Carrier sheet], or [Carrier sheet (passport
type)].

Hint

When [Extra-thick paper/plastic card], [Carrier sheet], or [Carrier

sheet (passport type)] is selected, [Double feed detection by
Ultrasonic] will be set to [OFF] automatically.

Document type

Select the document type

Piain paper ‘ Extra~thin paper ‘

Extra-thick paper/
plastic card

Carrier sheet/
(passport type)

Carrier sheet
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Feeder/flatbed TIFF format
‘When a flatbed scanner is connected, select whether e et
SCaIlning Wlu be perfonned on the SCanFrOnt Oor on the Eﬁﬁﬂ%fﬂ%@m [black and white][Error diffusion](Text enhance](Gray][Color][Auto color
flatbed scanner. When [Auto] is selected, scanning will be (B e o
performed on the ScanFront when documents are placed SR Jovution
= Quality

on the ScanFront (ADF) or on the flatbed scanner when o w -
documents are not placed on the ScanFront. £ versetne wes | I -

Muti v
@ wPoRTANT o rr =
« When [Auto] is selected, the scanning resolution will be limited oy 6

to a maximum of 300 dpi. Losout
* When using a Flatbed Scanner Unit 102 that is connected to
Power off Cancel oK J

the ScanFront, place the document so that its top left corner
aligns with the arrow on the flatbed scanner.

Select [Single page (Front/back separate file)] to save each
1 File Formats side of each page as a separate image file, [Single page
(Front/back same file)] to save each page as a separate
image file, or [Multi page] to save one image file
containing multiple pages when scanning multiple pages.

You can select from the four available file formats TIFF,
JPEG, PDF and PNG, and the modes available for
scanning vary, depending on the file format setting. (See

“Mode” on p. 87.) JPEG format
..- User! File format
Select file format.
[JPEG] file s valid for [Gray][Color] mode.
A e
JPEG
22 Jovautton
TIFF
= Quality
JPEG TR o o o o om
& ser settings ‘ Compression L High Qualty
F |
Administrator
setting PNG
Logout
Pover off cancel o ”
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Select the compression rate for JPEG compression.
PDF format

File format

Select file format,
[PDF file is valid for [black and white][Error diffusion][Text enhancel(Gray][Color]{Auto color
detection] mode.

PDF

.O:j Job Button = Quality
9 00 flooo
e Comprsion @ Hioh quainy
Multi page settings
JPEG
& User settings i pase v
POF = Compression sundod -
a Administrator ok .
setting . e
ting e
| Security settings Settings
togout = Create PDF/A-compliant file on | o |
Power off @) ax I

Configure the following settings for saving in PDF format.

e Compression
Select the compression method.

* Quality
Adjust the quality for the specified compression method.

* Multi page settings
Select [Single page (Front/back separate file)] to save
each side of each page as a separate image file, [Single
page (Front/back same file)] to save each page as a
separate image file, or [Multi page] to save one image
file containing multiple pages when scanning multiple
pages.

* OCR (Character Recognition)
If OCR is set to On, character recognition is performed
for the text within the scanned document, and the text is
embedded in the PDF file as text information.
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The [Language setting] button enables you to select the
language for character recognition.

* Security settings
If you set security settings to On and then press the
[Settings] button, the Security settings screen appears,
and you can configure the security settings for the PDF
file. For details, see “Security Settings for PDF Files” on
p. 97.

* Create PDF/A-compliant file
When set to [ON], create a PDF/A file.

@ wPoRTANT

* When a language that is not supported by PDF/A (Japanese,
English + Japanese, Turkish, Russian) is selected in the
[Language setting] of the [OCRY], it will change to a language
that is supported.

* [Security settings] cannot be set when creating a PDF/A file.

PNG format

File format
o usert

(2 one

::j Job Button

Select the file format,
fe\ecl.i!\g [PNEgnsels the mode l‘{fe to [Black and White), [Error Diffusion], [Text enhance], [Gray],

Color], or [Auto color detection!

TIFF

JPEG
& user settings

PDF

£¥  Adninistrator
setting

B Logout

(H  Pover off

cancel oK J
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Apply security to the PDF file.

File format

& Userl

= Encryption Level

@ Low (d0-bitRC) ¥
Home WS v
| Reauired 3 password to open th documen
%) Job Button —
=J Use permissions password to restrict editing security Permissions
| settings Password_»
= Printing alloved
& user ettings
= Changes alloed
£+ Administrator
setting
| Enable copying of tex, images, and accesibiity
B Losout
1y powe
) Power off cancel ok r

Encryption Level
High (128-bit RC4) and low (40-bit RC4) level settings are
available.

@ mPoRTANT

Using the High (128-bit RC4) level setting is recommended. The
Low (40-bit RC4) level setting provides less security.

Requires a password to open the document
Viewing of the document is restricted by a password.

@ wPoRTANT

Take care not to forget the password once it is set. If you forget
the password, the document can no longer be opened.
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(1 Security Settings for PDF Files

Use permissions password to restrict editing

security settings

The following settings are restricted by the permissions

password.

* Printing allowed
This permits printing of the PDF file with a printer.

* Changes allowed
This permits editing of the PDF file; for example, adding
and deleting pages.

¢ Enable copying of text, images, and accessibility.
This enables the copying of text information embedded
with OCR software and reading of the PDF file with
voice software.

@ wPoRTANT

* Password protection is recommended when the permissions
of the PDF file are restricted.

* You can change the permissions and cancel password
protection for a password protected PDF file in an application
capable of editing PDF files such as Adobe Acrobat.
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Send Settings

& Userl

w Subject (From ScanFront

(2 one

_o.'j Job Button v

= Message a

= File name (

_0? User Settings = Auto file name M
201510262327647
L pdninistrator  Actonuhenthe s naned e Dispay anessage |
B Losout
M 12
)  Power off w » ”

E-mail settings (subject, message)
Set the subject and message for sending via e-mail.

File name
Specify a name for the image file to be sent.

Auto file name
The scanner adds 17 digits that indicate the date and time
to the file name of the image to be sent.
Ex.) May 14, 2016, 3:40:30 p.m.
yyyymmdd: File name + 20160514154030123
mmddyyyy: File name + 05142016154030123
ddmmyyyy: File name + 14052016154030123
* The last three digits indicate the number of milliseconds.
When custom file name settings are configured in the
Administrator Settings or User Settings, you can select
[Custom] to add the custom file name to the file name of
the scanned image (see p. 110).
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1 Send Settings

@ wPoRTANT

* Make sure you set either [File name] or [Auto file name]. A
message appears if you do not enter a file name and then set
[Auto file name] to [None].

* When JPEG or PNG format is selected, or when TIFF or PDF
format is selected and set as a single page, a 4-digit serial
number starting from "0001" is automatically added to the end
of the file name.

* The following characters cannot be used to set the custom file
name:

[:?2% " <>

Action when the same named file exists
Set the action to perform when there is already a file of the
same name at the destination.
* Display a message
Display a message to confirm overwriting of the file.
* Abort sending
Cancel sending.
* Overwrite the file
Overwrite the file at the destination.
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Send Settings

Send the files immediately
® after scanning ON O
Confirm addresses before
= Gonding ON | OFF
 Screen after sending Home sreen v
& Send index file o
= Batch separation
L Administrator » None
setting
B Logout
v 0 a ‘
@ power off
Cancel ok J

Send the files immediately after scanning
Send images without checking them when scanning
completes.

Confirm addresses before sending
Confirm the addresses before sending images when
scanning completes.

Screen after sending

Select the screen to display after sending images.

* Home screen (Job Button screen)
Redisplay the Home screen (Job Button screen) after
sending images.

@ wPoRTANT

* The [Screen after Login] setting that is set by the user applies
to the Home screen (Job Button screen) setting.

* The Job Button screen is displayed for a user for which use of
the Home screen is restricted by the ScanFront administrator.
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e Logout
The user is logged out after sending images.

* Select screen after sending
A dialog box for selecting the screen after sending
images is displayed.

Hint
When no user is registered, the Logout option does not appear.

Send index file

Specify whether to send index files (metadata) with
images.

When sending index files, enter an index string.

Index files are created according to the settings configured
in the Administrator Settings or User Settings. (see

p. 112).

@ wPoRTANT

The following characters cannot be used in strings contained in
the index file:
&' <>
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Batch separation When [Patchcode] is selected and a patch code is
detected among the scanned documents, batch separation
is performed. For details, see “Batch separation using

Batch separation

= Batch seporation settings e - patch code sheets” on p. 101.
» patchcode Orientation When [Specified Pages] is selected, batch separation is
S ——— ullGEs performed after the specified number of pages.

* Patchcode Orientation
Configure this when [Batch separation settings] is set to
[Patchcode].
Configure this according to the orientation of the patch
code sheet you intend to place the in the feed tray.

Hint
Configure [Patchcode Orientation] as follows according to the
patch code inserted in the document.

® Page Number

Cancel

You can enable batch separation to be performed when a
blank page or a patch code sheet is detected.

@ wPoRTANT — —
The following two settings must be configured to enable batch PATCHT |||| ||||
separation.
* Select the [Enable] check box for [Counter] in the Custom File

Name Settings screen (p. 110). PATCH II = ”“ = ”“
¢ Set [Auto file name] to [Custom] in the Send Settings screen

(p. 98).

(l;:ifrtlltz(t)i(:)en 0 degrees | 90 degrees de1 ?ges d627rges

* Batch separation settings £ £

When [Blank Page] is selected and a blank page is « Record the paper separated file

de.atected among Fhe scanned doc.umegts, that blaqk page Configure this when [Batch separation settings] is set to
triggers automatic batch separation (i.e., automatic file [Patchcode]

separation), allowing you to create multi-page files. When [ON] is selected, the patch code sheet’s image is

scanned and saved, regardless of the patch code pattern.
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When [OFF] is selected, the patch code sheet’s image is *PATCHT

scanned without being saved when a PATCH T pattern is

recognized. I
* Page Number |

Specify the number of pages when [Batch separation

When a sheet with this pattern is recognized, the file is
settings] is set to [Specified Pages].

separated with the image of the next sheet heading the

next file.

1 Batch separation USing patch code You can specify whether to save the patch code sheet
sheets image with the [Record the paper separated file] setting
A patch code sheet is a sheet on which a unique pattern is (see p. 100).
printed and that is used to separate files without * PATCH Il
interrupting scanning. When such a sheet is scanned and |
the pattern is recognized by the scanner, file separation is
performed. |
Printing patch code sheets When a sheet with this pattern is recognized, the file is
Open the patch code sheet file using an application that sF:paratecl. with the il’I.lage of t.his sheet heading the next
supports the PDF format, and always print in the original file. The image of this sheet is always saved, regardless
size. The patch code sheets are stored on the supplied of the [Record the paper separated file] setting.

instructions and utilities CD-ROM as PDF files.

@ wPoRTANT

¢ Print [PATCH T (A4)] and [PATCH Il (A4)] on A4 size paper
and [PATCH T (LTR)] and [PATCH Il (LTR)] on letter size
paper, always in their original size.

« If a patch code sheet is enlarged or reduced for printing, the
patch code may not be recognized.

Patch code pattern functions
Patch codes are separated into two patterns, PATCH T and
PATCH II, each with different functions.
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(1 Using patch code sheets 4. Set [Batch separation settings] to [Patchcode], and
configure the [Patchcode Orientation] and [Record

the paper separated file] settings.
For details, see “Batch separation” on p. 100.

This section describes how to scan while using patch code
sheets for file separation.

1. Print the patch code sheets using a printer.
The patch code sheets are stored in the following folder on
the supplied instructions and utilities CD-ROM.
Q:\Documents
(“Q:” is the drive letter of the CD-ROM drive.)

@ wPoORTANT

¢ Print [PATCH T (A4)] and [PATCH Il (A4)] on A4 size paper
and [PATCH T (LTR)] and [PATCH Il (LTR)] on letter size
paper, always in their original size.

« |f a patch code sheet is enlarged or reduced for printing, the
patch code may not be recognized.

2. Insert the patch code sheets in front of the pages that
will head the separated files, and place the 5. Start scanning.
documents in the feed tray.

Batch separation

= Batch separation seftings ~ Pacheode v

= Patchcode Orientation 0 deg. v

= Record the paper separated file ON | OFF

Cancel

Insert the patch code sheets _~ ‘

in front of the pages that will /
head the separated files.

3. Open the [Batch separation] screen from the [Send
Settings] screen.
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Creating patch code sheets
Be careful of the following when copying patch code
patterns to create patch code sheets of various sizes.

@ wPoRTANT

* Adjust the positioning so that the patch code is within the
following detection area.

5 5
e Patch Code L e
oy
) T 5
|
94
(Patch Code Detection Area)
Units: mm

* When copying the patch code patterns, do not alter their
original size.

* Avoid contaminating or dirtying printed or created patch code
sheets. In addition, reprint or recreate patch code sheets that
have been folded or creased.
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1. Administrator Settings

Chapter 5 Administrator Settings

In “Administrator Settings”, you can configure the following settings.

Hint

* When changing the administrator settings, you may be prompted
to enter the device password.

« In the initial state, the password is set to the character string
printed in the password field on the rear label of the device.
However, some devices do not have a password field. In this
case, no password has been set.

' N
Password: XXXXXXXX
L J
‘Administrator Settings
Select item.
@ User Administation Adress Book Settings , @
@ Job Btion Setting Device Configuration J@
(B) sewrseuns ssemsanss ()
@ oot System aaministation |
@ Cerifcat | Prate Key ,
Back

(1 User Administration (See “User Administration” on
p. 107.)
Register and manage the users of the ScanFront and restrict
the functions available to users.

(@ Address Book Settings (See “Address Book Settings”
onp. 120.)
Register and manage entries in Shared Address Book
available to all users.

(® Job Button Settings (See “Job Button Settings” on
p. 124.)
Register and manage Shared Job Button available to all
users.

(@ Device Configuration (See “Device Configuration” on
p. 131.)

Configure the settings of the ScanFront scanner.

(® Server Settings (See “Server Settings” on p. 140.)
Configure the mail server settings for sending e-mail from
the ScanFront, settings for using an authentication server
compatible with a directory service, settings for using an
address book server compatible with LDAP, and settings
for using a function that transfers a scan result log during
transfer to the FTP server.

(® System Settings (See “System Settings” on p. 147.)
Configure the following settings for managing the
ScanFront.
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» Backup and restoration of all ScanFront settings
» Confirmation of ScanFront version information

(@ Show Operation History
Specify a User Name to browse its operation history.

Hint

When history is selected and [Detailed info] is pressed, detailed
history information is displayed.

System Administration (See “System Administration”
onp. 151.)
Configure the login screen and display language settings,
perform a network test, and configure the password and
mail address settings for the administrator.

(© Certificates (See “Certificates” on p. 152.)
Display and delete certificates.

Private Key (See “Private Key” on p. 153.)
Display and delete Private Key to be used for Private Key
Authentication when sending by SFTP.
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2 « User Administration

Chapter 5 Administrator Settings

In “User Administration”, you can register and manage the users of the ScanFront and restrict the functions available to users.

° . i Adninistrator Settings > User Adninistration
& administrator

Name Authentication Server Restriction Address Job

L) <Default User>

n

No
Device Restriction

e | e |

No
o Usert Device Restriction

|

No
o sz Device Restriction ear |

Select /
@=
.

aec | oer | ot | ke | mno | par | stu | wwx | vz\w\]

power off

< Back

@ User List

» Check box: Select this check box to select a user. If the
check boxes of multiple users are selected, you can set
function restrictions or perform the delete operation for
all selected users simultaneously.

* Name: Displays the names of registered users.
<Default User> is the default setting when registering a
new user.

« Address [Edit] Button: Register and edit entries in My
Address Book provided for each user. For details on the
address book settings, see “Address Book Settings” on
p. 120.

« Job [Edit] Button: Register and edit My Job Button
provided for each user. For details on the job button
settings, see “Job Button Settings” on p. 124.

©@ Jump Keys

If there are many users and the user you want to display is

not displayed in the user list, you can use these keys to

specify a keyword to search for and display the user.

Hint

When performing a search with the jump keys, search for the

user’'s name.

(® [Select / unselect all] Button
Select all users or clear all selected users.
(@ [Edit] Button

Register new users and edit users.
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(1 Registering New Users 2. Enter the necessary information for each item, and
then press [OK].

Hint

* When a user is registered, the display of the ScanFront
scanner changes from the Home screen to the Login screen.
(See “Login Screen” on p. 59.)

You can register new users.

@ wPoRTANT

* When an authentication server (see p. 143) is used, users that
are logged in from an authentication server account are
registered automatically.

* If an e-mail address is registered for the authentication server ORI #ciministrator Setings > User Adminitaton > New User
account, the e-mail address is also registered automatically. # Adthentication Server__» Petce

« If an e-mail address is not registered for the authentication
server account, the e-mail address is not registered. Register
an e-mail address by editing the user settings (see p. 114).

1. Press [Edit] - [New User].

& User name [

u password [

& Password(confirmation) [

= Mail Address [
(This address becomes From' address.)

® SMTP / POP Before SMTP Authentication

Administrator Settings > User Administration W User name [

& administrator
Name Authentication Server _ Restriction Address _Job d
o Custom fil name Index sttings
J <Default User> Device Restriction —
N v | m
o .
n Devi ction | EOt | e
o Use evice Rosriction 0 | t | [oete bysereed] & rower ot
Yo Sinchvonizaton S Cancel oK J
o User2 Device Restriction Edit ‘ Edit _—
mport |
a . Adninistrator Settings > User Adninistration > New User
Edit o administrator
» = Default Address Book screen wyaadessaook v |
= Defauit Job Button screen My Job Button v ‘
& Screen after Login vame M
ABC | DEF | GHI JKL | MNO | PQR | STU | VWX | YZ 09 Scree e
\ = Send to my mailbox Yes | Mo
@ Poweroff < oy ‘
The New User screen appears.
2 a
1y Power 0
O Poveroff Cancel ok J

108



* Authentication Server: Device
The authentication method for all newly registered users
is “Device”, and user authentication is performed on the
ScanFront (device).
Hint
For users logged in from an authentication server account and
automatically registered, the authentication method is the
domain name of the authentication server.

* User name/Password
Enter the name and password to use for logging in to the
ScanFront.

¢ Password(confirmation)
Enter the same password again for confirmation.

* Mail Address
Enter the sender address for e-mail sent from the
ScanFront.

* SMTP/POP Before SMTP Authentication
This displayed when [Mail Server Authentication
Method ] (see p. 141) is configured to any setting other
than [SMTP] in the mail server setting. Enter the user
name and password that will be used for authentication
by the mail server.

@ wroRTANT

* |f the user name is set to be included in the index file and the
file format of the index file is set to XML, characters that
cannot be used in XML cannot be used in the user name.

* Confirm the user name and password with the user before
entering them. Otherwise, have the user enter them directly
in user administration (see p. 161) of the user settings.

Chapter 5 Administrator Settings

Default Address Book screen

Select whether to display [My Address Book] or [Shared
Address Book] when opening the [Address selection]
screen from the Home screen.

Default Job Button screen

Select whether to display "My Job Button" or "Shared
Job Button" when the Job Button Screen is displayed
after login.

Screen after Login

Select “Home screen” or “Job Button List screen” for the
initial screen displayed after the user logs in.

© wporTANT

The setting for the initial screen after login also affects which
screen appears after a scanned image is sent. (See “Send
Settings” on p. 85.)

Send to my mailbox

Set this to [Yes] to display the email address of the
logged in user in the address book. If an email address is
set for the user, the user’s email address will be displayed
even if it has not been registered in the address book. The
user’s email address is displayed at the very top of the
address list.

Custom file name

Display the Custom file name Settings screen. (See
“Custom File Name Settings” on p. 110.)

Index Settings

Display the Index settings screen. (See “Index Settings”
onp. 112))
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Custom File Name Settings

Specify the method in which file names used for saving
scanned images are created. When you select to use
custom file names during a scanning procedure, the image
files will be saved under file names that are determined by
the settings configured here. The order of the components
that are included in the custom file name can be configured
in the [Custom file name item setting] screen.

Administrator Settings > User Administration > New User > Custom file name
Various information can be added to the sending image file name.

S adninistrator

= Custom file name

 Set the order of

information 3
= Separator J Enable
= String -
= User name 3 Enable
= Date 3 Enable
v 12
1 .
O Power off @) o %

Chapter 5 Administrator Settings

° ~ Administrator Settings > User Administration > New User > Custom file name.
& adninistrator
= Time 3 Enable
= Device name ) Enable
= Counter 2 Enable (The counter setting is valid only when there s only a
single page or when the batch separation function is set to
ON.)
= Start number 1
= Number of digits 4
v 22 a
( poweroff = ok
oJ

@ mPORTANT
The following characters cannot be used to set the custom file
name.
[:2* " <>
* Custom file name
Displays the components included in the custom file
name in the order specified in the settings.
* Set the order of information
Displays the [Custom file name item setting] screen.




This allows you to configure the order of the components
that are included in the custom file name.

Q. el Administrator Settings > User Administration > New User > Custom file name > Custom file name item s--
&, adninistrator

Custom file name item settint
Select the order of items to ge added.
Change the order of file names.

 String v
o User name
o Date o |
o Tine
 Device name
& Counter
O Separator
@ Power off <« G| x -

Select an item and press the [Upward] or [Downward]
button to change its position in the order.
Hint
* The check boxes for items that are set to [Enable] in the
[Custom file name] screen will be selected. Similarly, the
selected/deselected state of the [Enable] check boxes in the
[Custom file name] screen will reflect the check boxes you
configure in this screen.
* The position of [String] can be changed, but its check box
cannot be deselected.
* Separator
Select the [Enable] check box to include a separator
between character strings in the file name, and select a
character to use as the separator in the list box.
* String
Specify a string to include in the file name.

Chapter 5 Administrator Settings

* User name
Select the [Enable] check box to include the user name in
the file name.
e Date
Select the [Enable] check box to include the date in the
file name, and select a format for the date in the list box.
* Time
Select the [Enable] check box to include the time in the
file name, and select a format for the time in the list box.

Hint
The time set on the ScanFront will be used.

* Device name
Select the [Enable] check box to include the device name
in the file name.

» Counter/Start number/Number of digits
Select the [Enable] check box to include a counter in the
file name. When this is enabled, you can specify the
starting value and number of digits used for the counter.
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Index Settings

Specify the content of index files (metadata) that are

attached to scanned image files. The order of the

components that are included in the index file can be

configured in the [Index item settings] screen.

Settings > User. ion > New User >

o, adninistrator

image file can be transmitted as a file of the index of the xml or csv form.

Various information when the scanning is executed at the same time as transmitting the scanned

w Order of String
information
= Index file format. XML ‘ o ‘
Set the order of
* information )
 Index string (
 Field name [ string
= User name  Enable
= Field name [[user
v 174
1y powe
O Poweroff Cancel oK J
Settings > User ion > New User >
o, adninistrator e
= Date  Enable
= Fornat
= Field name [Date
= Tine 2 Enable
= Format
= Field name [ Time
= Device name 4 Enable
= Field name [Device
v 2/4 a
1y powe
O Poweroff Cancel oK J

° ~ Administrator Settings > User Administration > New User > Index settings
administrator

-

= Counter o Enable

= Start number (1

= Number of digits (a4

= Field name [ Counter
= File name 4 Enable

= Field name [ FileName
= Filesize 4 Enable

= Field name [ FileSize
= Number of Pages 4 Enable

= Field name ["PageNumber

S ‘ 3/4 A

( poweroff

Administrator Settings > User Administration > New User > Index settings

&, adninistrator

Cancel oK

= Destination path o Enable
= Field name [ Folder
= Sheets o Enable
= Field name [ sheetNumber

4/ a

( poweroff

@ vPORTANT

The following characters cannot be used in strings contained in

the index file.
&"'<>

¢ Order of information

Displays the components included in the index file in the

order specified in the settings.
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* Index file format
Specify a file format for the index files.
* Set the order of information
Displays the [Index item settings] screen.
This allows you to configure the order of the components
that are included in the index file.

° Settings > User > New User > > Index item settings
S, adninistrator

Index item settings
Select the order of items to be added.
Change the order of index files.

+ Index string U
& Username
o Date _ Down |
o Tine
o Device name
w Counter
o File name
o File size
w Pages
Reset to
[l SD:stltnanon path default order
o Sheets
String
" .
) Power Off w oK >

Select an item and press the [Upward] or [Downward]

button to change its position in the order.

Hint

* The check boxes for items that are set to [Enable] in the
[Index settings] screen will be selected. Similarly, the
selected/deselected state of the [Enable] check boxes in the
[Index settings] screen will reflect the check boxes you
configure in this screen.

* The position of [Index string] can be changed, but its check
box cannot be deselected.

* Index string/Field name
Enter a string for the index. You can change the default
field name (“String”) as necessary.
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* User name
Select the [Enable] check box to include the user name in
the index file. You can change the default field name
(“User”) as necessary.

* Date
Select the [Enable] check box to include the date in the
index file, and select a format for the date in the [Format]
list box. You can change the default field name (“Date”)
as necessary.

* Time
Select the [Enable] check box to include the time in the
index file, and select a format for the time in the [Format]
list box. You can change the default field name (“Time”)
as necessary.

Hint
The time set on the ScanFront will be used.

* Device name
Select the [Enable] check box to include the device name
in the index file. You can change the default field name
(“Device”) as necessary.

* Counter/Start number/Number of digits
Select the [Enable] check box to include a counter in the
index file. When this is enabled, you can specify the
starting value and number of digits used for the counter.
You can change the default field name (“Counter”) as
necessary.

* File name
Select the [Enable] check box to include the file name in
the index file. You can change the default field name
(“FileName”) as necessary.
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* File size
Select the [Enable] check box to include the file size in
the index file. You can change the default field name
(“FileSize”) as necessary.

* Number of Pages
Select the [Enable] check box to include the number of
pages that are in the scanned image in the index file. You
can change the default field name (“PageNumber”) as
necessary.

* Destination path
Select the [Enable] check box to include the destination
path in the index file. You can change the default field
name (“Folder”) as necessary.

* Sheets
Select the [Enable] check box to include the number of
pages that are in the scanned image in the index file. You
can change the default field name (“SheetNumber”) as
necessary.

Chapter 5 Administrator Settings

1 Editing Users
You can change the settings of registered users.

1. Select a user, and then press [Edit] - [Modify].

° i Adninistrator Settings > User Adninitration
& administrator

Edt

asc | oer | ot | ke | mno | par | stu | wx| vz | oo |

1y poverc
() Power off 4 sack

The Edit screen appears.

2. Change the user settings, and then press [OK].

° Administrator Settings > User Administration > Edit
-

administrator

® Authentication Server ¥ Device

Name Authentication Server  Restriction Address  Job
et . o No Restriction
o <Default User> evice Restriction
o Delete
f usert Device Edit Edit
Restriction J Delete by server
No synchronization
o User2 Device N0 riction_Et | eait | oot
>
Import

»

= User name [usert

® Change password 2 Change Password
 Password (

= password(confirmation) |

= Mail Address (
(This address becomes ‘From' address.)

 SMTP / POP Before SMTP Authentication

® User name

® Change password o Change Password

 Password |

Custom file name Index settings

Ccancel oK
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For details on the settings, see “Registering New Users” on
p. 108.

Hint

* When editing <Default User>, the only setting that can be
changed in the user settings is the default setting for "Default
Address Book screen", "Default Job Button screen" or "Screen
after Login".

* When editing a user who was registered automatically by
server authentication, you can set the e-mail address in the
Edit screen.

* When “Use only Job Buttons” is enabled as a function
restriction, only “Job Button List” is displayed for the “Screen
after Login” setting.

Chapter 5 Administrator Settings

1 Restricting User Functions

You can restrict the functions available to a user.

@ wPoRTANT

If you restrict the functions of <Default User>, the functions are
applied to newly registered users and users registered
automatically by server authentication.

Hint
If multiple users are selected, function restrictions are set for all
selected users simultaneously.

1. Select a user, and then press [Edit] - [Restriction].

° i Adninistrator Settings > User Administration
& administrator N s
>

Name Authentication Server  Restriction Address  Job
No
o <oeftusers  Device N ton
e o
user . o | e
e Restrcton_fon | e | o
Yo Eaen
o User Device MO o e | e | |

Export

Import

asc | oer | ot | ke | mno | par | stu | wx| vz | oo |

1 Pover
() Power off 4 sack
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2. Set the function to restrict, and then press [OK].

P Administrator Settings > User Administration > Restriction
S, adninistrator

m User » Userl

= Use only Job Buttons

Yes | No
m Restriction to Send

[ Permit to send by E-mail | Permit to send to USB Memory

ﬂ Permit o send to Shared Folder ﬂ Permit o send to FAX
7 | pemittosendto TP | pemitto sendtoPriner
ﬂ Use direct FAX function
v 112
@ poweroff Cancel ok i

° Administrator Settings > User Administration > Restriction

S, adninistrator

m Restriction to Edit

7 | Permit to edit My Address Book o |EAEERIESE RS

| Permit o ecit My Job Button o [EEmUCHESEEE

m Restriction to Use

m Use Address registed in LDAP Server Yes | No
280 -~
d
(D Poweroff Cance o "

* Use only Job Buttons
Disable scanning from the Home screen and display the
Job Button screen when the user logs in.

* Restriction to Send
Restrict the destinations to which the scanner can send
images. Deselect a destination to disable it.

Chapter 5 Administrator Settings

* Restriction to Edit
Restrict the editing of address books and job buttons.

Deselect an address book or job button to disable editing
for it.

Hint
Configure this setting to make only the existing addresses and
job buttons available to the user.

¢ Restriction to Use
Restrict the use of the LDAP address book when use of
an address book server is enabled in see “Server
Settings” on p. 140.
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(1 Deleting Users

You can delete registered users. However, <Default User>
cannot be deleted.

1. Select a user, and then press [Edit] - [Delete].

° Administrator Settings > User Administration
S, adninistrator
New User
Modify ,
Authentication Server Restriction Address Job
No i
O <DefaultUsers  Device N triction
No Delete
f usen pevice Noctriction | o [\ =
sind
No
o user2 Device Notiction _ £ait | eait | toot
>
Import
et

»

nec | oer | GHi | k| mmo | por | stu | wx | vz | o9 |

< Back

@  Power off

A confirmation message appears.

2. Press [Yes].
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U Deleting by Server Synchronization
If the authentication server is enabled (See “Server

Settings” on p. 140), you can delete the users who are not
registered on the authentication server from the user list.

1. Press [Edit] - [Delete by Server Synchronization].

Administrator Settings > User Administration
& adninistrator

New User |

Moaty
Name

Authentication Server  Restriction Address Job
L) <Default User>  Device

No
Restriction

No ;

o Usert Device Restriction B9 | Edt [f by server
o Sinchro

o Userz Device Rostrcton et | _ea |

Import

Edit

ssc | o | o | x| ol ran | sru | wee| vz | os |

(H  Pover off

< Back

A confirmation message appears.

2. Press [Yes].
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J Exporting Users

You can save the user data to a specified folder.

(©] Hint
Export users when you wish to back up the users or move the

user data to a different server because you are, for example,
changing the server.

1. Select the users to export, and then press [Edit] -
[Export].

® i Administrator Settings > User Adnministration
&, adninistrator

New User ,
Modify
Authentication Server  Restriction Address  Job
T m Restction
o otues  Deice o on | Oz |
No Delete
et — o e | o
e Restriction ‘ | |
No —_—
o e Device Bcion o | e (T — ‘
.
]
en

»

nec | oer | GHi | k| mmo | por | stu | wx | vz | o9 |

I
) Poweroff o sack

The Export screen appears.

hapter 5 Administrator Settings

2. Enter the save location information.

° ~ Administrator Settings > User Administration > Export
& adninistrator
=l Hostnane]  comedin
test
= User name
= Password
= Domain / Workgroup
= Folder path Browse.
1y poverc
&) Laer Cancel oK J

Hint

* Press [Connection test] to check the connection for the
entered host name.

* Press [Browse] to display the Shared folder screen and then
specify the host and shared folder.

3. Press [OK].
Exporting starts.
When the process is complete, a message appears.

4. Press [Yes].
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1 Importing Users

You can import exported user data.

1. Press [Edit] - [Import].

Adnministrator Settings > User Administration

S, adninistrator
. New User ,‘
Modify ,‘
Authentication Server _Restriction _Address Job
L <DefaultUser>  Device T
No
o Usert Device Notiction _ £ait | eait | seee oy sene]
%o vonization
o Usen2 Device Notiction _ £ait | eait |

Edt
»

nsc | oer | GHi | sk | mno | par | stu [ wx | vz | o9

« Back

@  Power off

The Import screen appears.

2. Enter the necessary information for each item, and
then specify the exported user setting file.

Administrator Settings > User Administration > Import

 Comedin
test

o, administrator

 Host name

= User name
= Password
= Domain / Workgroup

= Users Setting file

Browse

= How to write data Overwritethefle v ‘

)  Power off

Cancel oK J
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Hint

¢ Press [Connection test] to check the connection for the
entered host name.

* Press [Browse] to display the Shared folder screen and then
specify the setting file.

. For “How to write data”, select the action to perform

when importing the user setting file.

 Overwrite the file: Deletes the currently registered users
and overwrites them with the imported user data.

* Abort sending: Cancels importing if there is any user
with the same name.

. Press [OK].

Importing starts.
When the process is complete, a message appears.

5. Press [Yes].
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3. Address Book Settings

Chapter 5 Administrator Settings

In “Address Book Settings” of the administrator settings, you can register entries in Shared Address Book available to all users.

° Administrator Settings > Address Book Settings.
S administrator
= Address Book type  Shared AddressBok | = Address type L Sharedfolder v
) Serverl WServerT¥share
(3 Server2 ¥¥Server2¥share
() SharedFolder ¥¥192.168.1.3¥SharedFolder N
Select/
unselect all
et
>
Detail Info
3
asc | oer | Gui | ke | o par | stu | wex | vz | o9 |
1y o
) poveroff a o

For details on the Address Book Settings screen, see

“6. Scanning Procedures” — “Address Selection Screen” on
p. 69.

Only Shared Address Book can be managed in this screen. To
manage My Address Book provided for each user, press the
[Edit] button in the address column of the user list in the User
Administration screen.

(1 Registering New Addresses

If an address to which you want to send an image file is not
registered in the address book, you can register a new
address.

For details on how to register a new address, see

“7. Registering and Editing Addresses” — “Registering a
New Address” on p. 78.

Hint

* The number of addresses that can be registered to Shared
Address Book (My Address Book) is up to 1,000 in
combination with the total number of addresses included in
Shared Job Button (My Job Button).

* Up to 100 addresses can be registered in a group.

* The available settings vary depending on the type of address (E-
mail, Shared folder, FTP Server, Fax, or Group).

1 Modifying Addresses

Modify an address when there is a send error because the
information of the transfer destination registered for the
address is wrong or has been changed.

For details on how to modify an address, see

“7. Registering and Editing Addresses” — “Modifying an
Address” on p. 83.
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1 Copying Addresses

You can copy addresses and register them as new
addresses.

For details on how to copy an address, see “7. Registering

and Editing Addresses” — “Copying an Address” on p. 84.

Hint

* Use this function when you want to copy an address in Shared
Address Book and register it as a different address after
changing some of the settings.

« In the individual user address book settings displayed by
pressing the [Edit] button in the address column in the user list
of the User Administration screen, you can copy addresses
between Shared Address Book and My Address Book.
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1 Deleting Addresses

You can delete registered addresses.

1. Select an address, and then press [Edit] - [Delete].

Administrator Settings > Address Book Settings

m Address Book type  Shared Address Book v = Address type = Shar¢

& administrator

et
84 Serverl WServerT¥share

L Server2 W¥Server2¥share
) SharedFolder ¥¥192.168.1.3¥SharedFolder

Import

Edt
»
Detail Info.
3

asc | oer | ot | ke | mno | par | stu | wx| vz | oo |

1 Pover
() Power off 4 sack

A confirmation message appears.
2. Press [Yes].
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(d Exporting Address Books

You can save the address book data to a specified folder.

(©) Hint

* You can open the saved CSV file with software that supports
CSV files such as spreadsheet software in order to check the
structure of the file.

¢ You can match the structure of a CSV file created in another
email client to that of a CSV file saved via address book

export, and then import the address book of the other email
client and use it on the ScanFront.

1. Press [Edit] - [Export].

° Administrator Settings > Address Book Settings
& administrator

m Address Book type  Shared AddressBook v = Address type ) Shart

New

Adgress Modify
) Serverl ¥Server1¥share
) Server2 ¥¥Server2¥share
) SharedFolder ¥¥192.168.1 ider

Export

Import

Edit

»

Detail Info.
3

asc | ok | Gl | kL | Mo | par | stu | wix | vz | oo

)  Power off P aace

The Export screen appears.

2. Enter the necessary information for each item.

° stra
& administrator

= Host name
= User name
= Password
= Domain / Workgroup

= Folder path

()  Pover off w
Hint
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Administrator Settings > Address Book Settings > Shared Address Book > Export

[ comeamn
test

——
——
—

[T sowse

oK

* Press [Connection test] to check the connection for the

entered host name.

* Press [Browse] to display the Shared folder screen and then

specify the host and shared folder.

3. Press [OK].
Exporting starts.

When the process is complete, a message appears.

4. Press [Yes].
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1 Importing Address Books

You can import exported address book data.

1. Press [Edit] - [Import].

S adninistrator

@  Power off

2. Enter the necessary information for each item, and

Adnministrator Settings > Address Book Settings.

= Address Book type  Shared AddressBook = Address type 3 Shart

Address
¥¥Server1¥share
¥¥Server2¥share
¥¥192.168.1.3¥SharedFolder

) Serverl
) Server2
) SharedFolder

nsc | oer | GHi | sk | mno | par | stu [ wx | vz | o9

« Back

then specify the exported user setting file.

S adninistrator

@  Power off

Adnministrator Settings > Address Book Settings > Shared Address Book > Import

[ comeaon
test

= Host name

m User name %
u Password (.
= Domain / Workroup —
= Address Book file [T sowse
= How to wrte data Replacesthewhle data
Cancel ok

Detail Info.
|

-
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Hint

¢ Press [Connection test] to check the connection for the
entered host name.

* Press [Browse] to display the Shared folder screen and then
specify the host and shared folder.

. For “How to write data”, select the action to perform

when importing the address book setting file.

* Replaces the whole data: Deletes all currently
registered address books and overwrites them with the
imported address book data.

» Appends data: Adds the imported address book data to
the currently registered address books.

. Press [OK].

Importing starts.
When the process is complete, a message appears.

5. Press [Yes].
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4. Job Button Settings

Chapter 5 Administrator Settings

In “Job Button Settings” of the administrator settings, you can register job buttons to Shared Job Button available to all users.

° Administrator Settings > Job Button Settings

& administrator

= Job Button Type Shared Job Button

Job Button name n
Document1
Other
Report1
Report2

ele|e(®

16) | oo an | o pon | stv | wwx| vz | oo

(@ Job Button Type
Manage Shared Job Button.
To manage My Job Button provided for each user, press
the [Edit] button in the job column of the user list in the
User Administration screen.
(@ Job Button List
Display the registered job buttons.
(3 [Select / unselect all] Button
Select all job buttons or clear all selected job buttons.
(@ [Edit] Button
Register new job buttons and edit job buttons.
(® [Detail Info.] Button
Display details on the job buttons.

® Jump Keys
Use these keys to find specific Job Buttons when there are
many Job Buttons displayed, for example.

(1 Registering New Job Buttons

You can register new job buttons.

1. Press [Edit] - [New Job Button].

° Administrator Settings > Job Button Settings
& administrator

= Job Button Type Shared Job Button

Job Button name
O Document!

o Other
o Reportl
o Report2 Export

The New Job Button screen appears.
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2. Enter the necessary information for each item, and

then press [OK].

Adnministrator Settings > Job Button Settings > Shared Job Button > New Job Button

S adninistrator
= Job Button name
= Color of Job Button Bue -
= When you select this Job Button Display Scan Setting Screen v
m Custom file name Settings Modify  »
= Scan/Delivery Options Modify  »
= Index settings Modify  »
O porot < e | oo | *

* Job Button name
Enter the job button name to display on the touch panel
of the scanner.

(] Hint
* Job buttons are sorted and displayed by job button name. If
you want to set to display job buttons in a particular order,
insert sequential letters or numbers before the name when
registering each job button. Ex.) 01_xxxx
* If you enter a job button name that is two lines long, the job
button display will be two lines long.
* Color of Job Button
Specify a color for the job button.
* When you select this Job Button
* Display Scan Setting Screen
Displays the Scan Setting screen when the job button is
pressed.
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* Skip Scan Setting Screen
Starts scanning without displaying the Scan Setting
screen when the job button is pressed.

@ MPORTANT

If you select [Skip Scan Setting Screen], scanning starts as
soon as the job button is pressed, regardless of whether or not
a document is inserted.
* Custom File Name Settings
Display the Custom file name Settings screen. (See
“Custom File Name Settings” on p. 126.)
* Scan/Delivery Options
Display the Scan / Send Settings screen. (See “Scan /
Send Settings” on p. 85.)

Hint

When you are registering a new job button, the following items
are not displayed in the “Send Settings” in the scan settings of
the Scan / Send Settings screen.
* File name
 Auto file name
¢ Send index file

¢ Index Settings
Display the Index settings screen. (See “Index Settings”
on p. 126.)
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Custom File Name Settings
Specify the method in which file names used for saving
scanned images are created.

Administrator Settings > Job Button Settings > Shared Job Button > New Job Button > Custom file name :

o, administrator

= File name [
w When you select this Job Skip the file name entry screen -
Button

= Add Date to File name mmddyyy v

)  Power off

* File name
Specify a name for the image file to be sent.
* When you select this Job Button
Specify whether the file name entry screen appears when
you start scanning with the job button.
* Add Date to File name
The scanner adds 17 digits that indicate the date and time
to the file name of the image to be sent.
Ex.) May 14, 2016, 3:40:30 p.m.
yyyymmdd: File name + 20160514154030123
mmddyyyy: File name + 05142016154030123
ddmmyyyy: File name + 14052016154030123
* The last three digits indicate the number of
milliseconds.
You can select [Custom] to configure additional file
name settings. The additional settings are identical to
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those in the “Custom File Name Settings” (see p. 110)
under User Administration.

Index Settings
Specify whether to attach metadata (index files) to scanned
images.

Administrator Settings > Job Button Settings > Shared Job Button > New Job Button > Index settings

S, adninistrator
Various information when the scanning is executed at the same time as transmitting the scanned
image file can be transitted as a file of the index of the i or csv form.
= Send index file oN OFF
= When you select this Job Button
power off cancel ox o

* Send index file
Select [ON] to send index files.
Index files are created according to the “Index Settings’
(see p. 112) configured under User Administration.

* When you select this Job Button
Specify whether the index string entry screen appears
when you start scanning with the job button.

i
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d Copying Job Buttons

You can copy job buttons and register them as new job

buttons.

Hint

* Use this function when you want to copy a job button in
Shared Job Button and register it as a different job button after
changing some of the settings.

« In the individual user job button settings displayed by pressing
the [Edit] button in the job column in the user list of the User
Administration screen, you can copy job buttons between
Shared Job Button and My Job Button.

1. Select the job button to copy, and then press [Edit] -

[Copy].

° istrato
& administrator

® Job Button Type

~  Documentl
Other
Report1
Report2

s|e|e

Administrator Settings > Job Button Settings

New Job

Shared Job Button Button >

Copy

Delete

Export

Import

Edt
»

Detail Info.
7

nsc | oee | arn | s | o] rn | s | wex| vz | o9

< Back

The Copy screen appears.

2. Press [OK].

S, adninistrator

poweroff

A duplicate job button with the same name as the copy

Chapter 5 Administrator Settings

Administrator Settings > Job Button Settings > Address Copy

= Copy to Shared Job Button

n
Document1 N
« cancel oK

source is created.

3. Change the name and settings of the copied job
button, and register it as a new job button.
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1 Editing Jobs

You can edit the settings of a registered job.

1. Select the job button to edit, and then press [Edit] -

[Modify].

& administrator

Administrator Settings > Job Button Settings

= Job Button Type Shared Job Button

ele|e|g

ng

Modify

Job Button name
Document1

Copy
Other —
Report1 Delete
Report2 Export
Import
Edit
»
Detail Info.
)

sac | oer | an | s Jwno] ran | stu | wwe| vz | os |

The Edit screen appears.

2. Change the job button settings, and then press [OK].

Administrator Settings > Job Button Settings > Shared Job Button > Edit

&, adninistrator

)  Power off

<

& Job Button name W

= Color of Job Button Pink v

= When you select this Job Button Display Scan Setting Screen v

= Custom file name Settings Modify  »

= Scan/Delivery Options Modify  »

® Index settings. Modify  »
= I
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For details on the settings, see “Registering New Job
Buttons” on p. 124.
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1 Exporting Job Buttons
You can save job button data to a specified folder as a file
in CSV format.
Export job buttons when you wish to back up the job
buttons or move the job button data to a different server
because you are, for example, changing the server.

1. Press [Edit] - [Export].

° Administrator Settings > Job Button Settings

& administrator
New Job

® Job Button Type Shared Job Button Button >

Modity

Document1

Copy

Other
Report1

Report2 ' Export l

Import

v|e|e|8

-

»

Detail Info.
v

nsc | oee | arn | s | o] rn | s | wex| vz | o9

< Back

The Export screen appears.
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2. Enter the necessary information for each item.

° ~ Administrator Settings > Job Button Settings > Shared Job Button > Export
& adninistrator
= Host name [ comeamn
test
= User name
= Password
= Domain / Workgroup
= Folder path Browse.
1y Power ¢
&) Laer Cancel oK J

Hint

* Press [Connection test] to check the connection for the
entered host name.

* Press [Browse] to display the Shared folder screen and then
specify the host and shared folder.

3. Press [OK].
Exporting starts.
When the process is complete, a message appears.

4. Press [Yes].
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1 Importing Job Buttons
You can import exported job button data to the ScanFront.
1. Press [Edit] - [Import].

° Administrator Settings > Job Button Settings.
& administrator

New Job
Shared Job Button Button >

® Job Button Type

Job Button name Modify >‘
Document1 i ‘
Other

Report! ‘

CACIC] )

Report2 e !

sac | oer | an | s Jwno] ran | stu | wwe| vz | os |

« Back

The Import screen appears.

2. Enter the necessary information for each item, and
then specify the exported job button setting file.

'Y Administrator Settings > Job Button Settings > Shared Job Button > Import
& adninistrator

 Host name

 Comedin
test

= User name (O

= Password %

= Domain / Workgroup -

= Job Buttons Setting file [7 _—

= How to write data Replaces the whole data -
() Poweroff w o >
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Hint

¢ Press [Connection test] to check the connection for the
entered host name.

* Press [Browse] to display the Shared folder screen and then
specify the host and shared folder.

. For “How to write data”, select the action to perform

when importing the job button setting file.

* Replaces the whole data: Deletes all currently
registered job buttons and overwrites them with the
imported job buttons.

» Appends data: Adds the imported job buttons to the
currently registered job buttons.

. Press [OK].

Importing starts.
When the process is complete, a message appears.

5. Press [Yes].
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5. Device Configuration

In the Device Configuration screen, you can configure the settings of the ScanFront scanner.

(@ Auto Logout

Devce Confuraton Set the duration after which auto logout is performed. (See
sdedten. () _ ® “Auto Logout” on p. 134.)
Newokseuns | Grogglaenne | paenmesats | (® ScanFront maintenance
"“a;““‘ J 5‘“""“"&5‘"“"” \ “"““{5"‘”’" J Display the ScanFront maintenance Mode screen. (See
SHPSelngs “Device Operation Screen” on p. 154.)
(® Format ScanFront
ae Clear all of the user information registered to the

ScanFront. (See “Initializing ScanFront” on p. 203.)
(@ SNMP Settings
Configure settings for using SNMP. (See “SNMP

Settings” on p. 134.)
@ Network Setting

Confirm or change the network settings configured on the

ScanFront scanner. (See “Network Setting” on p. 132.)
(@ Language/Timezone Settings

Set the display language for the touch panel of the

ScanFront, and the region in which the ScanFront will be

used. (See “Language/Timezone” on p. 133.)

@ mMPORTANT

The time zone setting also affects the time stamp of sent e-mail.
(@ Date/time settings

Set the date/time for the ScanFront scanner. (See “Date/

time settings” on p. 133.)
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(1 Network Setting
Configure the device name and IP address used for
connecting the ScanFront to a network (See “Network
Setting” on p. 35.)

@  Power off

(] istrato
& administrator

)  Power off

Administrator Settings > Device Configuration > Network Setting

= Device name [scanfrontaco jg:ggw
 IP address [
= Subnet mask [
= Default gateway [y
= MAC address ) —
Y, 112
Cancel ok J

Administrator Settings > Device Configuration > Network Setting

u DNS —— s
(Prinary) DNS server
u DNS ——
(Secondary)
nre
= Finary) S

o NTP
(Secondary)

cancel oK J
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@ wPoRTANT

Set a device name up to 15 characters long using a combination
of letters, numbers, and hyphens (-). A hyphen (-) cannot be
used at the end of the device name.
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(1 Language/Timezone
Confirm and change the display language and regional
settings of the ScanFront scanner.

Administrator Settings > Device Configuration > Language/Timezone

[ Language on the
0 ® device A [~]
(2) = Tinezone [ (6T +0%:00) Tokyo Tine

@ Enable daylight saving time

° -
& adninistrator

[~]

1y pone
& Poweroff Concel o« 7

(@ Language on the device
Set the display language for the ScanFront scanner.

@ wPoORTANT
The ScanFront must be restarted after changing the display
language.

® Time Zone
Set the region in which the ScanFront will be used.

(® Enable daylight saving time
Apply daylight saving time for the region set as the time
zone.
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@ wPoRTANT
* |f the correct time zone is not set, the time stamps that are
saved for the send times of e-mail messages and for the

saved image files will be incorrect.
* When daylight saving time is enabled, the correct time may

not be reflected. In this case, set the correct time.

(1 Date/time settings
Configure the date and time on the ScanFront scanner. The
date and time will be applied to custom file names, for

example.
o Administrator Settings > Device Configuration > Date/time
o, administrator
= Date fos [~] m =] [+]
- e 2 [~]
& Poweroff w oK J
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J Auto Logout 1 SNMP Settings
Set the scanner to automatically log users out after a Configure settings for managing ScanFront using
specified period of inactivity. SNMPv1 and SNMPv3.
2 e dministator Setings > DeiceCofiuration > Auto Losout The settings for SNMPv1 and SNMPv3 are reflected when
= you press the OK button on this screen.
" LwOaglgntg et @ Administrator Settings > Device Configuration > SNMP Settings
@l SI:Mg\Q: N
@l Sl:Mg:? N
B Losout
)  Power off cancel o o
@ wPoRTANT . E—

Auto logout is executed after the waiting time specified under SNMP i tocol fi itori d trolli
[Auto Logout] passes, even when operating the scanner without 1s‘ a p rotoco K or monttoring and controlling
any users registered. communication devices on a network based on a

management information database (called MIB), and can
be used to check the ScanFront status and error
information using a PC. The ScanFront supports SNMPv1
and SNMPv3 with enhanced security capabilities, and you
can use either or both. Set according to the purpose of use
and environment.

Hint
With SNMP management software, you can configure, monitor,

and control the ScanFront from a PC. For more information,
refer to your software’s instruction manual.
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(1 SNMPv1 Settings

Administrator Settings > Device Configuration > SNMPV1 Settings

S adninistrator
u SNMP Service oN | o
= SNMP Agent N
= SNMP Community Settings R
= SNMP Security ~ Auth trap. ON ‘ OFF
= SNMP Trap Settings N

! .

O Poweroff Gancel ok o

SNMPv1 determines the scope of communication with
information called community names, but these names are
passed on to the network in plain text, making them
vulnerable to security breach. If you need to ensure
security, disable SNMPv1 and use SNMPv3.

@ wPoRTANT

The [SNMP Agent] and [SNMP Security-Auth trap] settings are
common to SNMPv1 and SNMPv3. Changes to these settings
in SNMPv1 are reflected in SNMPv3, and vice versa. Other
settings can be configured independently for SNMPv1 and
SNMPv3.

SNMP Service
Set this to [ON] when using SNMPv1 .
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SNMP Agent

SNMP Agent

Location

cancel

Enter the installation location of the SNMP agent.
@ wPoRTANT

The same setting is reflected in SNMPv3.

SNMP Community Settings

Administrator Settings > Device Configuration > SNMPv1 Settings > SNMP Community Settings

S, adninistrator

Total count of communities:1

Community name  Receive host settings Receive host Community rights

Select /
Unselect all

Edit ‘
>

Detail Info
>

Pover off

< Back
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Displays the communities to which the SNMP hosts that
are allowed to send SNMP requests to the SNMP agent
belong.

To register a community for which SNMP requests are
allowed, press [Edit] - [New], and configure the
community name, receiving host, and community
privileges.

Administrator Settings > Device Configuration > SNMPV1 Settings > SNMP Community Settings > New

S adninistrator

= Community name (

= Receive host settings & Listed hosts

= Receive host list

[a][z

= Community rights m Reajwite |

To set multiple hosts, separate each item with a line feed.

" )
O Poweroff Gancel ok o

e Community name
Enter the community name (up to 32 characters:
alphanumeric and symbols “-” and “_" only).

* Receive host settings
When [All hosts] is selected, packets from all SNMP
hosts that belong to the community registered under
[SNMP Community Settings] will be accepted.

* Receive host list
When [Listed hosts] is selected for [Receive host
settings], enter the IP address of the host from which to
accept SNMP packets.

@ wPoRTANT

Be aware that “default” being included in the receiving host list
will be interpreted as all hosts being specified.

Hint

To change the registered community setting, select the
community in the [SNMP Settings] screen, press [Edit] -
[Modify], and change the setting in the [Modify] screen.
SNMP Security - Auth trap

When [ON] is selected and an SNMP request is received
from a community not registered under [SNMP
Community Settings], a message is sent to the trap
transmission destination.

@ wroRTANT
The same setting is reflected in SNMPv3.

SNMP Trap Settings

Administrator Settings > Device Configuration > SNMPV1 Settings > SNMP Trap Settings

S, adninistrator

Total count of communities:0

Community name Trap destinations

Select /
Unselect all

Edit ‘
>

Detail Info
>

& Power off < s

Displays the communities for which the SNMP traps are
configured.
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To register an SNMP trap, press [Edit] - [New], and
configure the transmission destination for the SNMP trap
and its community name.

@ wPoRTANT

The [SNMP Agent] and [SNMP Security-Auth trap] settings are
common to SNMPv1 and SNMPv3. Changes to these settings

:. admiistrator ‘Administrator Settings > Device Configuration > SNMPV1 Settings > SNMP Trap Settings > New il’l SNMPV1 are reﬂected in SNMPV3, and vice versa. Other
= Comnunty nane [ settings can be configured independently for SNMPv1 and
SNMPv3.
= Trap destinations. N SNMP Service
V| Set to [ON] when using SNMPv3.
SNMP Agent

SNMP Agent

To set multiple trap destinations, separate each item with a line feed.

@ Poweroff o | * 2l
(@ SNMPv3 Settings

Administrator Settings > Device Configuration > SNMPv3 Settings

Location 1

S adninistrator

= SNMP Service N | o Cancel
= SNMP Agent
m SNMP User Settings
m SNMP Security - Auth trap ON OFF
= SNMP Trap Settings Enter the installation location of the SNMP agent.
© wPORTANT
The same setting is reflected in SNMPv1.
@ poweroff — ok J

SNMPv3 enables network device management with strong
security capabilities.
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SNMP User Settings

° . . Adnministrator Settings > Device Configuration > SNMPV3 Settings > User Settings
&, adninistrator

Total count of users:0

User name User rights

Select/
unselect all

)  Power off

Shows the users available for SNMPv3.
Press [Edit] - [New] to register and set up a user.

Administrator Settings > Device Configuration > SNMPv3 Settings > User Settings > New

&, adninistrator

m User name (

= Authentication Algorithm wos v
- catic [
= Userrights Readony Read/wite
= Encryption Algorithm oes -
m Encryption Password
(D Poweroff Cancel oK J
* User name

Enter the user name (up to 32 characters: alphanumeric
and symbols “-” and “_" only). You cannot register a
user with the same name registered in [Trap Settings].
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 Authentication Algorithm
Specifies the encryption algorithm for the authentication
password. Select either [MD5] or [SHAT].

* Authentication Password
Enter the password to authenticate the user name (eight
to sixteen characters: alphanumeric and symbols “-”” and
“_” only).

* User rights
Choose whether the user name registered here shall have
read-only or both read and write access rights.

* Encryption Algorithm
Specifies the encryption algorithm for the encryption
password. Select either [DES] or [AES].

* Encryption Password
Enter the password used to encrypt transmitted and
received data (eight to sixteen characters: alphanumeric
and symbols “-” and “_" only).

SNMP Security - Auth trap

When set to [ON], if an SNMP request is received from a
user not registered in [SNMP User Settings], a message is
sent to the trap destination.

© vPORTANT
The same setting is reflected in SNMPv1.
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SNMP Trap Settings

® i Administrator Settings > Device Configuration > SNMPV3 Settings > Trap Settings
&, adninistrator
Total count of users:0

User name Trap destinations

Select/
unselect all

Edit
>
3
)  Power off < s
Shows users who can use the SNMP trap.
Press [Edit] - [New] to register and set up a user.
®  adniistrator Administrator Settings > Device Configuration > SNMPv3 Settings > Trap Settings > New
= User name [
= Authentication Algorithm DS - ‘
L] licatic [
= Trap destinations
= Encryption Algorithm oes |
= Encryption Password [
To set multiple trap destinations, separate each item with a line feed.
)  Power off Cancel ok r
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* User name
Enter the user name (up to 32 characters: alphanumeric
and symbols “-” and “_"" only). You cannot register a
user with the same name registered in [SNMP User
Settings].

* Authentication Algorithm
Specifies the encryption algorithm for the authentication
password. Select either [MD5] or [SHAT].

* Authentication Password
Enter the password to authenticate the user name (eight
to sixteen characters: alphanumeric and symbols “-”” and
“_” only).

* Trap destinations
Set the host(s) to which traps are sent. Be sure to set at
least one.

* Encryption Algorithm
Specifies the encryption algorithm for the encryption
password. Select either [DES] or [AES].

* Encryption Password
Enter the password used to encrypt transmitted and
received data (eight to sixteen characters: alphanumeric
and symbols “-” and “_” only).
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6. server Settings

In the Server Settings screen, you can configure mail server settings for sending images via e-mail, and settings for accessing a
network authentication server compatible with a directory service.

® FTP Server
Server etts Set the function for transferring a scan result log along
seecien. (7 ) ® with an image file during transfer to the FTP server. (See
= | £ | [cociheo| “FTP Server” on p. 145.)
M'ess:wm' ”P:W "””:WW ® HTTP proxy server
HPro Configure this if you want to use an HTTP proxy server
when sending files to the shared folder. (See “HTTP Proxy
- Server” on p. 146.)

@ FTP proxy
Configure the proxy server to use when connecting to an
external FTP server via an FTP proxy server. (See “FTP

@ E-mail Server Proxy Server” on p. 146.)

Set the mail server to be used for sending e-mail. (See
“E-mail Server” on p. 141.)

@ FAX
Set the Internet fax service provider to be used for sending
faxes. (See “FAX” on p. 142.)

(® Authentication Server
Set the domain server (authentication server) on which
user accounts have been registered with Active Directory.
(See “Authentication Server” on p. 143.)

(@ Address Book Server
Set these settings when using an LDAP server.
(See “Address Book Server” on p. 144.)
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1 E-mail Server

You can configure the mail server settings for sending e-
mail.

Hint

The ScanFront sends a large volume of data by e-mail. Make
sure you confirm the mail server settings with your e-mail
system administrator before configuring the settings.

° Administrator Settings > Server Settings > Mail Server

& administrator
 Protocol sute -

[ Comein
test

® Host Name(Address)

= Port number =
= Divided E-mail Size one |
icati POP before SMTP

D e i SMTP Pl |
= POP Server
= Port number (10
 Time of after POP. msec (Max:5000msec)

Autholization

* Protocol
Select the protocol to be used when sending by E-mail.
When performing encrypted communication, you can
select [SMTPS] or [STARTTLS].

Hint

* A certificate must be imported to use encrypted transmissions.
For details on certificates, see “Certificates” on p. 152.

¢ When [SMTPS] or [STARTTLS] is selected, only [SMTP
Authentication] can be used as the [Mail Server Authentication
Method].
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¢ Host Name(Address)
Enter the name or address of the SMTP server (for
sending e-mail messages).

Hint
Press [Connection test] to check the connection for the
entered host name.

* Port number
Change the port number if necessary. The standard port
number is 25.

* Divided E-mail Size
If the image file to be attached to an e-mail message is
too large to send, the file is divided into segments of the
specified size before being sent.

@ vPoRTANT

* Image files of 10 MB or larger cannot be sent in one piece.

« If the destination mail client does not support divided
attachments, it may not be possible to recombine the sent
segments into an image file. In such cases, turn off this
setting, and divide the scanned documents manually before
sending.

* Mail Server Authentication Method

Configure this setting based on the authentication

method of your mail server. For details on the mail server

authentication method, contact your e-mail system

administrator.

@ wPoRTANT

« |f other than [SMTP] is selected for the mail server
authentication method, the settings for authentication by the
mail server must be configured for each user. (See p. 109.)

« If you select other than [SMTP], be sure to register users.
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* When [POP before SMTP] is selected, make sure you
specify the host name (or address) and port number of the
POP server being used, and the wait time that follows POP
authentication.

¢ When [SMTP Authentication] is selected, an authentication
method with a high level of strength is selected automatically
from the SMTP authentication methods.

U FAX

Configure the following settings for the Internet fax
service you are using.

Adnministrator Settings > Server Settings > FAX
Set sending format specified by the provider for FAX.

= Provider name. (Not required.)

&, adninistrator

m User name (Not required.)
m Password 4 Register / Change password
(Not required.)
St sening fomat to To.Sublect of Messase for FAX.(n: FAX number, h: Provider name, u: User name,
W: Passwor
{ex.FAX namber@Provider name) %%
uTo
= Subject
= Message a
v
0 o
@ Poweroff J— o »‘

* Provider name
If you are using an Internet fax service and provider
name specification is necessary, enter the provider name
specified by your provider.

* User name
If you are using an Internet fax service and user
information specification is necessary, enter the user
name registered with your provider.
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* Password
To use the password of the user specified in [User name],
select [Change Password] and enter the password.

¢ To, Subject, and Message
Enter the e-mail address (To), subject, and message for e-
mails that will be sent to the Internet fax service.
If you enter the following input strings for these settings,
the strings will be replaced with the following
replacement strings when the fax is sent.

Input String Replacement String

Tn% Fax number that is regist.ered in F.he address book
and selected before sending the image file.

P%h% Provider name

Jou%e User name

Jopw %o Password

For example, the substitution strings that you enter will
be replaced as follows when the fax number is
“001112222”, the provider name is “FaxService”, and
the user name is “SFUser”.

Input String Replacement String

9on% @ Yoh % 001112222 @FaxService

Fax delivery
notification
(from %u%)

Fax delivery notification
(from SFUser)
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When using a domain server compatible with Active
Directory or OpenLDAP, you can log in to the ScanFront
with a user account registered on the domain server.

In the authentication server settings, you can register the
domain server to use as the authentication server. If the
account information includes e-mail addresses, you can
also configure the settings for referring to and registering
e-mail addresses.

You can register up to four authentication servers.

@ wPoORTANT

» After setting the authentication server, restart the ScanFront to
update its display.

* For details on using and setting an authentication server,
contact your server administrator.

Administrator Settings > Server Settings > Authentication Server

O A e ey Authenticaton Servr v

Enable authentication 1 Enable
server.

Use SSL Enable
Authentication Method

Search Base
(Ex.: cn=users,dc=country,dc=domain,ou=org_unit)

Host Name(Address)
Domain

Port number
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J Authentication Server

Administrator Settings > Server Settings > Authentication Server

[ X p——
&, administrator

User name.

Register / Change password | Enable

Cancel oK >

* Authentication Server
Select the authentication server to set.
* Enable authentication server
Select this check box to permit users registered on the
authentication server to log in.
e Use SSL
Select this check box to use SSL to communicate with
the Authentication Server.
* Authentication Method
Select one of the following based on the directory service
used by the authentication server.
« Select [Simple] if the directory service used by the
authentication server is OpenLDAP.
* Select [Active Directory] if the directory service used
by the authentication server is Active Directory.
* Search Base
Enter the search base for referring to e-mail addresses
registered on the authentication server.
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@ wPoRTANT

For details on the strings to enter for the search base, contact
your system administrator.

* Host Name(Address)
Enter the host name or IP address of the authentication
server.

Hint
* If you select [Active Directory] as the [Authentication
Method], enter the full domain name (FQDN) instead of the
IP address. It will not work with an IP address.
¢ Press [Connection test] to check the connection for the
entered host name.
* Domain
Enter a domain name supported by Active Directory.
* Port number
Enter the port number used for the LDAP protocol. The
standard port number is 389.

Hint

The standard port number will be 636 when [Use SSL] is

enabled.

* User name
When using the authentication server as an address book
server, enter a user name for referring to e-mail
addresses.

* Register / Change password
When you want to set a password for the above user,
select the check box and then enter a password.

Chapter 5 Administrator Settings

Hint
Changing the password updates the password information

saved on the ScanFront, but does not alter the password
registered on the server.

When server authentication is set, a list box for selecting
device authentication or server authentication is added to
the login screen.

(J Address Book Server

When using an address book server (LDAP server), select
the server and enter all of the settings if the authentication
server and address book server are different.

For details on the settings, see “Authentication Server” on
p. 143.

Hint
When using an address book server that is different from the
authentication server, select [Anonymous] for [Authentication
Method].
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Q e setns > erverSettines > sarer 1 FTP Server

Addrss Book Srver s s M You can use the function for transferring a scan result log
= Adress Bk SrerSeting = - along with an image file during transfer to the FTP server.
 Use SSL | Enable

When this function is enabled, a scan result log with the

same file name as the image file is transferred to the same

s E— Y FTP folder as the image file. The extension for the log file
. chsusersdc=country de=donainu=org_uni

Fo— 5
= Host Name(Address) 1S .lOg .

u Authentication Method

= Search Base

= Domain Administrator Settings > Server Settings > FTP server

S, adninistrator

m Make "End-of-Batch"log file = Enable

Description:
d) Power Off Cancel oK > meei'nl‘fgg;gltﬂatch" log file(.log) will be created in the same directory with the same file name as

Administrator Settings > Server Settings > Address Book Server

o, administrator
= Port number
u User name
u Password ) Register / Change password
1y Powe
) Power off concel o .
22 a
) Power off e o >
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(1 HTTP Proxy Server

Configure the proxy server to use when using an HTTP
proxy server to connect to an external network (see p. 79)
when sending files to the shared folder.

S adninistrator

Administrator Settings > Server Settings > HTTP proxy server

= HTTP proxy server [

= Port number [

" .
O Power off < Cancel

Chapter 5 Administrator Settings

1 FTP Proxy Server

Configure the proxy server to use when traversing a
firewall to connect to an external FTP server via an FTP
proxy server. (See p. 146.)

Hint

* To connect via an FTP proxy server, the [Enable] check box
for [Use FTP proxy] must be selected in the FTP address
registration screen (see p. 81).

* Proxy servers that require user names and passwords are not
supported.

° Adninistrator Settings > Server Settings > FTP proxy.
& administrator
Connecti
= Host Name(Address) (Comedin
= Port number ———————
1 Power 0
@ Power off Cancel o g

* Host Name (Address)
Enter the FTP proxy server’s address.
* Port number
Enter the FTP proxy server’s port number.
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7. System Settings

In the System Settings screen, you can back up and restore the setting information of ScanFront.
The Error Export log and ScanFront can be upgraded when ScanFront is accessed from a web browser in an external terminal. See
“Accessing from an External Terminal’s Web Browser” on p. 157 or “Displaying the Web Menu” on p. 176 for details about the

access method.

(® Export Error Log

System Setings Export the Error Log. This is displayed when accessing
e from a web browser in an external terminal. (See “Export
BT Error Log” on p. 149.)
J":"‘”“’ et @ Version Info.
Display the version information of the OS and modules of
the ScanFront.
o ® Version Up

Upgrade the ScanFront version. This is displayed when
accessing from a web browser in an external terminal. (See
“Version Up” on p. 149.)

(1 Backup All Settings
Back up the ScanFront settings. (See “Backing Up All
Settings” on p. 148.)
The following settings are not backed up.
* [P address

* Device name
* Touch panel adjustment values
@ Restore All Settings
Restore the ScanFront settings. (See “Restoring All
Settings” on p. 148.)
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(1 Backing Up All Settings 3. Press [OK].
Backing up starts.
When the process is complete, a message appears.

4. Press [Yes].

You can back up the ScanFront settings.

@ wPoRTANT

The following settings are not included in the backup data
because they are specific to the ScanFront. . .
« IP address (1 Restoring All Settings
* Device name You can restore backed up data to the ScanFront.
¢ Touch panel adjustment values

@ vPoRTANT

Set [Allow remote operation] (see p. 156) to [ON] before
performing restoration. If this is not set to [ON] before
2. Enter the save location information. restoration, information for certain settings, including the
language, time zone, and SNMP, will not be applied.

1. Press [Backup All Settings].
The Backup screen appears.

Administrator Settings > System Settings > Back up.

S adninistrator

e e 1. Press [Restore All Settings].
o User nane —— The Restore screen appears.
= Fassord T 2. Enter the save location information, and then specify
aDonan/Worsrow [ the backed up data.
u Folder path [ bows | © wrneianr Administrator Settings > System Settings > Restore
- O s [ Jen=e
= User name
= Password [—
& roneroft — o = Domain /Workgrou [
= File nane o |
Hint
* Press [Connection test] to check the connection for the
entered host name.
* Press [Browse] to display the Shared folder screen and then 1y Povero
specif)E the hos?t and spha)r,ed folder. ot . —_
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Hint ®  admiistrator Administrator Settings > System Settings > Version information
. . = Web application » 09.1510.2101
* Press [Connection test] to check the connection for the A TreTES | o
entered host name. = Totalregistered Addresses » 11
* Press [Browse] to display the Shared folder screen and then DEERESEER 00
specify the backed up file. & 05 version » 101151021001
= Web service » 09.140

3. Press [OK].

Restoring starts.

When the process is complete, a message appears.
4. Press [Yes].

poweroff
© Canon Electronics Inc. 2015

1 Export Error Log

Save all system trouble information as a ZIP file to any [ Version Up
location on the external terminal.
Hint it.
 This is displayed when accessing from a web browser in an 3 wi
external terminal. '_'I'“'t . .
« When [Export Error Log] is clicked, the screen of the specified This is displayed when accessing from a web browser in an
location is displayed. external terminal.

Administrator Settings > System Settings > Version Up.

Use the Version Up file uploaded to the scanner to upgrade

1 Version Information
You can display the version information of the modules

used by the ScanFront.

@ wPoRTANT

If the ScanFront malfunctions, the version information will be
required when you contact the support service.

» Device SFO0RSH0bS -

= Update File £

Cancel oK J
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@ wPoORTANT
* Always back up the ScanFront's data before upgrading the
version.

* The version upgrade process will take some time. After
starting the process, do not touch the ScanFront until after it
has restarted.

« |f the network communication speed is slow, a timeout may
occur and the version update may fail.
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8. System Administration

In the System Administration screen, you can configure the login screen and display language settings, perform a network test, and
configure the password and mail address settings for the administrator.

(1 Administrator Settings

i You can set the password and mail address of the
Select item. @ @ @ L.
administrator.

Login type setting Network test ‘ Administrator Settings

System administration

Settings > Systs inistration > Admini Settings.

S, adninistrator

= Adniistrator Passtord < Change Passtord
New Passtord [

New Password(Confirmation) |

= Administrator Address [

(@ Login type setting
Set the user login screen type. (See “Screen after Login’

s

(H  Pover off Cancel o
on p. 109.) AN —
@ Network test * Administrator Password
Confirm whether the ScanFront can communicate with If you want to change the administrator password, select
other devices on the network. (See “Network Test” on the [Change Password] check box and then enter a new
p-39) password.
(® Administrator Settings ¢ Administrator Address
Set the administrator password for logging in to the Register the administrator e-mail address.
Administrator Settings screen. (See “Configuring 0 IMPORTANT

Administrator Settings” on p. 34.
& P ) When a sent e-mail message results in an error due to, for example,

an incorrect e-mail address, an error notification is delivered from
the mail server to the e-mail address of the administrator.
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9. Certificates

Displays certificates imported to ScanFront. (1 Delete Certificates
JORERRE otrsetinos 2 Crtiates 1. Select the certificate to be deleted in the certificate
list screen.

5 2. Press [Delete].

Select/
unselect all

Edit

»

Detail Info.

»

The certificates imported to the ScanFront for using the
following transmission protocols is displayed.

LDAP, SMTPS, STARTTLS, FTPS (Explicit mode /Implicit
mode), and WebDAYV over SSL

@ wPoRTANT

To import certificates, access ScanFront from a web browser in

an external terminal, open the certificates screen, and then

import by the displayed [Import Cert.].

Hint

* See “Accessing from an External Terminal’s Web Browser” on
p. 157 or “Displaying the Web Menu” on p. 176 for details
about how to access from a web browser in an external

terminal.

* To import a certificate, the certificate file must conform to the
X.509 format.

* Up to 50 certificates can be imported.
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10.private Key

Chapter 5 Administrator Settings

Displays the private keys registered to ScanFront.

° Administrator Settings > Private Key.
& administrator

 Private Key. unregistered  Delete

® poveroft o

The private key is used when sending scanned images using
SFTP. Use this menu to select the private key used in
combination with the public key that were registered for
public authentication of the SFTP server.

@ wPoORTANT

To register private keys, access ScanFront from a web browser
in an external terminal, open the private key screen, and then
specify the private key file from the displayed [File name].

Hint

* See “Accessing from an External Terminal’s Web Browser” on
p. 157 or “Displaying the Web Menu” on p. 176 for details
about how to access from a web browser in an external
terminal.

* Only 1 Private Key can be registered.

(1 Delete Private Key
When [Delete] is pressed, the Private Key is deleted.
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11. Device Operation Screen

Chapter 5 Administrator Settings

You can configure the display off setting, reset the roller counter, and configure the password.
The Device Operation screen can be displayed from the Device Configuration screen of the Administrator Settings. (See p. 131.)

Device Operation

Select item.

Device detail settings | Roller counter reset

Password setting }‘

web application mode »

Touch panel
IEEEB02. 1X setting | ‘adjl@emiy

Close

(1 Device detail settings
Configure the display off setting, configure the low power
mode setting, and adjust the compression ratio of the
scanner driver.

@ Roller counter reset
Reset the counter after replacing the feed roller when the
scanner no longer feeds properly. (See “2. Replacing the
Rollers” — “Checking the Page Count and Resetting the
Counter” on p. 189.)

(® Password setting
Set the password for restricting the display of the
ScanFront maintenance screen. (See “Setting a Password”
on p. 156.)

(@ To the Web application mode
Switch to Web Application Mode. Use this function when
using the scanner in conjunction with an external Web
Application Server.

@ wPoRTANT

Do not use this button to switch the scanner to Web Application
Mode when using the scanner as a standalone unit. If you want
to switch to Web Application Mode and use the scanner in that
mode, contact your dealer.

(® IEEE802.1X setting
Configure these settings when using IEEE802.1X
authentication for network connections. (See
“IEEE802.1X setting” on p. 157.)

(® Touch panel adjustment
If the positions that you touch on the touch panel deviate
from the positions that respond to your touch, adjust the
touch panel.
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U Device detail settings

Device detail settings

Set the device detail settings.

= Adjust the wait time until the After 5 minutes v
display automatically turns off.

“""“"YE;iﬁ?giﬁ\g%iggﬁg%‘igﬁ Ifﬁé"fc’ré’efrf" (T = mgotwnsrﬁg;:neumil the After 12 minutes v
= Allow remote operation. ON | OFF
® Reduction ratio adjustment (%) low | ===@——= high

0.0
Cancel OK o
Hint
« You have to log in to the device again after performing [Touch ¢ Adjust the wait time until the display automatically
panel adjustment]. turns off.

¢ Depending on the device you are using, [Touch panel
adjustment] may not be displayed. In this case, the touch
panel is automatically adjusted.

Set the ScanFront to turn off the touch panel display after
a specified period of inactivity.

© wPORTANT
After the display off function turns off the panel display, you
can restore the display by touching the panel.

¢ Adjust the wait time until the Low Power Mode.
Set the scanner to switch to Low Power mode after a
specified period of inactivity.

© vPoRTANT

* When the scanner switches to Low Power mode, the touch
panel display turns off and the power button flashes. To
switch out of Low Power mode, press the power button.
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* Note that if the scanner transitions to Low Power mode when
the placed documents run out after scanning is started, or
scanning is suspended because of a paper jam or double
feed, all the images that were scanned prior to the
suspending of scanning and that were not yet transmitted
are discarded.

You will not be able to operate the scannerimmediately after
power is restored from Low Power mode. Operation will be
enabled after about 15 seconds, so please wait a moment
before attempting operation.

Transitioning to Low Power mode disables bus power to
connected USB devices. If a device is not recognized after
restoring power from Low Power mode, disconnect the
device before Low Power mode is activated again.

Allow remote operation.

Set this to [ON] to allow access to the ScanFront from an
external terminal via a web browser or ScanFront
Administration Tool for SF400. (See p. 157.)

@ mMPORTANT

When [Allow remote operation] is set to [ON], remote
operation will be possible without password entry. To ensure
security, we recommend configuring a password for the
device in the [Password setting] screen.

Reduction ratio adjustment (%)

When the feed roller is worn, scanned images may
appear stretched in the vertical direction. In such cases,
using the [Reduction ratio adjustment] function may
reduce the stretching. The specifiable range for the
adjustment value is -3.0% to 3.0%.

Chapter 5 Administrator Settings

[ Setting a Password
Set the password for restricting the display of the
ScanFront maintenance screen.
If you set a password, password confirmation is performed
when displaying the ScanFront maintenance screen.
Password setting

Enter the device password.

= Device password

Current password
New Password
New Password(Confirmation)
Cancel oK

Hint

¢ In the initial state, the password is set to the character string
printed in the password field on the rear label of the device.
However, some devices do not have a password field. In this
case, no password has been set.

* Device passwords protect data related to device management
such as device IP address, time zone, and server URL in Web
application mode.

@ wPoRTANT

* The device password may also be required on the
Administrator Settings screen.

* Device with a password filed on the rear label has an initial
default password already registered. If a password has been
set, the initial state of [Allow remote operation.] is [ON].
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(1 IEEE802.1X setting

When using IEEE802.1X authentication, specify the
authentication method and configure its settings.
IEEEB02.1X setting

® IEEEB02.1X authentication

ON | OFF
EAP-TTLS v

= Protocol

—
—————

Import Delete
Import Delete

MSCHAPV2 v

Login name
Password
CA Certificate

Unregistered

Client Certificate Unregistered

TILS internal protocol

Cancel oK J

 [IEEE802.1X authentication
Set this to [ON] to enable selection of an authentication
method (EAP-TLS, EAP-TTLS, PEAP).
Select [EAP-TLS], [EAP-TTLS], or [PEAP], and
configure the necessary settings.

* Login name
Enter the login name required for authentication.

* Password
When either [EAP-TTLS] or [PEAP] is selected, enter
the password associated with the login name.

Chapter 5 Administrator Settings

* CA Certificate
When either [EAP-TLS] or [PEAP] is selected, import
the CA certificate used for authentication.
Save the CA certificate file (ca_cert.cer) to the root
directory of the USB memory device, and press [Import]
after connecting it to the scanner to import the certificate
file. To update a CA certificate file, press [Delete] to
delete the registered certificate file, and import the new
file.

¢ Client Certificate
When [EAP-TLS] is selected, import the client
certificate used for authentication.
Save the client certificate file (cli_cert.pfx) to the root
directory of the USB memory device, and press [Import]
after connecting it to the scanner to import the certificate
file. To update a client certificate file, press [Delete] to
delete the registered certificate file, and import the new
file.

¢ TTLS internal protocol
When [EAP-TTLS] is selected, specify the internal
protocol (MSCHAPv2 or PAP) to be used.

1 Accessing from an External Terminal’s
Web Browser

You can access the ScanFront from an external terminal's
web browser to register users, addresses, and jobs,
configure device settings, and perform other operations.

1. Set [Allow remote operation] to [ON]. (See p. 156.)
2. Start the web browser on the external terminal.
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3. Enter the following URL to access the ScanFront.

http://xxx.xxx.xxx.xxx:50080/
* Enter the ScanFront's IP address for "xxx.xxx.xxx.xxx". The
port number follows the “:” (colon).

Hint

¢ When communicating by SSL,
enter "https://xxx.xxX.xxx.xxx:50443/".

¢ When using SSL communication, be sure to import the proper
server certificate using ScanFront Administration Tool for
SF400 (see p. 177). Depending on the web browser
operation, failure to import the certificate may result in
improper menu functioning.

¢ The port number can be changed using ScanFront
Administration Tool for SF400. For details, see [Change the
port number and the LXC status] (see p. 178).

The ScanFront login screen appears.

@ wPoRTANT

If an external terminal enters sleep mode while access to the
ScanFront is in progress, a false notification indicating that
scanning is in progress may be sent. Before entering sleep
mode or stepping away while automatic sleep mode is enabled
on an external terminal, be sure to close the web browser that
is accessing the ScanFront.

Hint

* Export of operation logs can only be performed from an
external terminal's web browser.

* While accessing the scanner from an external terminal's web
browser, you can select the terminal's storage as the
download destination or upload source for files. As a result,

Chapter 5 Administrator Settings

the dialog boxes that appear when operating the following

screens will differ from those that appear on the scanner.

- The [Export] and [Import] screens of the [User
Administration], [Address Book Settings] and [Job Button
Settings]

- The [Backup] and [Restore] screens of the [System Settings]

While accessing the scanner from an external terminal's web

browser, some of the setting items that appear in the

Administrator Settings screen will differ from those that appear

on the scanner.

- Items that do not appear when accessing the scanner from
an external terminal's web browser:

[ScanFront Maintenance] and [Format ScanFront] under
[Device Configuration]

[OS version] and [Web service] under [System Settings] -
[Version Info]

- Items that only appear when accessing the scanner from an

external terminal's web browser:

[Importing certificates] in [Certificates]

[File name] of [Private Key]

[Export Error Log] and [Version Up] in [System Settings]
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1. user Settings

In “User Settings”, you can change the information of a user logged in by device authentication.

srstins (@ Show Operation History
Select . Displays the operation history of logged in users.

©) Hint

s ok | When history is selected and [Detailed info] is pressed, detailed

JobButton settings show Operation history information is displayed.

Back > ‘

@ User Administration (See “User Administration” on
p. 161.)
Change the user settings.

(@ Address Book Settings (See “Address Book Settings”
onp. 163.)
Register and manage entries in Shared Address Book
available to all users and My Address Book provided for
each user.

(® Job Button Settings (See “Job Button Settings” on
p. 165.)
Register and manage job buttons in Shared Job Button
available to all users and My Job Button provided for each
user.
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2. User Administration

Chapter 6 User Settings

In the User Administration screen, you can edit the user information.

User Settings > User Administration

® Authentication Server ¥ Device

® User name. [usert
® Change password 1 Change Password
= Password
= Password(confirmation)
® Mail Address (
(This address becomes 'From' address.)
= SMTP / POP Before SMTP Authentication
= User name
£ Administrator ® Change password J Change Password
sett
— = Password |
B tosout Custom file name Index settings
v 12
1) powerc
O rowsrart e R
° User Settings > User Administration
o Usent
= Default Address Book screen Wy Address ook v
@ Home = Default Job Button screen Wy Job Button v
m Screen after Login Home. v
22 Job Buttors
= Send to my mailbox Yes | Mo
£ Administrator
Setting
B Losout
212 a
O poneroff Cancel oK J
* User name

Displays the registered user name. To change the user
name, contact the administrator.

¢ Change password
Select the [Change password] check box, and then enter
the new password in the Password field and then enter it
again in the Confirmation password field.

* Mail Address
Displays the registered mail address. To change the mail
address, contact the administrator.

* SMTP/POP Before SMTP Authentication
This is displayed when the administrator has set “Mail
Server Authentication Method” to other than [SMTP] in
the mail server settings (see p. 141). Enter the user name
and password that will be used for authentication by the
mail server.

© mPORTANT

* When entering a password, select the [Change Password]
check box before entry.

* For a user logged in by server authentication, an e-mail
address may not be registered. For details on the mail
address setting, contact your administrator.

* Default Address Book screen

Select whether to display [My Address Book] or [Shared

Address Book] when opening the [Address selection]

screen from the Home screen.
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* Default Job Button screen
Select whether to display "My Job Button" or "Shared
Job Button" when the Job Button Screen is displayed
after login.

* Screen after Login
Select “Home screen” or “Job Button screen” for the
initial screen to display after the user logs in.

© MPORTANT

* The setting for the initial screen after login also affects which
screen appears after a scanned image is sent. (See “8. Scan
/ Send Settings” — “Send Settings” on p. 85.)
¢ |If the administrator has restricted use of the Home screen,
only [Job Button screen] is displayed for the “Screen after
Login” setting. For details, contact your administrator.
* Send to my mailbox
Set this to [Yes] to display the email address of the
logged in user in the address book.
If an email address is set for the user, the user’s email
address will be displayed even if it has not been
registered in the address book.
The user’s email address is displayed at the very top of
the address list.
* Custom file name
Display the Custom file name Settings screen. (See
“Custom File Name Settings” on p. 110.)
* Index settings
Display the Index settings screen. (See “Index Settings”
onp. 112.)
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3. Address Book Settings

In “Address Book Settings” of the user settings, you can register entries in Shared Address Book available to all users and My
Address Book provided for each user.

:. User! User Settings > Address Book Settings 0 IMPORTANT
() one e EEE e HANEEERY If the administrator has restricted editing of address books, the
Adress address book settings will be as follows. For details, contact your
-.:j ) g E::\:DA g‘?:r'\‘::::g\:r:ee;tvserverzﬁhare.usen»- administrator.
- gl e * If editing is restricted for only one of My Address Book and Shared
= Usert usr1 @samplecom s Address Book, it is only possible to copy addresses from the
= ez ser2esanpe con s restricted address book and paste them into the unrestricted
= . address book.
m * If editing is restricted for both My Address Book and Shared
B Losout sac | om | ow | . uvo] ron | 510w vz | 03] Address Book, the [Edit] button is not available.
) oweroft - o :. User! User Settings > Address Book Settings
Q u AddressBooktye MAessBok v | mAddesstpe YA |

(2 one

For details on the Address Book Settings screen, see L .

“6. Scanning Procedures” — “Address Selection Screen” on 2 servert server T¥fodertdocunents
) Server2 ¥server2¥folder¥documents

p- 69. =) user] userl @example.com

Select/
unselect all

L% Administrator
setting

Detail Info.
7

B Losout
asc | oer | Ghi | k| mno | par | sy | wx| vz | oo |

()  Power off P aace
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(1 Registering New Addresses

If an address to which you want to send an image file is not
registered in the address book, you can register a new
address.

For details on how to register a new address, see

“7. Registering and Editing Addresses” — “Registering a
New Address” on p. 78.

Hint

* The number of addresses that can be registered to Shared
Address Book (My Address Book) is up to 1,000 in
combination with the total number of addresses included in
Shared Job Button (My Job Button).

* For the number mentioned above, the count for a group is the
number of addresses registered to the group (maximum of 99
addresses) plus the group name, so a group with 99
addresses registered to it is counted as having 100
addresses.

¢ The available settings vary depending on the type of address (E-
mail, Shared folder, FTP Server, Fax, or Group).

J Modifying Addresses

Modify an address when there is a send error because the
information of the transfer destination registered for the
address is wrong or has been changed.

For details on how to modify an address, see

“7. Registering and Editing Addresses” — “Modifying an
Address” on p. 83.

Chapter 6 User Settings

[ Copying Addresses

You can copy addresses and register them as new
addresses.

For details on how to copy an address, see “7. Registering
and Editing Addresses” — “Copying an Address” on p. 84.

Hint
Use this function when you want to copy an address between

Shared Address Book and My Address Book and register it as
a different address after changing some of the settings.
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4. Job Button Settings
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In “Job Button Settings” of the user settings, you can register job buttons to Shared Job Button available to all users and My Job

Button provided for each user.

User Settings > Job Button Settings.

® o
- User1
@ Home = Job Button Type yJob utton =
Job Button name n
) Document1
@2 Job Button :
= o Other
o Reportl v
9 Report2
Select /
unselect all
@=
»
3

(@ Job Button Type
Select the type of job button to edit (Shared Job Button or
My Job Button).
(@ Job Button List
Displays the registered job buttons.
(3 [Select / unselect all] Button
Select all job buttons or clear all selected job buttons.
@ [Edit] Button
Register new job buttons and edit job buttons.
(® [Detail Info.] Button
Display details on the job buttons.

® Jump Keys
Use these keys to find specific Job Buttons when there are
many Job Buttons displayed, for example.

(1 Registering New Job Buttons

You can register new job buttons.

For details on how to register new job buttons, see
“Registering New Job Buttons” on p. 124 in
“Administrator Settings”.

1 Copying Job Buttons

You can copy job buttons and register them as new job
buttons.

For details on how to copy job buttons, see “Copying Job
Buttons” on p. 127 in “Administrator Settings”.

Hint
In the job button settings of the user settings, you can select the

type of job button of the destination in the Specify Destination
and Confirmation screen.
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1 Editing Jobs
You can edit the settings of a registered job button.
For details on how to edit job buttons, see “Editing Jobs”

on p. 128 in “Administrator Settings”.

1 Exporting Job Buttons
You can save job button data to a specified folder as a file
in DAT format.

For details on how to export job buttons, see “Exporting
Job Buttons” on p. 129 in “Administrator Settings”.

1 Importing Job Buttons
You can import exported job button data to the ScanFront.
For details on how to import job buttons, see “Importing
Job Buttons” on p. 130 in “Administrator Settings”.

Chapter 6 User Settings
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1. About ScanFront Administration Tool for SF400

ScanFront Administration Tool for SF400 is software that allows you to manage multiple ScanFront scanners at one time. To use
this software, install it on a computer connected to the same network as the ScanFront scanners.

@ vPORTANT

Set [Allow remote operation] (see p. 156) to [ON] before using
ScanFront Administration Tool for SF400.

When using ScanFront Administration Tool for SF400, the
following operations can be performed for ScanFront
scanners on the same network.

@ Checking the current status of the ScanFront and
network configuration information

® Configuring the ScanFront

® Checking connections

® Updating software

@ Backing up and restoring configuration data

® Importing and exporting user data

Hint
When using ScanFront Administration Tool for SF400, make
sure to match the date and time settings on the computer and
ScanFront 400. Configure the date and time settings on the

computer and ScanFront so that the settings on both match
when converted to Greenwich Mean Time.
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2. Installing ScanFront Administration Tool for SF400

1 System Requirements

Install ScanFront Administration Tool for SF400 on a

computer that is connected to the same network as the

ScanFront scanners, and that meets the following

requirements.

Operating System

@ Microsoft Windows Server 2008 R2 Service
Pack 1 or later (64 bit)

@ Microsoft Windows Server 2012 R2 (64 bit)

® Microsoft Windows Server 2016 (64 bit)

® Microsoft Windows Server 2019 (64 bit)

@® Microsoft Windows 7 Service Pack 1 or later
(32 bit/64 bit)

® Windows 8.1 (32 bit/64 bit)

® Windows 10 (32 bit/64 bit)

This is the environment as of December 2018.

For the latest software support information, go to the
Products page on the Canon website.

Other:

® .NET Framework 4.5 or later

(1 Installation

1. Insert the instructions and utilities CD-ROM in the
computer's CD/DVD/BD drive.

2. Start the ScanFront Administration Tool for SF400
installer.
Use Windows Explorer, for example, to locate the installer
in the following folder on the disc, and double-click the
installer to start it.
Q: \AdministrationTool\setup.exe (“Q” is the letter
assignment for the disc drive)

3. Click [Next].

15! ScanFront Administration Tool for SFAQ0 - InstallShield Wizard

Welcome to the Installshield Wizard for
ScanFront Administration Tool for SF400

The InstaliShield R) Wizard wil install ScanFront Admiristration
Tool for SF400 on your computer. To continue, dick Next.

WARNING: This program is protected by copyright law and
international treaties.

N )
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4. Select “l accept the terms in the license agreement” 6. Click [Finish].
and then click [Next].

InstaliShield Wizard Completed

Please read the folowing Icense agreement carefuly. The InstalShield Wizard hs successfully installed Scanfrant
Administration Tool for SF400. Click Finish to exit the wizard.

Canon Electronics Inc. SOFTWARE LIGENSE AGREEMENT o
IMPORTANT - PLEASE READ THIS BEFORE USING

This is a legally-binding license agreement between you and Canon
Electronics Inc., having its place of business at 1248 Shimokagemor,
Chichibu=shi, Saitama 365-1852, Japan (“CEI"), with respect to
software and Its associated electronic or online manuals, text, image,
lsraphic, and other data, if any, which are provided to vou with this ™

(o accei e e i B ceree agresment)

100 not aCCEpt the (RS I the icense agreement

<Back ['[ Finish ]] Cancel
|\

InstalShield

= () .

©o

Click [Install].

ScanFront Administration Tool for SF400 - InstalShield Wizard

Ready to Install the Program
The wizard is ready to begin installation.

Click Install to begin the installation.

IF you want to review or change any of your installation settings, cick Back. Click Cancel to
exit the wizarc

InstalShield

[<Ead<|j[msmﬂ])rancel]

Installation starts. When installation is complete, a screen
indicating that installation is complete appears.
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3. ScanFront Administration Tool for SF400 Setup

(1 Starting ScanFront Administration Tool 1. Click [Add] in the [Edit] menu.
for SF400 The [Create new items] window appears.
Click the [Start] button, [All Programs], [ScanFront crse e s =
Administration Tool for SF400], and then [ScanFront [ sien Dotrare Aanbbimos e ot o] \

Administration Tool for SF400]. ScanFront
Administration Tool for SF400 starts.
[P ———— =)l

e Edt Processing Window About

sekcal [ exetal ] [ checkthe comecton | [ the Pasword...

oaa ot 2 [

p— e LT
i T s mgrme ARSI
Woehor i

PAes]  lastacesTme  Saus Web poictn

2. Enter information for the ScanFront you want to

register.

¢ Enter the IP address of the ScanFront in [IP address/
Device name].

* If an administrator password is configured for the
ScanFront, enter it in [Administrator Password].

« If a device password is configured for the ScanFront,
enter it in [Device password].

Quitting ScanFront Administration Tool for
SF400
Click [Close] in the [File] menu.

(1 Registering ScanFront Scanners

To manage a ScanFront scanner using ScanFront * After you enter an IP address for a ScanFront, another
Administration Tool for SF400, add the ScanFront to the information entry row will be added below. This allows
ScanFront Administration Tool for SF400 list as follows. you to enter information for multiple ScanFront
scanners.
Hint

Device with a password filed on the rear label has an initial
default password already registered. Please note that each
device has a different password.
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3. Click [OK].
The registered ScanFront scanners are added to the
ScanFront Administration Tool for SF400 list.

Hint

Please note that the “Currently in use by another user.” error
message may be displayed if you enter the device password
incorrectly.

Deleting Registered ScanFront Scanners

In the ScanFront Administration Tool for SF400 list, select
the check box at the far left of the row for the ScanFront
you want to delete, and then click [Delete] in the [Edit]
menu.
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4. Managing the ScanFront Scanners

You can change administrator passwords and device passwords, check connections, and manage users for ScanFront scanners

registered in ScanFront Administration Tool for SF400.

Edit  Processing  Window  About

File

Data count : 2 [ Sclect Al

Enter the Password... ]

I

] [ Check the Connection

J

Except Al

Total
pages
scanned

Watting Time

Server til Low Power
Mode

Address

Roller
counter

1P Address /
Device Name

Wating Time

Last Access Time til Display Off

Status

Web appiication 05 version Web service Detail Open Web Menu

10/26/2018 3:33:0... |Host Not Found Standard Mode |After 5 mnutes | After 12 minutes

I - [(check Detais... |[_Open web Menu

10/26/2018 3:33:0... Standard Mode | After 5 minutes | After 12 minutes

(1 Selecting a ScanFront

To manage a ScanFront scanner with ScanFront
Administration Tool for SF400, select it in the ScanFront
Administration Tool for SF400 list. Selecting a check box
at the far left of each row in the list selects the
corresponding ScanFront.

If you click [Select All], all of the ScanFront scanners in
the list will be selected. If you select [Except All], all of the
selections in the list will be cleared.

1 Checking ScanFront Status
After selecting a ScanFront scanner in the list, click the
[Check the Connection] button to display the connection
status and information about the selected ScanFront, as
described below.
[Status]
When properly connected, “Connection Possible” is
displayed.
[Roller counter]

This shows the number of document pages fed since the
roller was last replaced and the counter reset.

[Total pages scanned]
This shows the total number of documents scanned.

173



[Server Address]

The operation mode of ScanFront (Standard Mode, Web
Application Mode, Not connected yet) is displayed, and if
operating in Web Application Mode, the address of the
connection destination server is displayed. Double-click
the address of the server to display the [Proxy server]
dialog box, where you can check the address of the proxy
server and current settings.

[Waiting Time till Display Off]

Displays the wait time before the display turns off.
[Waiting Time till Low Power Mode]

Displays the wait time before switching to Low Power
mode.

[Web application]

Displays the Web application version.

Until the connection has been confirmed from ScanFront,
"Not connected yet" is displayed.

When operating in Web application mode, the Web
application version cannot be acquired, and is displayed as
follows.

If you have switched to Web application mode after
acquiring the version: "Last acquired version number
(Web application mode)"

If you have switched to Web application mode before
acquiring the version: "Not connected yet (Web
Application Mode)"

[OS version]
The OS version is displayed.

Chapter 7 ScanFront Administration Tool for SF400

[Web service]
The Web service version is displayed.

1 Entering Passwords

By selecting a check box at the far left of each row in the
ScanFront list and clicking the [Enter the password] button
to display the [Password] dialog box, you can change the
administrator password and device password registered to
ScanFront Administration Tool for SF400.

Password (==
Enter the administrator password and the device password to
connect to _ L

Administrator password:

[T Do this for the al password inputs
Device password:

(] Do this for the al password inputs

After you enter the new administrator password and device
password and click [OK], the [Password] dialog box will
close, and the administrator password and device
password registered to ScanFront Administration Tool for
SF400 will be changed.

Hint

If multiple ScanFront scanners are selected, a dialog box for
changing the password of the first selected ScanFront in the list
appears. A dialog box for changing the password of the next
ScanFront appears when you click [OK]. To configure the same

password for all the ScanFront scanners, select the [Do this for
the all password input] check box before clicking [OK].
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J Changing IP Addresses or Device

Names

Double-click a ScanFront scanner in the list to display the
[IP Address / Device Name] dialog box, and then change
the IP address or device name of the selected ScanFront.
e e —]

Enter the IP address or Device name.

-

e

After you enter the IP address or device name and click
[OK], the dialog box will close, and the specified IP
address or device name will be applied.

(J Checking Detailed Information on the

ScanFront

Click the [Check Details] button that appears for the
ScanFront scanners registered in the list to display the
[Details] window.

@ wPoORTANT

You can only perform this operation for ScanFront scanners to
which ScanFront Administration Tool for SF400 is able to
connect.

Hint

The [Check Details] button is not available in Web application
mode.
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Detals ==

TP address : (L1 i 8 L / Device name :

( Select Al ] (

Total number of Total number of
User mame Authentication Server Eoamn o
<Default User> [Device L [0
Usert |Device t lo

User2 Device 0 0

Except Al ] [ sscw ][ oot ]

A list of users registered to the ScanFront appears in the

[Details] window.

You can use the following buttons in the window to

manage the users registered to the ScanFront.

* To select a user for an operation, select the check box that
appears at the far left of each row. Clicking [Select All]
or [Except All] selects or clears all of the user check
boxes in the list, respectively.

¢ Click [Back up] to back up configuration data for users
selected in the list to any location on the computer.

¢ Click [Delete] to delete the users selected in the list.

* You can display ScanFront version information and the
number of counter sheets by clicking [Version Info].

¢ Click [Close] to close the [Details] window.
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1 Displaying the Web Menu

When you select a ScanFront scanner in the list and click
the [Open Web Menu] button, the Web browser starts and
the Web Menu for the selected ScanFront is displayed.

@ wPoORTANT

* Operation of Compatibility View for Internet Explorer is not
guaranteed. If you access the Web Menu in Compatibility
View, the screen may not be displayed properly, operations
may not complete, and other problems may occur. When
accessing the Web Menu using Internet Explorer, check
whether the Web Menu's URL is configured for Compatibility
View.

When accessing the Web Menu via SSL communication, an
error may occur and access may not be possible even if the
ScanFront is registered as an exempt site. In such cases,
import a server certificate that has the same CN, SAN, efc. as
the URL you want to access, and import the root certificate of
the root certificate authority that issued the same certificate or
server certificate to your Web browser's [Trusted Root
Certification Authorities] (in the case of Internet Explorer).

Hint
The [Open Web Menu] button is not available in Web
Application Mode.

(J Batch Processing

You can select multiple ScanFront scanners in the list, and
select a command in the [Processing] menu to perform the
same operation all of the selected ScanFront scanners at
one time.

The following commands are available in the [Processing]
menu.

Chapter 7 ScanFront Administration Tool for SF400

[Restore All Settings]

* Restore one File
This operation reads one backup data file saved on the
computer and restores it to all selected ScanFronts.

¢ Restore multiple files per device
By specifying the folder on the computer in which
individual ScanFront backup data has been collected
beforehand, it is restored to the ScanFront with the
matching IP address or device name included in the file
name of the backup data in that folder.
When [Restore multiple files per device] is executed, a
dialog box appears, listing the backup data
corresponding to the selected ScanFront. Click [OK] to
restore.

Hint

* Uncheck backup data in the list to exclude it from the restore
targets.

* Backup data is created in files named as follows.
allsettings _<IP address or device name>_<date>.dat
If multiple backup data files have the same IP address or
device name in the file name, the one with the latest date is
used for the restore.

* The [Restore All Settings] button is not available in Web
application mode.

* The backup data includes the administrator password, but
does not include the device password.
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@ wPoORTANT

* Be sure to use [Backup All Settings] in the ScanFront
Administration Tool for SF400 to create backup data files.
Backup data created with the ScanFront main unit and the
Web menu have different file naming rules, so they cannot be
used for restoration by this operation.

* Do not alter backup data file names.

* Locate ScanFront backup data at the same hierarchy level in
one folder.

* Because device management is performed based on the IP
address, be aware that if the IP address is changed by the
DHCP server, ScanFront backup files may be handled
incorrectly.

[Backup All Settings]
Save the backup data of all selected ScanFront scanners to
any location on the computer.

Hint

* All configurable setting items will be backed up or restored,

excluding the following.

— All items in the [Network Setting] screen

—Date and time

— All items in the [Device Operation] screen

Also, the [Backup All Settings] button is not available in Web

application mode.

After upgrading ScanFront, the backup and restore feature will

not work without the latest ScanFront Administration Tool for

SF400. Update to the latest version before use.

* The backup data includes the administrator password, but
does not include the device password.

[Import User Data]
Load ScanFront user data stored on the computer, and
register it to all selected ScanFront scanners.
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Hint

The [Import User Data] button is not available in Web
application mode.
[Export User Data]
Save the user data of all selected ScanFront scanners to
any location on the computer.
Hint
The [Export User Data] button is not available in Web
application mode.
[Import Server Certificate]
¢ ScanFront Certificate (Web application mode
function)
Import the SSL certificate for remote operation, for
example, of the ScanFront. When performing remote
operation via SSL communication, import a trusted
certificate to the ScanFront.
File format for SSL certificate: pfx
* Web Application Certificate
Import the certificate to be used with ScanFront Web
SDK.
Certificate formats: pem, der, cer

[Version Up]

Load ScanFront firmware stored on the computer, and
update the firmware version of all selected ScanFront
scanners.

© vPoRTANT

If the network communication speed is slow, a timeout may
occur and the version update may fail.
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[Reboot]
Restarts the ScanFront.

[Device detail setting]
You can set the wait times until the display turns off, and
until Low Power mode is activated.

@ wPoRTANT

The ScanFront Administration Tool for SF400 version 2.0 and
later support Energy Star 3.0, so the maximum wait time to Low
Power mode is 120 minutes.

[Use external Web app]

Switch ScanFront operation from Standard Mode to Web
Application Mode.

Execute [Use external Web app], enter the server address
to which the ScanFront refers in the displayed dialog box,
enter the proxy server address as necessary, then click
[OK].

@ wPoRTANT

Setting an incorrect URL can disable operation of all set up
machines. Thorough testing should be conducted first.

[Do not use external Web app]

Switch ScanFront operation from Web Application Mode
back to Standard Mode.

[Change the port number and the LXC status]
(Embedded SDK function)

You can specify the Web application port number, custom
LXC port number, and the custom LXC ON/OFF state.

[Custom LXC] (Embedded SDK function)
You can specify the ON/OFF state of Custom LXC.
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@ wPoRTANT

When you change the Web application port number, the URL

that accesses ScanFront from the web browser on the external
device is also changed. For more information, see “Accessing
from an External Terminal’s Web Browser” on p. 157.

1 Importing/Exporting Administration

Data

You can export administration data for ScanFront
Administration Tool for SF400 to any location on the
computer, and import exported administration data.

Exporting Administration Data

Click [Export] in the [File] menu, specify a destination and
file name for the administration data in the dialog box that
appears, and then click [Save].

Importing Administration Data

Click [Import] in the [File] menu, specify the storage
location and file name for the administration data in the
dialog box that appears, and then click [Open].
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(1 Main Screen Display/Non-Display

In the [Window] menu, click [Display] to show the dialog
box where you can select which items to show or hide on
the main screen. Items checked for display will be
reflected on the main screen by clicking [OK].

However, [IP address / Device name], [Details], and
[Open Web Menu] cannot be hidden.
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Chapter 8 Maintenance

1. Routine Cleaning

Clean the scanner on a regular basis, as described below, to maintain scanning performance.

/\ CAUTION [ Cleaning the Touch Panel

» When cleaning the scanner, do not spray water or detergent When cleaning the touch panel, use a soft, dry cloth to
directly on the scanner. Doing so may damage precision gently wipe the surface of the panel without applying
mechanisms, such as the light source. pressure.

* Never use thinner, alcohol, or other organic solvents to clean the
touch panel. Such solvents may deform, discolor, or melt the
touch panel, thus causing a malfunction.

J Cleaning the Scanner Unit

To clean the surface of the scanner unit, use a cloth slightly
dampened with water and well wrung out, to remove any
dirt, and then use a clean, dry cloth to wipe the scanner.
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1 Cleaning the Scanning Glass and 3. Use a clean, dry cloth to wipe any dirt off the
Rollers scanning glass.

If scanned images contain streaks or scanned documents
become dirty, the scanning glass and rollers inside the
scanner may be dirty. Use the procedure below to clean
them on a regular basis.

1. Pull the lock lever toward you and then fully open the
panel unit.

e
[ |

()

FT T T

= N Hint

There is one scanning glass for the front side of documents, and

—
another for the back side. Wipe both of them clean.
7 A\ cAuTION
\ Lock lever ) .
2 Do not spray water or detergent directly on the scanner. Doing
so may damage precision mechanisms, such as the light
2. Use a commercially available air blower to remove source.
any dust and paper particles that have accumulated 0 IMPORTANT
inside the scanner. Scratches on the scanning glass may cause streaks on

scanned images, as well as feeding errors. If there are
scratches on a scanning glass, contact your local authorized
Canon dealer.
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4. Remove any dirt from the rollers using a cloth that

. IMPORTANT
has been soaked in water and thoroughly wrung out. 0

After you remove the retard roller and feed roller and finish
cleaning them, make sure to reattach them to the scanner.

6. Gently close the panel unit. Press on both sides of
the unit until you hear a click, which indicates the unit
is locked.

> Cleantherollers
5 while rotating
= them

L

T Wn
e ——

@ wPoRTANT
Wipe the rollers clean while rotating them.

5. Remove the retard roller and feed roller, and remove
any dirt from them.
See “Cleaning the Retard Roller” on p. 184.
See “Cleaning the Feed Roller” on p. 186.

| Retard Roller

/
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1 Cleaning the Retard Roller 3. Pull the left lever that secures the retard roller to the

Use the procedure below to remove and attach the retard scanner, and remove the roller.

roller during cleaning or replacement.

/\ CAUTION

Do not use excessive force when removing or attaching the
retard roller. Doing so may cause the roller to become
deformed, resulting in feed errors.

1. Open the roller cover.

ever.
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4. Remove any dirt from the roller using a cloth that has 6. Push the left side of the retard roller to secure it to the
been soaked in water and thoroughly wrung out. scanner.

5. Install the cleaned retard roller by inserting the right

. . 7. Lower the document detection lever, and close the
side first.

roller cover.
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1 Cleaning the Feed Roller 3. Remove any dirt from the roller using a cloth that has
Use the procedure below to remove and attach the feed been soaked in water and thoroughly wrung out.
roller during cleaning or replacement.

/\ cAuTION
Do not use excessive force when removing or attaching the feed &

roller. Doing so may cause the roller to become deformed,
resulting in feed errors.

1. Open the roller cover.

4. Install the feed roller.
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5. Close the roller cover.
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2. Replacing the Rollers

Chapter 8 Maintenance

When the rollers start to wear out, document feed errors such as paper jams are more likely to occur.
If document feed errors continue to occur even after cleaning the rollers, purchase an Exchange Roller Kit, and replace the rollers

(feed roller and retard roller).

(J Exchange Roller Kit

The Exchange Roller Kit is a kit consisting of
replacements for the feed roller, and retard roller. For
details, contact your local authorized Canon dealer or
service representative.

Product name: Exchange Roller Kit

Product code: 1550C001

RS

Retard roller

Feed roller

@ vPoRTANT

* The rollers are consumable parts. When the total number of
pages scanned with the rollers reaches 200,000 pages,
purchase an Exchange Roller Kit and replace the parts. (See
“Checking the Page Count and Resetting the Counter” on
p. 189.)

* When the rollers start to wear out, problems such as paper
jams and improper document feeding become more likely to
occur. If this happens, replace the rollers regardless of the
page count.

* Make sure to reset the roller counter after replacing the rollers.

* Refer to the roller cleaning procedure for details on replacing
the rollers. (See p. 184, p. 186.)
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(1 Checking the Page Count and Resetting 2. Press the [Device Configuration] - [ScanFront
the Counter Maintenance] - [Roller counter reset] button to

display the roller counter reset screen.
Check the page count on the Roller Counter Reset screen play

of the Administrator Setting screen. —
Select item.
@ wPoRTANT
The roller counter counts the number of pages fed by replaced Devicedetal setings | Role counter reset |
rollers. Always reset the roller counter after replacing the rollers.
1. Log in to the Administrator setting screen. Ry web appction more

Administrator Settings

o nlstrato
& administrator IEEEB02. 1X setting
Select item. =

User Administration Address Book Settings ‘

Close
sowrseoss | spumsenss | [Roller counter reset] screen
e | sstem admiistaton | Roller counter reset
Certificates R ‘ Private Key " Touch [Reset] to reset the scan counter after replacing the roller.
= Total pages scanned » 1757
Back
= Pages scanned from » 1757
the previous roler change Reset
Close

Total pages scanned
This counter is for the total number of document pages fed
by the scanner.
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Pages scanned from the previous roller

change
This counter is for the number of document pages fed by
the scanner since the roller was replaced and the counter

was reset.
3. Press the [Reset] button to reset the counter.

Roller counter reset

Touch [Reset] to reset the scan counter after replacing the roller.

® Total pages scanned » 1757

= Pages scanned from > 1757
the previous roller change Reset ™)

Cclose )

4. Press [Close] to log out of the Administrator setting
screen.
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Chapter 9 Troubleshooting

1. Troubleshooting

If any of the following problems occurs, solve the problem as described in the corresponding solution.

Network settings and other settings
Cannot use an LDAP address Cause The administrator has restricted the use of the LDAP address book.
book (certain users only) Solution Contact the administrator of the ScanFront.
Cannot communicate with Cause The certificate has not been imported.
LDAPS, SMTPS, FTPS, Solution Consult the server administrator, and import the appropriate certificate.
WebDAV over SSL, or other
servers despite properly Cause The clock on the ScanFront is out of sync.
configured connection settings Solution Sync the clock.
The clock on the computer on which the shared folder is located and the
Cause
Cannot access the shared folder clock on the ScanFront are out of sync.
Solution Sync the clocks.
. Cause The ScanFront is being used or a user has not logged out.
Cannot update the settings -
Solution Check the ScanFront status and then try again.
Cause Permission to write to the shared folder has not been granted for the
Cannot create a new folder user name and password that were entered.
(shared folder/FTP server) -
Solution Contact the administrator of the shared folder.
Specifying a mail address as the Cause The mail server settings have not been registered, or have been deleted.
address and then starting . ]
scanning results in an error Solution Contact the administrator of the ScanFront.
Cause Attempting to send a single 10 MB or larger image file.
Cannot send email . Reduce the size of the scanned document so that the image file is less
Solution
than 10 MB.
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Cannot send files to the FTP Cause Sending without using passive mode.
server Solution Enable the passive mode on the FTP registration screen. (See p. 81.)
. The administrator has restricted editing of the address books/job

Cannot edit the address book/ Cause buttons.
job buttons (certain users only) - -

Solution Contact the administrator of the ScanFront.
Can only select certain Cause The administrator has set user function restrictions.
destinations. For example, can
only select shared folders Solution Contact the administrator of the ScanFront.
(certain users only)
Cannot connect to an FTP Cause There is a problem with the firewall.
server tha't can be accessed Solution Change the firewall configurations to allow access to an external FTP
from outside the company server, or use an FTP proxy server. (See p. 146.)

. . c (1) The date and time settings are incorrect. (2) The time zone is set to a
The wrong send time is ause different country.
displayed for an e-mail message — - - —
received at the destination Solution Contact the administrator, and check the “Language/Timezone” setting.
(See p. 131.)

The sender’s address is not Cause Thq“T e-mail addresses of the user and administrator have not been
displayed at the destination of registered. (See p. 108 and p. 151.)
an e-mail message Solution Contact the administrator, and register the e-mail addresses.

Cause The IP address that was set is already being used by another device.
Cannot connect to the network
(IP address conflict problem) Solution Contact the system administrator of the network, and change the IP

address setting.

Cannot connect to the network Cause The LAN cable is not connected properly.
(LAN cable connection problem) Solution Check the connections of the LAN cable.
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Cause The device name that was set is already being used by another device.
Canpot connect to .the network Contact the system administrator of the network, and change the device
(device name conflict problem) Solution name setting. When you install two or more ScanFront scanners, take
care to ensure duplicate device names are not set.
Cause Data has been saved to the folder.
Solution Contact the administrator of the shared folder.
Cannot delete a folder Cause Permission to change the shared folder has not been granted for the user
name and password that were entered.
Solution Contact the administrator of the shared folder.
s The administrator has set “Use only Job Buttons” as a function
Cannot scan from the Home resicion
screen (certain users only) - —
Solution Contact the administrator of the ScanFront.
Cause Uppercase and lowercase letters were not entered correctly. (See p. 62.)

Enter the uppercase and lowercase letters for the user name and

Solution
password correctly.

[Authentication Method] is set to [Active Directory] for the
Cause authentication server, and an IP address or PC name is specified in
[Host Name].

. Specity the FQDN in [Host Name] (see p. 143), and configure the DNS
Cannot log in Solution server to which the specified FQDN is registered in the [Network
Setting] screen (see p. 35).

[Authentication Method] is set to [Active Directory] for the
Cause authentication server, and a NetBIOS domain name is specified in
[Domain].

Specify the DNS domain name in [Domain] (see p. 143), and configure
Solution the DNS server to which the specified DNS domain name is registered
in the [Network Setting] screen (see p. 35).

194



Chapter 9 Troubleshooting

Cannot connect to the device Cause [Allow remote operation] is set to [OFF].
via the network Solution Set [Allow remote operation] to [ON]. (See p. 156.)
Cannot access shared folders Cause WINS server name resolution is being used.
from a computer Solution Use an IP address.
Cause The connection test is simply the results of issuing a PNG command to
Cannot access folders or the specified host.
servers despite successful -
connection tests Solution Check that the other settings (user name, password, domain, path to
folder, port number, etc.) are configured properly.
Scan
Cause The scanning glass is dirty.
Streaks appear in images . Clean the scanning glass. (See p. 182.) If there are scratches on a
Solution . .
scanning glass, contact your local authorized Canon dealer.
Cause The rollers are dirty.
Solution Clean the rollers. (See p. 182.)
Paper becomes jammed Cause A feed error related to the document type occurred.

Set [Document type] to [Extra-thin paper] in the Detailed Settings
Solution screen. In addition, limit the number of documents placed on the
scanner to about 10 sheets. (See p. 54.)

Cause The rollers (consumable parts) have worn out.
Paper jams occur frequently . Purchase an Exchange Roller Kit and then replace the rollers. (See
Solution p. 188,
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c Static electricity is causing the pages of the document to stick to each
ause
other.
Solution Before you load a stack of documents, fan the documents.
Cause The type of paper of the documents is causing a paper feed error.
Documents are double fed Set [Documen't .type]. to. [Extra-thin paper] in the Detailed Settings
Solution screen. In addition, limit the number of documents placed on the
scanner to about 10 sheets. (See p. 54.) In addition, set [Non Separation
Feeding Mode] to [OFF] and scan the pages one by one.
Cause The retard roller and feed roller are dirty.
Solution Clean the retard roller and feed roller. (See p. 183.)
A stack of documents are fed Cause [Non Separation Feeding Mode] is set to [ON]. (See p. 44.)
together Solution Set [Non Separation Feeding Mode] to [OFF].
. . i [Skip Scan Setting Screen] is selected in the job button settings. (See
Scanning starts immediately Cause p. 125.)
after | press a job button (certain - -
users only) Solution Change the job button setting or place the document and then press a
job button.
Cause The specified paper size is too small.
. Specify a larger paper size (e.g., A4) for the [Paper Size] setting in the
Solution :
Scan / Send Settings screen. (See p. 86.)
Passports do not scan properly ;
Cause A feed error related to the thickness of the paper occurred.
. Set [Resolution (dpi)] to 300 dpi or less in the Scan / Send Settings
Solution
screen. (See p. 87.)
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Hardware
The AC adapter is not connected properly or the power plug is not
Cause .

inserted.

Cannot turn on the power Check the connections of the AC adapter and power plug. If the

Solution problem is not resolved after checking the connections, contact your

local authorized Canon dealer.

The scanner does not turn ON Cause A USB memory device in inserted in the scanner.

when the power switch is :

pressed Solution Remove the USB memory device, and restart the scanner.
The date and time settings on the computer and ScanFront 400 do not

Cause
. . match.

An "invalid password" error

message appears even when Matcl.l the date and time settings on the computer and ScanFront 400. If

the correct password is entered Solution ther.e is a discrepancy of 2 minutes or more when the date and tin}e
settings on the computer and ScanFront are converted to Greenwich
Mean Time, an "invalid password" error message will appear.

) Cause The device has been fully initialized.

The touch panel adjustment - - -

screen is displayed Solution Folllg)‘\;v)the on-screen instructions to adjust the touch panel. (See
p- .
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2. Error Messages

If any of the following error messages appears, solve the problem as described in the corresponding solution.
If you are unsure about any other message that appears, contact the support services.

Cause The settings of the registered FTP server are incorrect.
. Solution Check the settings of the FTP server. (See p. 80.)
Failed to connect FTP server.
Cause The computer that is being used as the FTP server is not running.
Solution Check the computer that is being used as the FTP server.
Cause The mail server settings have not been registered, or have been deleted.

Please set SMTP server " P . P
address. Solution Contact the administrator of the ScanFront, and check the settings o

"E-mail Server". (See p. 141.)

Cause The administrator has set send restrictions for the selected e-mail

This is restricted item. address. (See p. 116.)
Solution Contact the administrator of the ScanFront.
Same Username exists. Please Cause A user that has the same name as the user name to be registered is
change Username, and try already registered.
again. Solution Check the user name prior to registration.
Cause The rollers are dirty or worn out.

(1) Verity that the rollers are installed properly, and clean them if

necessary. (See p. 182.)
Paper JAM occurred. Remove (2) Proper scanning may not be possible if the document pages stick
the paper. Solution together due to static electricity. Fan the document before placing it.

(3) If paper jams errors occur repeatedly, set [Document type] to [Extra-
thin paper] in the Detailed Settings screen. In addition, limit the number
of documents placed on the scanner to about 10 sheets. (See p. 54.)

198



Chapter 9 Troubleshooting

An operation such as address book/job button importing, restoring, or

. . Cause version updating was executed without specifying the setting file to be
Blank field exists. loaded on the ScanFront.
Solution Specify the setting file and then execute the operation.
The pages of the document are sticking together because of, for
Cause example, static electricity, too many documents were loaded, the rollers
are dirty, etc.
A double paper-feed has (1) Verify that the rollers are installed properly, and clean them if
occurred. Please check the necessary. (See p. 182.)
_document and Fhe scanned (2) Proper scanning may not be possible if the document pages stick
image on the d'SpI?y and scan Solution together due to static electricity. Fan the document before placing it.
the document again. (3) If double feed errors occur repeatedly, set [Document type] to
[Extra-thin paper] in the Detailed Settings screen. In addition, limit the
number of documents placed on the scanner to about 10 sheets. (See
p. 54.)
You cannot paste the copied Cause The copy source and the paste address are of a different type.
address to the different address ;
type. Solution Make sure the copied address and paste address are of the same type.
c The job button settings include an address that has been restricted by
] o ause .
Restricted address is included. the administrator. (See p. 116.)
Solution Contact the administrator of the ScanFront.
Settings cannot be changed or Cause Modifying settings and registration are not possible because a user is
stored. A user may be logged in logged in.
to the device. Check the status . ]
of the device. Solution Try again after the user logs off.
Maximum address has been Cause The limit for the number of addresses has been exceeded.
registered. You can’t register .
Solution Delete addresses that are no longer used and then try again.

any more.
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i Cause The limit for the number of job button registrations has been exceeded.
Maximum Job Buttons has been J g
registered. You can’t register ) Delete job button registrations that are no longer used and then try
any more Solution .
: again.
Maximum users has been Cause The limit for the number of user registrations has been exceeded.
registered. You can’t register . T i
any more. Solution Delete user registrations that are no longer used and then try again.
Cause The user specified when logging in does not exist in the authentication
Log in failed. Authentication SANEIE
server is not found. Solution Make sure you correctly enter your user name and password. Contact

the administrator of the ScanFront if this problem persists.

L Cause The authentication server settings are incorrect.
The authentication server -
cannot be used. Please check Solution Check the authentication server settings.
the connection and setting of Cause The computer acting as the authentication server is not turned on.
the server. -

Solution Turn on the computer acting as the authentication server.
Cause An invalid character exists in the specified path.
A character that cannot be used - —
for a path is included. Solution Do not use the following characters when specifying paths.
17 <>
. . Cause The new password and confirmation password do not match.

New password and confirmation -
password do not match. Solution Enter the same password for the new password and the confirmation
password.

Password is not registered. OK Cause A password has not been set for the user to be registered.
to proceed? Solution Check the password prior to registration.
o Cause The password that was entered is incorrect.
Password is incorrect. -
Solution Enter the uppercase and lowercase letters for the password correctly.
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There is no file name specified. Cause A file name was not entered and “Auto file name” is set to [None].
Fnter a file nan?e or-enable the Solution Enter a file name or set “Auto file name” to other than [None].
Auto file name’ setting. (See p. 98.)
The destination is incorrect, or connection to the destination cannot be
Cause -
established.
Check whether the host name, FTP server, email address, or folder path
Solution registered as the destination is correct, and check whether connection to
the destination is possible.
Failed to send the files. Cause Attempting to send a single 10 MB or larger image file.
. Reduce the size of the scanned document so that the image file is less
Solution
than 10 MB.
Cause Attempting FTP sending without using the passive mode.
Solution Enable the passive mode on the FTP registration screen. (See p. 81.)
Cause Invalid characters have been used to set the custom file name.
You can’t use fpllowing Make sure the custom file name does not contain any of the following
character for File name. Solution characters:
[D2F" <>
Cause The USB memory device is not connected properly.
Can not create folder. -
Solution Check the connection of the USB memory device.
Cause An invalid character exists in the specified host name.
A character that cannot be used - —
for a host name is included. Solution });)*not rse the following characters when the specifying host names.
MRS
Cause The scanner cannot be used with the selected mode and file format
You can’t choose JPEG when combination.
Binary Mode is selected. Solution Check which mode and file format combinations can be used. (See

p.87)
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You can’t choose Text enhance Cause The scanner cannot be used with the selected mode and setting
when Bleed-through reduction is combination.
selected. Solution Check which mode and setting combinations can be used. (See p. 87.)
Cause Invalid characters have been used to set the index file.
The F:haracter string includes Make sure none of the following characters are used in strings
invalid character. Solution contained in the index file:
&" <>
. . . Cause Write permission has not been granted for the shared folder specified as
Qannqt write logfile. Sending the save destination of the log file.
files will be aborted. -
Solution Check the settings and access permissions of the shared folder.
Cause User data is trying to be exported from the scanner without a user being
Please select user. selected at the user settings screen.
Solution Select a user name to export.
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3. Initializing ScanFront

Initialize the ScanFront to protect user information when you submit the ScanFront for repairs or when you want to delete the user
information because, for example, you are changing the operating location. This initializes all the information registered to the
ScanFront, including user information, address books, and job buttons.

© wPoRTANT

« Initializing the ScanFront deletes all registered information. Always back up the data prior to initialization.

* Do not turn OFF the scanner before initialization is complete. (The Home screen appears when initialization is complete.)

1. Log in to the Administrator setting screen. 2. Press the [Device Configuration] - [Format
NiiistonSetngs ScanFront] button.

Select item.

®  .dministrato
& administrator

Note

All the settings in this device will be deleted. Is it OK to initialize?

User Administration Address Book Settings

Device Configuration

esets | ssemses |

Job Button Settings

Show Operation
History.

System administration

Certificates Private Key.

>

3. Confirm the message and press [Yes] to perform
initialization, and the scanner will turn OFF.
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1. Specifications

1 Unit Specifications Business Card
Type Size
Pass-through desktop scanner with network Width: 1.97" '(5 0 mm) and above
compatibility Length: 3.35" (85 mm) and above
Operation Panel Thickness )
10.1" TFT-LCD touch panel 101.33 1b Cover (380 g/m~) and below
Card

WSGVA (1024 x 600 dot) display L . "
Scanning Document Specifications Size: 2.12" x 3.37" (54 mm x 86 mm) (ISO standard)

Plain Paper Card thickness: 0.055" (1.4 mm) or smaller
Width: 1.96" to 8.5" (50 mm to 216 mm) Orientation: Horizontal feeding only
Length: 2.12" to 14" (54 mm to 356 mm) Embossed cards can be scanned.

(You can scan documents up to 120" (3,048 mm) long Loading capacity:
by setting the scanner to the Long Document mode.) 10 cards (non-embossed), I card (embossed)

Thickness for Page Separation ON: Pas.spc.>rt . .

0.00157" to 0.00984" (0.04 mm to 0.25 mm) standard) , , ,
Thickness for Page Separation OFF: Insert the passport into an optional carrier sheet

7 to 68 Ib bond (27 t0 255 g /m2) (passport type) in an opened state.

0.00157" to 0.0118" (0.04 mm to 0.30 mm) Thickness: 0.23" (6 mm) or less (including carrier

sheet)

Loading capacity: Scanning Sensor

A4 size or smaller: -
60 sheets (21 Ib bond (80 g/m?)) Contact image sensor

Larger than A4 size: Light Source
40 sheets (21 1b bond (80 g/m?)) LED
Make sure stacks do not exceed 10 mm in height Scanr."ng Side
Simplex/Duplex

(including curls) for either of the above.
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Scanning Modes
Black and White, Error Diffusion, Text Enhance,
256-level gray scale, 24-bit color, and Auto Color

(Supported file systems for Scan to USB Memory:
FAT16, FAT32, and exFAT)
Other

Detection

Scanning Resolution (Primary Scan Lines x
Secondary Scan Lines)
100 x 100 dpi / 150 x 150 dpi / 200 x 200 dpi
240 x 240 dpi / 300 x 300 dpi / 400 x 400 dpi

600 x 600 dpi

Scanning Speed (For A4 size page)

Double Feed Detection, Deskew, Folio, Long

Document scanning, Skip Blank Page, Document

orientation, Background smoothing, Bleed-through

reduction, Remove shadow, Erase Dot, Erase Notch,

Character Emphasis, Color drop-out/enhancement
External Dimensions (with feed tray and eject tray
closed)

Black and White 12" x 11.1" x 9.06" (W x D x H)
Simplex 200 x 200 dpi 45 pages/min. 305 x 282 x 230 mm (W x D x H)
300 x 300 dpi 45 pages/min. Maximum External Dimensions (with feed tray and
Duplex  200x200dpi 90 images/min. eject tray open)
300 x300dpi 90 images/min. 12" x24.7" x 14.4" (W x D x H)
Gray 305 x 629 x 366 mm (W x D x H)
Simplex 200 x200dpi 45 pages/min. Weight (excluding AC adapter)
300 x 300 dpi 45 pages/min. Approximately 9.92 Ibs (4.5 kg)
Duplex  200x200dpi 90 images/min. Power Supply
300 x300dpi 90 images/min. DC24V 1.6 A
Color Power Consumption
Simplex 150 x 150dpi 45 pages/min. Scanning: 36 W
200 x 200 dpi 45 pages/min. Low Power mode: 2.0 W
Duplex 150 x 150dpi 90 images/min. Power Turned Off: 0.2 W
200 x 200dpi 90 images/min. Noise
Network Connector Not more than 42 dB

RJ-45 (10Base-T/100Base-TX/1000Base-T)

Interface

Hi-Speed USB 2.0 ports (3)

Operating Environment
Temperature: 10 °C to 32.5 °C (50 °F to 90.5 °F)
Humidity: 20% to 80% RH
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Protocol
TCP/IP

IP Address
Obtained automatically (DHCP supported) or fixed
address (IPv4)

Other
Active Directory (Kerberos authentication) and
OpenLDAP (simple authentication) supported

1 Transfer Destinations
E-mail
Fax (via Internet fax service)
FTP Server
Shared Folder
USB Memory
Printer

(1 AC Adapter (100 to 240 V type)

Model Number
MG1-5039
Input
AC100 to 240V, 50/60 Hz, 1.06 to 0.6 A
Output
DC24V 2.0A
Weight
Approximately 0.66 1b (0.3kg) (excluding power
cord)

Specifications are subject to change without notice.
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(J Consumable Parts

Exchange Roller Kit (product code: 1550C001)
Replacement kit for the rollers (feed roller and retard
roller). (See “Replacing the Rollers” on p. 188.)

© wPoRTANT

* Rollers are consumable parts. When the rollers start to wear
out, problems such as paper jams and improper document
feeding become more likely to occur. If this happens, replace
the rollers regardless of the page count.

* For information about the Exchange Roller Kit, contact your
local authorized Canon dealer or service representative.

(1 Optional Equipment

Flatbed Scanner Unit 102 (product code: 2152Cxxx)
Flatbed scanner unit that can be connected to and used
with other scanners. Connecting this to the ScanFront
adds flatbed functionality to the ScanFront’s ADF
functions.

Flatbed Scanner Unit 201 (product code: 6240Bxxx)
Flatbed scanner unit that can be connected to and used
with other scanners and that supports the A3
document size. Connecting this to the ScanFront adds
flatbed functionality to the ScanFront’s ADF
functions.
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1 About the Flatbed Scanner Unit 102/201
The ScanFront supports connection to and operation with
the Flatbed Scanner Unit 102/201.

Operating Environment

The system requirements are identical to those of the
Flatbed Scanner Unit 102/201.

@ wPoRTANT

When connecting to the ScanFront, be sure to use the USB
cable supplied with the flatbed scanner.
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1 External Dimensions
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F M
FRAtUIES ..cveviiiiiciicicciccc e 18 Managing the ScanFront Scanners ..........ccccceeveruennene 173
Feed ROIIET ..o 186 Moving the SCaNNEer ........ccccevevveereeeereineneeeiereeenns 15
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H Network ENVironment .............cc.eveerveeveervsriensssnessssnnones 23
Handling ....c.ccocovvevineniniiieccceeeccecee e Non Separation Feeding ..........coccevevievievienencncnincnenne 44

Home Screen P
| Paper JAM ....o.ovoveieieieiieiceie et 52
Index Settings ........cccocecveeveerenineneeneeneneecereeneeen 112 Placing a Card .......c.cccoeeueenene .48
Initializing ScanFront ...........c.ccccoeevernecrnvcncienecennene. 203 Placing a Folded Document .. .47
Installation Location ...........cccceeeveeveeneinenencnenenne. 14,26 Placing a Long Document ..........cccoccceevenecinenecnrccnennne 48
Installing Placing DocUmMENnts .........cccceveevevienvenenenencninineeeeneenes 46
ScanFront Administration Tool for SF400 ............. 169 Plain Paper .......cocooeverieiiniieiicccceee 41
INtrodUCHON .....evviiiiiiiicecetee e 6 Preparing the Scanner .........c..cocceceeiviecicnenencnieninenenne 43

J R
JOb BULtOn SCrEEN .....covvuvviiiiiiiiiiceeeeceeeeeeeeeee e 64 Registering New Job Buttons ...........ccccoeeverueneene 124, 165
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List Type Login ...c..ccoeevinevenieineineneceeseeieneeeeen 60 Restriction t0 Edit ..o, 116
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Safety-related markings on the machine
Marquages de sécurité sur la machine

Marcature di sicurezza sulla macchina
Sicherheitshinweise auf der Maschine

Marcas de la maquina relacionadas con la seguridad
Veiligheidsmarkeringen op de machine

Makine iizerindeki giivenlik isaretleri

[English] Switch (On)
[Francais] Commutateur (Marche)
[Italiano] Interruttore (On)
[Deutsch] Schalter (Ein)
[Espafiol] Interruptor (encendido)
[Nederlands]  Schakelaar (On)
[Turkge] Anahtar (Agik)
[English] Switch (Off)
[Francais] Commutateur (Arrét)
[Italiano] Interruttore (Off)
[Deutsch] Schalter (Aus)
[Espaiol] Interruptor (apagado)
[Nederlands]  Schakelaar (Off)
[Turkge] Anahtar (Kapal)
[English] Switch (Standby)
[Francais] Commutateur (Veille)
I [Italiano] Interruttore (Standby)
[Deutsch] Schalter (Standby)
[Espaiol] Interruptor (en espera)
[Nederlands]  Schakelaar (Standby)
[Turkge] Anahtar (Bekleme)

Power on

Sous tension
Alimentazione presente
Eingeschaltet

Maéquina encendida
Aan

Gug aglk

Power off (no standby current)

Hors tension (pas de courant de veille)
Alimentazione assente (nessuna corrente di standby)
Ausgeschaltet (ohne Ruhestromaufnahme)

Méquina apagada (sin corriente en espera)

Uit (geen stand-byverbruik)

Gug kapall (bekleme akimi yok)

Power on/off (standby current on)

Sous/hors tension (courant de veille activé)
Alimentazione on/off (corrente di standby presente)
Ein- und Ausschalten (mit Ruhestromaufnahme)
Maéquina apagada/encendida (con corriente en espera)
Aan-uit (stand-byverbruik aan)

Guc acik/kapali (bekleme akimi acik)



[English]
[Francais]

[Italiano]

[Deutsch]
[Espaiol]

[Nederlands]
[Tarkee]

[English]
[Francais]
[Italiano]
[Deutsch]
[Espaiiol]
[Nederlands]
[Turkge]

[English]
[Francais]
[Italiano]
[Deutsch]
[Espaiiol]
[Nederlands]
[Tarkee]

Switch (Push-On/Push-Off)

Commutateur (Appuyer pour
mettre en marche/Appuyer
pour arréter)

Interruttore a pulsante
bistabile (On/Off)

Schalter (Ein- und Ausschalten
durch Driicken)

Interruptor (pulsado para
encendido/apagado)

Schakelaar (Push-On/Push-Off)
Anahtar (Bas-A¢/Bas-Kapa)

Heat hazard

Danger de chaleur

Pericolo: temperature elevate
Uberhitzungsgefahr

Peligro de calentamiento
Verbrandingsgevaar

Isi tehlikesi

Class Il equipment
Equipement de classe Il
Apparecchio classe Il
Gerét der Schutzklasse Il
Equipo de clase |l
Klassell-apparatuur
Sinif Il ekipman

Power on/off (no standby current)
Sous/hors tension (pas de courant de veille)

Alimentazione on/off (nessuna corrente di standby)

Ein- und Ausschalten (ohne Ruhestromaufnahme)
Encendido/apagado (sin corriente en espera)

Aan-uit (geen stand-byverbruik)

Gl agik/kapali (bekleme akimi yok)

Heat hazard

Danger de chaleur

Pericolo: temperature elevate
Uberhitzungsgefahr

Peligro de calentamiento
Verbrandingsgevaar

Isi tehlikesi

Indicates this is Class Il equipment

Indique qu'il s’ agit d'un équipement de classe Il
Indica che questo & un apparecchio di classe Il

Gibt an, dass das Gerat der Schutzklasse Il entspricht
Indica que se trata de un equipo de clase Il

Geeft aan dat deze apparatuur in Klasse Il hoort
Bunun Sinif Il ekipman oldugunu gosterir



A a4

[English]
[Francais]
[Italiano]
[Deutsch]
[Espaiiol]
[Nederlands]
[Turkge]

[English]
[Francais]
[Italiano]
[Deutsch]
[Espaiiol]
[Nederlands]
[Tarkee]

[English]
[Francais]
[Italiano]

[Deutsch]

[Espaiol]
[Nederlands]
[Turkge]

DC symbol
Symbole CC

Simbolo corrente continua (C.C.)

Gleichstrom-Symbol
Simbolo CC
DC-pictogram

DC semboli

DC polarity

Polarité CC

Polarita C.C.
Gleichstrompolaritat
Polaridad de CC
DC-polariteit

DC polaritesi

Electrostatic precaution
Précaution électrostatique

Protezione dalle cariche
elettrostatiche

Warnung vor elektrostatischer
Aufladung

Precaucion electroestatica
Elektrostatische voorzorgen
Elektrostatik 6nlemi

Indicates direct current

Indique qu'il s'agit de courant continu
Indica la corrente continua
Kennzeichnet Gleichstrom

Indica corriente continua

Geeft gelijkstroom aan

Duz akimi gosterir

Indicates the power plug polarity

Indique la polarité de la fiche d'alimentation
Indica la polarita dello spinotto di alimentazione
Gibt die Polaritdt des Netzsteckers an

Indica la polaridad del conector de alimentacion
Geeft de polariteit van de stekker aan

Fis polaritesini gosterir

Avoid applying static electricity to the machine
Evitez de soumettre cette machine a de I'éléctricité statique
Evitare di applicare cariche elettrostatiche alla macchina

Elektrostatische Aufladung der Maschine vermeiden

No aplique electricidad electroestatica
Voorkom statische elektriciteit op de machine
Makineye statik elektrik vermeyin
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